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Abstrakt

V posledních letech se pozornost v bezdrátových sítích přesunula z témat limitů spektrální
účinnosti a kvality služeb (QoS) na energetickou účinnost a zelenou komunikaci, zejména v
sítích páté generace (5G) a šesté generace (6G), jakož i v sítích IoT, aby se snížila spotřeba
energie mobilních zařízení a senzorů. Na druhé straně se v současné komunikaci klade stále
větší důraz na bezpečnost, přičemž zabezpečení fyzické vrstvy se stává účinnou a perspektivní
metodou, a to kromě kryptografických technik, které se používají ve vyšších vrstvách.

Motivován výše uvedeným se v této disertační práci snažím navrhnout strategie pro integraci
technologie získávání energie a zabezpečení fyzické vrstvy v kontextu bezdrátových přenosových
sítí. Konkrétně se zaměřuji na studium výkonnostních parametrů z pohledu bezpečnosti a spo-
lehlivosti komunikace v relay sítích umožňujících získávání energie za přítomnosti odposlechů
nebo odposlechových kanálů. Zkoumám efektivitu různých strategií nebo protokolů pro získávání
energie a různých bezpečnostních technik na fyzické vrstvě, jako je kooperativní rušení či výběr
relay uzlu, abych doporučil konkrétní modely, které mohou zlepšit celkovou výkonnost komuni-
kačních systémů. Pro analýzu výkonnosti se berou v úvahu následující faktory: pravděpodobnost
výpadku (OP), pravděpodobnost zachycení, kapacita utajení, pravděpodobnost výpadku utajení
(SOP). Výrazy uzavřených forem těchto faktorů jsou v této dizertaci odvozeny pro každé nově
navržené schéma.

Na druhé straně je také zkoumán vliv různých nežádoucích podmínek, jako je odhad chyb v
kanále a vliv hardwaru na výkonnost navrhovaných schémat získávání energie a bezpečnostních
strategií na fyzické vrstvě pro bezdrátové přenosové sítě. Dále jsou použity pokročilé komuni-
kační techniky, včetně víceskokové komunikace, plně duplexní komunikace, komunikace MIMO s
diverzitními technikami a neortogonálním vícenásobným přístupem NOMA. Za účelem ověření
platnosti odvozených matematických vztahů je pro každý získaný výsledek nastavena a spuštěna
nezávislá simulace metodou Monte Carlo.

Klíčová slova: Zabezpečení fyzické vrstvy, získávání energie, výkon utajení, pravděpodobnost
výpadku, propustnost, NOMA.



Abstract

In recent years, the main focus for wireless networks has been shifted from spectral efficiency and
quality of service (QoS) constraints to energy efficiency and green communication, especially in
the fifth generation (5G) and sixth generation (6G) networks as well as IoT networks, to reduce
the power consumption of mobile devices and sensor. On the other hand, security has become
more and more important in contemporary communication and physical layer security has been
considered as an effective and a perspective method to enhance the information security beside
the cryptography techniques that are used in upper layers.

Motivated by the above issue, in this dissertation I aim to propose strategies to integrate
energy harvesting technology and physical layer security in the context of wireless relay networks.
Specifically, I focus on studying the security and reliability performance of energy harvesting
enabled relaying networks in the presence of eavesdroppers or wiretap channels. I investigate the
efficiency of different energy harvesting strategies or protocols and various security techniques at
physical layer, such as cooperative jamming or relay selection to recommend specific models that
can improve the overall performance of the communications systems. For performance analysis,
the following factors are considered: outage probability (OP), intercept probability, secrecy
capacity, secrecy outage probability (SOP). The closed-forms expressions of these factors are
derived for each newly-proposed scheme in this dissertation.

On the other hand, the effect of different undesired condition, such as channel estimation
error and hardware impairment, on the performance of the proposed energy harvesting schemes
and security strategies at physical layer for wireless relay networks is also investigated. Fur-
thermore, advanced communication techniques, including multi-hop communication, full-duplex
communications, multiple-input multiple output (MIMO) communications with diversity tech-
niques, and non-orthogonal multiple-access (NOMA), are also applied to enhance the system
performance. In order to verify a validity of the derived mathematical expressions, an indepen-
dent Monte Carlo simulation is set up and run for each achieved result.

Keywords: Physical Layer Security, Energy Harvesting, Secrecy Performance, Outage Proba-
bility, Throughput, NOMA.
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1 Introduction

1.1 Motivation and goals

Today, wireless devices such as mobile phones, smartphones, iPads, laptops, etc. have become
no stranger to the everyday lives of humans. Information security for these devices is thus an
important issue in communications, especially in government, military, finance, and banking
services. So far, data encryption and decryption algorithms such as AES or Blowfish have been
employed to ensure information security. These algorithms are commonly applied at the appli-
cation layer with the assumption that the link between the transmitter and receiver (physical
layer) has been set and is error-free. However, in wireless communication systems, especially
in distributed networks such as wireless sensor networks and ad hoc wireless networks, the dis-
tributed nature of the channel makes it vulnerable to attack or eavesdropping. The current
solution for wireless communication is to apply complex data encryption and decryption tech-
niques (at the application layer). However, this is inefficient in a fast-fading radio environment.
More importantly, large-scale networks such as encryption protection are unfeasible. Recently,
physical layer security, which achieves secure transmissions by exploiting the dynamics in the
physical layer, has drawn much attention [1], [2]. Coupled with the rapid development of wireless
devices is the need for energy for these devices. The applications on wireless devices, in addition
to the ever-increasing demand for monitors, increase power dissipation. One of the solutions to
meet this need is to make batteries that can store large amounts of energy. In addition, fast and
convenient charging is another direction many research staff and manufacturers are pursuing
today. There are many ways to recharge, but wireless charging is still the most convenient and
easy method. Some examples of wireless charging are solar, heat energy, and radio frequency
(RF). In particular, RF technology is the emerging method for charging. A typical radio power
station consists of an uninterruptible access point that broadcasts radio signals that carry both
information and energy to the terminals. At these terminals, some activity occurs as the infor-
mation receiver (IR) decodes the received signal, while another receiver (ER) receives energy by
drawing energy from electromagnetic waves. To overcome the extremely large attenuation due
to propagation through the wireless environment, energy loading devices must be deployed near
the access point. Naturally, the new concept of physical layer security can be applied to wireless
networks with RF power transfer in order to achieve robust secure transmission. Physical layer
security (PLS) has been studied in various scenarios, but a paucity of research contributions
on investigating the security issues of RF power transfer networks still persists, which is the
motivation for this dissertation. Note that the employment of RF power transfer in wireless
networks results in dynamic power at the receivers, which makes the analysis of the PLS of RF
power transfer networks different from that of wireless networks without RF power transfer.
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1.2 Purpose of the Research

• Dissertation for new RF energy harvesting wireless communication network models.

• Suggestions for new protocols to enhance the physical layer security for wireless networks.

• Analyses of the secrecy performance of these proposed systems through expressions of
the probability of existence of security capacity and the secrecy outage probability (SOP)
derived from the use of the statistical characteristics of dynamic channels.

• Simulation and evaluation of the security performance of these systems.

1.3 Dissertation Thesis Structure

This dissertation is organized as follows: Section 2 presents the background of the dissertation,
Section 3 determines the aims of the proposed research, and Section 4 shows the State-of-the-Art.
Section 5 introduces Performance Analysis of RF EH protocols, especially the hybrid TPSR,
for various network models under different channel and transceiver conditions. Section 6 is
design secrecy protocols at the physical layer and propose methods of calculating and analyzing
secrecy performance of wireless networks. Section 7 integrate energy harvesting together with
other advanced techniques to further strengthen network security and reliability. Last but not
least, section 8 contains a conclusion and future work plans. The references and candidate’s
published research papers are at the end of the thesis.

2



2 Background

2.1 5G-6G network development trend

Commercial approvals have been officially declared for the deployment of fifth generation (5G)
wireless systems in numerous countries, with 5G enabled smart phones and infrastructures
already appearing in the market [3]. Prior to recently emerging commercial applications of
5G, research exploring future wireless systems has already extended to the concept of beyond
5G (B5G). Furthermore, since 2018, scholars have begun to focus on the concept of 6G and its
applications [4]. The architecture in Fig. 2.1 presents a bridge from the 5G networks towards
beyond 5G/6G networks. The architecture also defines the applications and services that will
be offered by the 6G network [5]. In [3], the authors have identified five 6G core services and

Figure 2.1: A recommended architecture for next-generation wireless communication [5].

enlisted two centricities and eight key performance indices (KPIs) to describe these services,
as well as enabling technologies to fulfill these KPIs. According to this paper, one of the 6G
core service is focused on providing secure wireless computing in the digital world, contrasting
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with the scenario centric services based on 5G and B5G evolutions. Cyber and physical layer
security issues within wireless networks are widespread in daily life. Security should therefore
be considered as a basic performance requirement of wireless computing in 6G. In [5], the
authors discussed six challenges for 6G networks, including trustworthiness (i.e. 6G should
provide the proper tools to enable protection of end-users). The authors also recommended seven
6G technology components, including higher frequencies, distributed coherent massive MIMO,
integrated connectivity and sensing, integrated AI for automation, serviced-based networks,
flexible topologies and deployments, and zero-energy devices.

It is readable from the above mentioned technology trend prediction that integration of tech-
nologies and security are two important issues in the development of next generation wireless
networks. These issues are also my main interest of research for my PhD studying. In my
dissertation, I focus on the integration of RF EH techniques (as one of the seven technology
components mentioned above) and physical layer security in different advanced schemes of wire-
less networks. This integration also includes other candidate techniques for 5G, B5G, and 6G
networks, such as MIMO, NOMA, FD, cognitive radio networks, etc. The next two subsections
present some background knowledge on RF EH and physical layer security.

2.2 RF Energy Harvesting (EH)

The proliferation of wireless devices and the spread of wireless communication networks render
the task of energy supply an ever-growing challenge. Reliable and sustainable energy sources
should be deployed to guarantee effective performance of wireless networks. In recent years, EH
technologies are emerging as a promising method to power the nodes of a wireless communication
network [6], [7]. EH communication devices are able to harvest ambient energy from their
surrounding environment, and are therefore less dependent to nonrenewable energy sources and
can enjoy a prolonged lifetime. The idea of using renewable ambient energy sources rises the
possibility of having green communication networks.

The concept of wireless power transfer (WPT) was first proposed by Nikola Tesla in 1899,
which focused on high-power-consumption applications. This area emerged again with recent
advances in silicon technology and multiple-antenna technology. It is expected that innovative
WPT networks are the key enabler of the IoT to connect all devices together via wireless powered
sensors for the development of smart cities [8].

The existing WPT technologies can be categorized into three classes: inductive coupling,
magnetic resonant coupling, and RF-based WPT. In contrast to the first two technologies, RF-
based wireless information and power transfer (WIPT) exploits the far-field properties of EM
waves, which enable concurrent wireless charging and data communication over long distances.
In addition, RF-based WIPT utilizes the RF spectrum and the radiation is regulated by the
government to ensure safety. More importantly, RF signals can serve as a dual-purpose carriers
for conveying both information and power simultaneously [9].

4



2.2.1 Receiver Structure for WIPT

Figure 2.2: A typical architecture for RF-based EH receiver circuit.

Figure 2.2 illustrates the typical architecture of a RF-based EH receiver, which contains a
rectifying circuit, consisting of a diode and a passive low-pass filter (LPF). This circuit con-
verts received RF signals to DC signals to charge the built-in battery, which stores the energy.
According to the energy conservation law, the harvested energy can be expressed as

Eh = ηPtGT

dθ
, (2.1)

where η ∈ (0, 1) denotes the overall energy conversion efficiency at the receiver, Pt is the transmit
power, d is the distance between the energy transmitter and its receiver, θ denotes the path loss
factor, T denotes the block time, and G represents the combined gain of the transmit and receive
antennas as well as the channel. RF-based EH technology can be classified into simultaneous
WIPT (SWIPT), wireless-powered communication (WPC), and wireless-powered backscatter
communication (WPBC), e.g., [10], [11]. Specifically, in SWIPT networks, cf. Figure 2.3a, a
transmitter broadcasts an information-carrying signal to provide information and energy delivery
service simultaneously. In wireless-powered communication networks (WPCNs) as in Fig. 2.3b,
wireless-powered devices first harvest energy, from dedicated energy transmitters (ET) or from
ambient RF sources, such as hybrid access points (H-APs), and then exploit the harvested energy
to transmit information signals. Hybrid access points (H-APs) are deployed which are capable of
sending wireless power to users via WET in the downlink (DL) as well as coordinating wireless
information transfer (WIT) to/ from users in the DL/ uplink (UL), respectively. In WPBC, cf.
Figure 2.3c, energy is transferred in the downlink and information is transferred in the uplink,
where backscatter modulation at a tag is used to reflect and modulate the incoming RF signal for
communication with a reader (e.g., access point). Since no oscillators are needed at the tags to
generate carrier signals, backscatter communications generally entail orders-of-magnitude lower
power consumption than conventional radio communications.

The first and ideal receiver design for WIPT was introduced in the seminal paper of Varshney
[12], where the information and the power can be extracted from the same received signal
receiver. It was pointed out later that [13] such an assumption cannot be realized in practical
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(a) SWIPT (b) WPCN

(c) WPBC

Figure 2.3: Different forms of WIPT.

systems because EH circuits harvest the energy of the received signal directly in the RF domain,
which destroys the modulated information (e.g., phase-embedded information) in the signal.
In addition, conventional information decoding is performed in the digital baseband and the
frequency down-converted signals cannot be used for EH [8]. Zhang and Ho in [13] proposed to
split the received RF power into two distinct parts, one for EH and the other one for information
decoding. This lead to two practical receiver architectures for WIPT, namely, time-switching
receiver (TSR) and power splitting receiver (PSR), as illustrated in Fig. 2.4.

For the TSR, at any time the received signal is only connected either to the information
receiver or to the energy receiver. The receiver switches between the co-located EH circuit and
information decoding circuit for harvesting energy and decoding information in successive time
slots. This receiver is considered to be easy to implement but with the reduction in throughput.

For the PSR, the received signal is split into two streams by a power divider with a fixed
power ratio, which are used for EH and ID, respectively. This receiver incurs a higher receiver
complexity compared to the TS process, but it enables the possibility of SWIPT and is more
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(a) Time-switching receiver (b) Power splitting receiver

Figure 2.4: Practical receiver structures for WIPT.

suitable for applications with critical information/energy or delay constraints than the TSR [8].

2.2.2 WIPT in Cooperative Networks

2.2.2.1 EH model in half-duplex relay networks
A typical EH-based HD relay network over a specific fading channel (maybe Rayleigh, Rician or
Nakagami-m fading) is illustrated in Fig. 2.5, in which the source (S) and destination (D) can
exchange their signal with the help of a relay (R).

Figure 2.5: A simple HD relay network.

As mentioned above, two traditional EH schemes are usually considered, namely TSR pro-
tocol and PSR protocol [14]. For TSR protocol, as presented in Fig. 2.6a, the total symbol
duration T is divided into two intervals with lengths α and 1−α, respectively, where 0 ≤ α ≤ 1.
The first interval corresponds to the EH phase, and the second interval corresponds to the in-
formation transmission phase (which in turn can be divided into two sub-phases: from S to R
and R to D, respectively).
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During the first interval (EH phase), the RF signal received by R can be formulated as

yr = hxs + nr, (2.2)

where xs is the energy-transmitted signal with E
{︂

|xs|2
}︂

= Ps, nr is the zero-mean additive
white Gaussian noise (AWGN) with variance N0. Here E (·) denotes the expectation operation.

Then, the total harvested energy of R during EH time αT is given by

ER = ηPS |hSR|2αT , (2.3)

where 0 < η < 1 is the energy conversion efficiency which depends on the rectification process
and the EH circuitry [15] and PS denotes the transmission power of the source S.

During the third interval (information forwarding phase), the relay uses this amount of
energy to forward the source message to the destination. By the law of energy conservation, the
average transmit power of R can be found by

P
(TSR−HD)
R = ER

(1 − α)T/2 = 2ηαPS |hSR|2

(1 − α) = κPS |hSR|2, (2.4)

where we define κ ≜ 2ηα
1−α .

(a) TSR EH protocol

(b) PSR EH protocol (c) TPSR EH protocol

Figure 2.6: EH protocols for HD relay networks.

For the PSR protocol, presented in Fig. 2.6b, the total symbol duration T is divided into two
intervals with lengths T/2 and T/2, respectively. The first T/2 interval is used for the source to
relay information transmission, and the remaining half, T/2 is used for the relay to destination
information transmission. During the first half of the block time, the fraction of the received

8



signal power, (1 − ρ)P (P is the transmit power of source) is used for EH, and the remaining
received power, ρT is used by the source to relay the information message, where 0 ≤ ρ ≤ 1.

The received RF signal at the input of the EH unit can be calculated as

yh,r = √
ρyr = √

ρhxs + √
ρnr (2.5)

From Equation (2.5), the harvested energy at R in the first interval T/2 can be formulated
as the following

ER = ηρP |hSR|2T2 . (2.6)

R uses this amount of energy to forward the information signal in the second phase. By the
law of energy conservation, the transmit power at R in the second phase can be calculated as

P
(PSR−HD)
R = Eh

T/2 = ηρP |hSR|2(T/2)
T/2 = ηρP |hSR|2 (2.7)

Besides the two protocols mentioned above, I also study a new protocol that was recently
introduced, called the hybrid time-switching and power-splitting (TPSR) protocol [16]. Fig.
2.6c shows the time allocation in each transmission block. In the first interval of length αT ,
where 0 ≤ α < 1, S transfers energy by RF signal to the relay R1. In the next (1 − α)T/2
interval, the power of the signal sent by S is split into two components: the first component
with a power of ρPs, (0 ≤ ρ ≤ 1) is used to harvest energy, while the second component with
a power of (1 − ρ)Ps is used to decode the information at R1. In the final interval with length
(1 − α)T/2, R1 transfers information to D using the harvested energy from previous intervals
[17], [18].

By the similar analysis as above, we can get the formula for the total harvested energy by
the relay R as

ER1 = ηPS |hSR1 |2
[︃
αT + ρ

(1 − α)T
2

]︃
. (2.8)

and the average transmit power of the relay during the information forwarding phase can be
found as

P
(TPSR−HD)
R1

= ER1

(1 − α)T/2 = ηPS |hSR1 |2 [2α+ ρ(1 − α)]
(1 − α) (2.9)

2.2.2.2 EH model in full-duplex relay networks

Fig. 2.7 plots the system model of a FD relay network with one source (S), one relay (R)
and one destination (D). In our model, every terminal operates in a FD mode, where the relay
is equipped with two antennas, one for transmitting and the other for receiving. In this system
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Figure 2.7: A simple EH-based FD relay network

model, we denote the channel gain between node S and the relay R is hSR, between the relay
R and the destinations, D is hRD, the self-interference channel gain at R is hRR. Furthermore,
the relay has only the energy to serve their purpose, so it needs to harvest the energy from the
node before forwarding the information messages to the destination. The three EH protocols
are summarized in Fig. 2.8. The EH model for FD networks only differs from the HD networks

(a) TSR EH protocol

(b) PSR EH protocol (c) TPSR EH protocol

Figure 2.8: EH protocols for FD relay networks.

by the information forwarding time. So, we can easily get the formulas of the average transmit
power by the relay for three above protocols respectively as

P
(TSR−FD)
R = ER

(1 − α)T = ηαTPS |hSR|2

(1 − α)T = κPS |hSR|2

2 (2.10)
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P
(PSR−FD)
R = ER

T
= ηρPS |hSR|2T

T
= ηρPS |hSR|2 (2.11)

P
(TPSR−FD)
R = ER

(1 − α)T = ηPS |hSR|2αρ
(1 − α) = κρPS |hSR|2

2 (2.12)

where κ ≜ 2ηα
1−α .

2.3 Physical Layer Security in Wireless Communication Networks

2.3.1 Introduction

Today, wireless communications are increasingly used for a very wide range of applications, in-
cluding banking and other financial transactions, social networking, environmental monitoring,
and many others. Therefore, the security of wireless communication networks is of critical so-
cietal interest. Wireless security has traditionally been implemented at the higher layers rather
than physical layer of wireless communication networks model. Data confidentiality, encryption
are the primary methods of ensuring information security and its work well in most current
situations. However, in some emerging networking technologies, issues of key management or
computational complexity make the use of data encryption difficult. For examples, in wireless
ad-hoc networks, the messages may pass through many intermediate terminals on the way from
source to destination. Sensor or radio-frequency identification (RFID) networks might arise
in the envisioned IoT, in which the end devices are of very lack of energy and computational
capability. For the above reasons, PLS in wireless cooperative networks has become a major
research topic in recent years, and considerable progress has been made in understanding the
fundamental ability of the physical layer to support secure communications and in determining
the consequent limits of this ability [19]. In particular, there are two principal properties of
radio transmission namely diffusion and superposition can be exploited to provide data con-
fidentiality through several mechanisms that degrade the ability of potential eavesdroppers to
gain information about confidential messages. These mechanisms include the exploitation of
fading, interference or artificial noise, path diversity and spectrum sharing, all of which also
lead to potential techniques for implementation in practical wireless communication systems.

2.3.2 Information Theoretic Perspective

The problem of secure communication from an information theoretic perspective was first studied
by Shannon. This work focused on symmetric key encryption systems, perhaps a more relevant
development in this area was Aaron Wyner’s work on the wiretap channel, which introduced the
idea that secrecy can be imparted by the communication channel itself without resorting to the
use of shared secret keys [20].

As show in Fig. 2.9, Alice wants to transmit a confidential message M to Bob while keeping
it secret from Eve. Accordingly, Alice must encode the message M into a codeword Xn, Bob
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will receive Y n and recover the original message. Note that a codeword of length n makes
use of the channel n times; i.e.,Xn = (X l, ..., Xn), where Xi is sent in the ith channel use.
Similarly, Y n = (Y l, ..., Y n) and Zn = (Z l, ..., Zn) describe corresponding channel outputs at
the legitimate receiver and eavesdropper, respectively.

Figure 2.9: Wyner’s wiretap channel.

The secrecy is defined in terms of equivocation, or conditional entropy. Specially, it required
that the conditional entropy 1

nH(M |Zn) ≈ 1
nH(M) so that the knowledge of the channel output

Zn does not decrease the uncertainty rate about the message M; in other words, it does not pro-
vide any information about M. This criterion is known as weak secrecy and is often equivalently
written in terms of mutual information as

1
n
I(M ;Zn) −−−→

n→∞
0. (2.13)

This quantity describes the information leaked about M to Eve in terms of a rate due to the
normalization by the block length n. This definition of secrecy has its vulnerabilities as in [21]
and can be strengthened by dropping the division by n to

I(M ;Zn) −−−→
n→∞

0. (2.14)

This condition is termed strong secrecy and the intuition is to have the total amount of infor-
mation leaked to Eve disappear as n → ∞. Strong secrecy for the wiretap channel was first
considered in [1]. Recently, different approaches to achieve strong secrecy were presented in [22],
[23]. This demonstrates the usefulness of the strong secrecy criterion and establishes a desirable
and practically relevant operational meaning.

Cs = max
V−X−(Y,Z)

(I(V ;Y ) − I(V ;Z)), (2.15)

where the maximization is over all random variables V and X such that the Markov chain
relationship X − Y − (Y, Z) is satisfied.
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Obviously, the mutual information term I(V ;Y ) represents the channel quality of the le-
gitimate link and describes the rate at which Alice can reliably transmit to Bob. Accordingly,
the term I(V ;Z) represents the channel quality of the eavesdropper link and the maximum
transmission rate is penalized exactly by this quantity. Another important observation is that
to have a positive secrecy capacity, the channel to Bob must have have an advantage over Eve.

2.3.3 Physical Layer Security over Fading Channel

The information theoretic approaches to security discussed above for discrete memoryless chan-
nels are extended to models for physical wireless channels. As a result, PLS mechanism will be
established by exploiting the fading channel of wireless communications. Recall the Gaussian
wiretap channel, one of the most basic model for wireless channels, having linear time-invariant
multiplicative links corrupted by AWGN [24]. When Alice transmits a signal Xi, the received
signals YB,i at Bob and YE,i at Eve at channel use i can then be expressed as

YB,i = hBXi +NB,i,

YE,i = hEXi +NE,i. (2.16)

where hB and hE are the channel gains between Alice and Bob and between Alice and Eve,
respectively, and NB,i and NE,i are AWGNs, independent of the transmitted signals, with zero
means and variances σ2

B and σ2
E , respectively. Here, white noise refers to a random process

that is independent from channel use to channel use. Considering an average transmit power
constraint of P, the secrecy capacity of the Gaussian wiretap channel is given by

Cs = 1
2 log

(︄
1 + P |hB|2

σ2
B

)︄
− 1

2 log
(︄

1 + P |hE |2

σ2
E

)︄
. (2.17)

where all hB,i, hE,i, NB,i, and are mutually independent. Here, hB,i and hE,i are fading coef-
ficients that characterize the communication conditions at channel use i. The input signal is
subject to an average power 1

n

n∑︁
i=1

E
[︁
X2
i

]︁
≤ P constraint and the noise processes, which are

independent from channel use to channel use, are Gaussian with zero means and variance σ2
B

and σ2
E respectively, as before.

For ergodic fading channels, the fading coefficients are independent and identically dis-
tributed and are allowed to change from channel use to channel use. Hence, Alice, Bob, and Eve
might experience a different fading state for each channel use. Assuming that all terminals have
perfect channel state information (CSI) about the current fading state, so-called instantaneous
CSI, the ergodic secrecy capacity has been proposed in [25] and is given as

Cs = max
EA|γ|≤P

[︄
1
2 log

(︄
1 + P |hB|2

σ2
B

)︄
− 1

2 log
(︄

1 + P |hE |2

σ2
E

)︄]︄
. (2.18)
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where γ is the power allocation and A =
{︃

(hB, hE) : |hB |2
σ2
B

> |hE |2
σ2
E

}︃
, so that the expectation is

taken over all fading realizations in which Bob experiences a better channel in terms of signal
to-noise ratio than Eve; i.e., EA [.] denotes the expectation over all (hA, hE) ∈ A.

2.3.4 Physical Layer Security in Cognitive Radio Networks

2.3.4.1 Cognitive Radio Networks
Cognitive radio is a technology that can solve the scarcity of RF spectrum by allowing secondary
users to opportunistically access the licensed channels without causing interference to the com-
munications of the primary users [26]. Cognitive radio can change its transmitter parameters
based on interaction with the environment in which it operates. There are two main character-
istics of the cognitive radios. The first is cognitive capability, which refers to the ability of the
radio technology to sense the information from its radio environment. Through this capability,
the spectrum resources that are not used by primary users can be detected. Consequently, the
best spectrum allocation schemes and transmission parameters can be selected. The second is
re-configurability which enables a user to change the transmitting channel quickly and adap-
tively according to the radio environment. The components of a cognitive radio network show
in Fig. 2.10 and can be classified as: the primary networks and the cognitive networks. The
primary network (or licensed network) is referred to as an existing network, where the primary
users have a license to operate in a certain spectrum band. If primary networks have an in-
frastructure, primary user activities are controlled through primary base stations. Due to their
priority in spectrum access, the operations of primary users should not be affected by unlicensed
users. The cognitive radio network (also called secondary network, or unlicensed network) does
not have a license to operate in a desired band. Thus, additional functionality is required for
cognitive radio users to share the licensed spectrum band.

2.3.4.2 Physical Layer Security in CRNs
However, characteristics of cognitive radio technology have introduced new types of security
threats and challenges in this environment [27]. First, there are both primary users and sec-
ondary users in the network and the secondary users should have the ability to tell the difference
between primary users and malicious nodes. Second, the accuracy of sensing information gath-
ered by secondary users is important but the malicious users may collect the same things to
attack or interfere legitimate users. Owing to this fact, PLS has attracted significant atten-
tion in research community as an efficient approach to guaranteeing secrecy in cognitive radio
networks. There have been studies that focused on PLS, from various perspectives and config-
urations, and under the context of cooperative communications [28] and cognitive radio [29].

The theoretical basis of PHY security for MIMO systems was investigated in [30] under the
assumption that the perfect CSI of the eavesdropper channel is available. PHY security has
also been investigated in relay networks. In [23], the authors proposed cooperative relaying
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Figure 2.10: Cognitive Radio Network Architecture [23]
.

protocols to increase the secrecy rate. In [27], cooperative beamforming and user selection
techniques were exploited to enhance the secrecy rate and SOP. Furthermore, the work in [31]
introduced a secure switch-and-stay combining protocol to deal with the high relay switching
rate issue of the CSI-based relay selection schemes.

The authors in [25], investigated PHY security through the use of beamforming (BF) com-
bined with the injection of artificial noise. In [32], cooperative jamming was considered to
enhance PHY security. Recently, a novel mode in which a relay, called jammer, transmits jam-
ming signals to cause adding interference at the eavesdropper was proposed [20]. In that paper,
the authors suggested several relay and jammer selection schemes to enhance the information
security. Another related paper is [31], where the authors aimed to maximize the secrecy rate
of secondary networks in an underlay cognitive radio MIMO broadcast channel.

Recently, security issues in cognitive radio networks have gained a great attention from the
research community. In [33], to improve the PHY security for CRN, algorithms for selecting
which secondary users (SU) share the licence spectrum were proposed. These solutions based
on the fact that interference from secondary users affects not only on primary users but also on
eavesdropper. While in [19], secondary transmitter (ST) was selected such that maximizes the
secrecy capacity of the secondary link. Another solution was introduced in [1], where an jamming
signal was sent along with information from ST to secondary receiver (SR). Particularly, in that
work authors applied optimal theory to design the ST’s transmit signal to maximize the secrecy
performance of the the secondary network.
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3 State-of-the-art

The concept of "Information security at the physical layer" was first introduced in 1949 by
Prof. Shannon in his pioneering paper titled "Communication Theory of Secrecy Systems" [22].
However, not until recent years, thanks to the rapid development of radio communications,
did this new concept attract interest from the academia and signal its widespread adoption in
the study of information security for radio communication systems. Researchers have recently
focused on information security issues at the physical layer in three main approaches: key-based
secrecy, keyless security, and the evaluation of whether a system is capable of ensuring security
at the physical layer.

The first approach looks for a security key based on the characteristics of the transmission
environment. This is entirely feasible due to the complexity of the transmission environment of
wireless communications. For example, different users will have different noisy versions of the
transmitted signal, which allows encryption of the security key and ensures security between
legitimate users. In 2003, Maurer et al. proposed several key agreement security protocols
which can be implemented in a two-way public channel observed in the presence of passive
eavesdropping equipment [34]. Ahlswede and Csiszar studied the increase of capacity in security
keys with the aid of relevant information and obtained single-letter of the secrecy capacity with
many arbitrary endpoints [35]. Chen and Jensen later developed protocols to generate security
keys for MIMO systems with a channel correlation coefficient of time and space [36].

The second approach focuses on building a random encryption mechanism which seeks to
hide the flow of information in the community to weaken interference eavesdropping devices by
mapping each message to many code words according to an appropriate probability distribution.
In this way, maximum ambiguity is created at eavesdropping devices, which indicates that com-
munication can be safe without using a security key. Poor and Debbah demonstrated through
their research groups that the above approach can be done via cooperative communications [37],
by applying antenna selection techniques [1], or by solving the optimization problem using game
theory [17]. Another method is the use of artificial noise to improve the security performance
in wireless systems, which was proposed by Krikidis [38].

The third approach is to find a method of evaluation of whether the system is capable of
ensuring information security. A system is considered capable of ensuring information security
if channel legitimate capacity is greater than or at least equal to the eavesdropper channel
capacity. The difference between channel legitimate capacity and eavesdropper channel capacity
is called secrecy capacity, which is an important index to evaluate the security performance of
the system. Performance evaluation of information security protocols at the physical layer for
different types of channels was proposed by Sarkar [39]. In 2012, Pinto [40] studied the maximum
secrecy capacity of the system and information-sharing capabilities of bugged machines (joint
decoding). In another direction, Han’s group investigated algorithms, such as matching theory
[41] and coalitional games [42], to evaluate information security protocols at the physical layer
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of the relay network.
RF has attracted the attention of the scientific community as a separate issue with the

transmission of radio information. People have often used navigation antennae or large aperture
antennae to overcome the high attenuation of radio energy transmission. With the development
of RF energy circuits over the past few decades, low power transmissions for mobile devices
in wireless systems have drawn increasing attention [2], [43]. The authors in [2] proposed a
structure of wireless networks for RF charging stations overlapping cellular networks.

In [43], the authors proposed a harvest-then-transmit protocol for wireless networks coupled
with energy transmission. In addition, many new navigation techniques are under current de-
velopment to improve the efficiency of wireless energy transfer for mobile applications [43], [44].
The use of RF signals for two purposes of energy transfer and information transmission has
been widely accepted until today [12], [45]. Simultaneous wireless information and power trans-
fer (SWIPT) [13] has been proposed for the transmission of RF energy, often in low power areas,
such as wireless sensor networks. SWIPT provides an advantage in terms of control to ensure
low energy and information transfer requirements without sacrificing much of the transmitter
hardware. However, the latest research results suggest that the optimal transfer of information
and radio energy must pay for the design of the radio system. [12], [46]. The cause is that
the RF signal determines the quality of the information, whereas the mean square value of the
RF signal is the transmitted energy. As a result, the amount of information transmitted and
transmitted energy cannot simultaneously reach the maximum. This led to the need to redesign
the existing wireless network.

Security issues in wireless radio transmission networks with SWIPT appear when the trans-
mitter can amplify information transmission power to facilitate the reception of energy at the
receiver, easing the leak of information. One measure to reduce the potential for eavesdropping
on unfriendly devices is the antenna orientation, which enhances the security of wireless net-
works. Much of the current research focuses on the use of artificial noise and interference signals
to enhance energy transfer and improve system security. This idea is to attenuate the recep-
tion signal at the eavesdropping device by adding an artificial noise signal to the transmission
channel.

Regarding the research in Vietnam and the Czech Republic on the topic of this thesis, to the
best of my knowledge, some works focused on information security at the physical layer in RF
energy transmission networks. Specifically, Bao et al. studied the possibility of using forwarding
node selection to increase information security at the physical layer and simultaneously compared
the information security capacity of three switch node types. They also studied the possibility
of using multi-channel communications to improve the security capacity of radio systems [47].
In addition, other studies investigated and evaluated the security performance of cognitive radio
networks [48], PLS performance in dissimilar channel networks with legitimate channel fading
different from illegal channel’s [49], or PLS of the UWB broadband and multi-legged systems
with multiple eavesdropping devices. Recently, the Wireless Communications Research Group
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(WiCOM) at Ton Duc Thang University (TDTU) has also published several interesting results
on the performance analysis of EH in an advanced communication system such as FD [50],
MIMO [51], and NOMA [52] systems. Novel and effective EH protocols [53] and performance
analysis of diversity techniques in EH-based wireless relay networks [51] were also investigated,
but PLS was not mentioned in these works.

In the Czech Republic, perhaps the most contributions to performance analysis of EH and
physical layer security have been from the research lab led by Voznak. In 2019, Huynh [54] de-
livered a PhD dissertation in which he investigated the performance of EH protocols for two-way
relay networks which applied NOMA for enhancing transmission reliability. He also introduced
the idea of combining NOMA with PLS to get the best improvement. However, his work was
limited to two-way dual-hop single-antenna relay networks with a simple PLS model (only one
single-antenna eavesdropper). It should be noted that perfect channel state information and
perfect hardware were assumed in that dissertation. However, more advanced PLS schemes
were presented in Phu’s dissertation [55]. The main goal of Phu’s dissertation was to find effec-
tive schemes of PLS to enhance the security of cooperative relaying networks, especially in the
presence of hardware impairment. This dissertation focused on underlay cognitive radio net-
works with dual-hop or multi-hop relays, in which a secondary user wants to transmit data to
another secondary user without being intercepted by a nearby eavesdropper or interfering with
the communication of primary users. The author mainly investigated the security performance
of the network in two cases: dual-hop and multi-hop relaying, and the proposed schemes were
developed on the relaying selection mechanism. EH was not the main focus in that dissertation.
The author only introduced the EH method to supply power for the jammers and degrade the
decoding performance of the eavesdropper. Only TSR protocol was considered, and only a direct
link between source and destination was applied (without any relay). It is clear that the physical
layer information in the radio energy transmission network has not been investigated much and
that many challenges still need to be addressed.
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4 Aims

This section lists the specific goals and a rough plan for each part of the proposed research.
Before looking at detailed goals, I would like to present the scope of my dissertation, which is
limited to the following. First, my dissertation thesis focuses on different techniques applied to
the physical layer. Regarding the wireless channel models, I consider three models, including
Rayleigh, Rician, and Nakagami-m channels. The secrecy performance metrics include secrecy
capacity, probability of non-zero secrecy capacity, security outage probability, and intercept
probability. Channel estimation errors and hardware impairment levels, if they exist, will be
modeled as Gaussian random variables throughout the dissertation. For EH purposes, I focus
on harvesting from RF signals, either from the communication nodes or the power beacons.

4.1 Aim 1: Extend the research on RF energy harvesting protocols, espe-
cially the hybrid TSR and PSR protocol, for a broader range of wireless
relaying network models under different channel and transceiver condi-
tions.

Energy harvesting from the RF signal sources to prolong the lifetime of energy-constrained
wireless networks such as cellular networks or wireless sensor networks has been investigated for
at least a decade. To contribute to the continuous development of EH, I study novel wireless
network models that take into account the radio energy transfer. Specifically, advanced tech-
niques that have been the candidates for 5G and 6G mobile communications, such as full-duplex
(FD) communication [56], non-orthogonal multiple-access (NOMA) [57], etc., should be studied
together with RF energy harvesting protocols to ascertain novel communication schemes that
could enhance the overall system performance. My first goal is to derive the closed-form expres-
sions of the OP and the average throughput of these systems as the key performance metrics.
The validity of the derived expressions are checked with independent simulations. From these
results, the impact of EH parameters, such as the TS factor and PS factor, and other transceiver
and channel parameters, such as source transmission rate and transmitting-power-to-noise ratio,
the channel average gain on system performance can be revealed. For certain scenarios, either
the optimal TS or PS ratio is determined to maximize the information throughput from the
sources to the destinations.

4.2 Aim 2: Proposal of a new secrecy protocol at the physical layer and a
comparison the secrecy performance with existing protocols to validate
that my protocol achieves better results.

Besides the conventional cryptographic techniques employed to improve security, the pioneering
work by Wyner [58] on wiretap channels and subsequent [59], [60] work showed that secrecy can
also be guaranteed along with reliability by introducing randomness in coding or signaling to
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confuse the eavesdropper at the physical layer. This is known as physical layer security (PLS).
During the last decade, PLS has experienced a resurgence of interest from a host of scientists
[61] due to its potential to enhance the quality of communication to satisfy the vast demand of
mobile users.

Hence, I focus on some novel secrecy protocols at the physical layer for wireless relay net-
works. In this part of my dissertation, I provide a security analysis for some advanced PLS
protocols for wireless relay networks, where the users communicate with the aid of intermediate
relay nodes but suffer eavesdropping from unfriendly users. In this context, both the reliability
and security aspect should be taken into consideration. In particular, I analyze and present
performance evaluation expressions regarding the PLS of the system, such as the amount of
security, the probability of the existence of security capacity, and the probability of the secu-
rity stop. From the analyses, as the second aim, I propose new advanced protocols which can
enhance the security of wireless sensor relay networks (WSRN). Again, the effect of the various
channel and transceiver parameters on the reliability and security performance of the networks
mentioned above is investigated carefully through analysis and simulation.

4.3 Aim 3: Integrate EH and PLS together with other advanced techniques
(such as MIMO beamforming, multi-hop communications, jamming, etc.)
to further strengthen the capacity to ensure better network security and
reliability than the used approaches nowadays.

To the best of our knowledge, the study of PLS in RF EH-based networks has not been inves-
tigated much in the literature. One of the most recent results of PLS in EH-based networks
[62], which was published in early 2020, only considered a simple relay network with a single
relay. Motivated by these above facts, I provide a thorough analysis in this dissertation of the
reliability and security performance of various models of wireless relay networks which employ
EH protocols in the presence of eavesdroppers.

I derive the closed-form expression of key performance factors for my proposed models, in-
cluding the OP of legitimate communications, the intercept probability of the eavesdropper
(IP), the SOP of the system, and the average secrecy capacity (ASC). In fact, this is a challeng-
ing problem since the probability analysis involves many random variables, which complicates
derivation. It is worth noting that optimal values of the EH parameters, such as the time-
switching factor and PS factor for each relay and jammer configuration, should be available.
These are determined in this dissertation.

Furthermore, advanced techniques to further enhance the information security capabilities
of the network are integrated into my new system model, including MIMO beamforming or
diversity, multi-hop relaying, and friendly jamming. The general method for achieving this goal
is an assessment of the results acquired alongside the constraints to propose better solutions and
compare the obtained results with previous studies under the same conditions.
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5 Performance Analysis of RF EH protocols, especially the hy-
brid TPSR, for various network models under different chan-
nel and transceiver conditions

For achieving the first goal of my dissertation, I apply all available RF EH protocols, includ-
ing TSR, PSR, and hybrid TPSR protocols, to different configurations of wireless cooperative
networks and provide the thorough performance analysis of these systems.

5.1 RF Energy Harvesting in Full-Duplex Relaying Networks

FD transmission is a promising technique to enhance the capacity of communication systems.
In this section, we propose and investigate the system performance of the EH-based two-way
FD relaying network over Rician fading environment. I introduce two models that apply RF
energy harvesting, including two-way relaying model and multi-source relaying model. [HDH04],
[HDH06], [HDH10], [HDH11], [HDH14], [HDH15], [HDH16] [HDH17].

5.1.1 Energy harvesting based two-way full-duplex relaying network over a Rician
fading environment

5.1.1.1 Introduction
In the 5G era, wireless networks should offer up to tens of Gbps data rate to support a variety
of emerging services, which stimulates researchers to continually explore innovative techniques
with higher spectrum efficiency. The concept of FD technique, which allows the communication
node to transmit and receive signals over the same frequency band at the same time slot, has
been proposed and discussed [63], [64]. In comparison with the HD mode, FD mode can double
the spectral efficiency, because it exploits the resources more efficiently.

Two-way relaying, where two users exchange information with each other via a single or
multiple relays, provides improved spectral efficiency compared to conventional one-way relaying
by using either superposition coding or physical layer network coding at relays. Relaying and FD
schemes are combined to achieve higher data rates [65], [66]. In [65], the authors investigate one-
way FD (OWFD) relaying and two-way HD (TWHD) relaying to minimize/recover the spectral
efficiency loss associated with one-way HD (OWHD) relaying which requires additional resources
(e.g., time slots or frequencies) to transmit data. In [66] and [67], the authors present OWFD
relaying with multiple antennas to provide a solution to overcome the spectral efficiency loss
in OWHD relaying. In [68], the authors investigate OWFD relaying with opportunistic relay
selection to enhance the performance of OWHD relaying. It can be seen that most previous
works are focused on OWFD relaying, and there have been few works on two-way FD (TWFD)
relaying.

In this section, the system performance of the time-switching EH-based TWFD relay network
over Rician fading environment is proposed and investigated. Firstly, we analyze and demon-
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strate the analytical expressions of the AT, OP, the optimal TS factor, and SER of the proposed
system. In the second step, the effect of various system parameters on the system performance
is presented and investigated. In the final step, the analytical results are also demonstrated by
Monte-Carlo simulation.

5.1.1.2 System Model

Figure 5.1: System model.

In this part, I investigate the performance of EH methods applied for a TWFD relaying
network over Rician fading environment, which is illustrated in Fig. 5.1. The information trans-
mission and energy transfer between the nodes A, B via the helping relay R. Each node has
two antennas, which are responsible for signal transmission and reception, respectively. EH and
information processing at the relay follow the TSR protocol similar to Fig. 2.8a. The informa-
tion transfer process should consist of two phases: (i) multiple-access phase: two sources A and
B send their message to the relay; and (ii) broadcast phase: relay R amplifies the sum of two
received signals from A and B, then broadcasts it to A and B again. At each node A and B, its
own message is subtracted from the received signal, and the remaining signal is decoded to see
the original message from the other source. [HDH10].

Using (2.10) for each source and then combining them together, we get the average trans-
mission power of R as

PR = ER
(1 − α)T = ηαTPAB

(1 − α)T
(︂
|hAR|2 + |hBR|2

)︂
= κ

2PAB
(︂
|hAR|2 + |hBR|2

)︂
, (5.1)

where κ ≜ 2ηα
1−α .

For FD system, the multiple-access phase (MAP) and the broadcast phase (BCP) can occur
at the same time. Therefore, the received signal at the relay can be expressed as

yR = hARxA + hBRxB + hRRxR + nR, (5.2)
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where xA, xB are the transmission signal from A and B, respectively, hRR denotes the residual
self-interference channel at R and nR the zero-mean additive white Gaussian noise (AWGN) with
variance N0, E{|xA|2} = E{|xB|2} = PAB; E{|xR|2} = PR. Here E{·} denotes the expectation
operation, hAR, hBR are the Rician channel gains.

In this model, the amplify-and-forward (AF) relaying strategy is used. Hence, the received
signal at relay R is amplified by a factor β which is given by

β = xR
yR

=
√︄

PR

PAB|hAR|2 + PAB|hBR|2 + PR|hRR|2 +N0
. (5.3)

Then the received signal at the node A can be express as

yA = hARxR + hAAxA + nA, (5.4)

where xR are the transmission signal from R, hAA denotes the residual self-interference channel
at node A and nA is the zero-mean AWGN with variance N0. Combining (5.2) and (5.3), (5.4)
can be rewritten as

yA = βh2
ARxA + βhARhBRxB + βhARhRRxR + βhARnR + hAAxA + nA. (5.5)

In (5.5), the first term of equation (βh2
ARxA) can be removed due to network coding as presented

in [69]. By substituting (5.1), (5.3) into (5.5) and doing some algebras, the received signal-to-
interference-plus-noise ratio (SINR) at node A can be obtained as

γA =
κψ2|hAR|2|hBR|2

(︂
|hAR|2 + |hBR|2

)︂
[︂(︂

|hAR|2 + |hBR|2
)︂
ψ
(︂
κ|hAR|2N0 + 2N0

)︂]︂
+ 2

, (5.6)

where we denote ψ = PAB
ΩRR+1 = PAB

ΩAA+1 .
At high SINR regime, (5.6) can be approximated as

γA ≈ κψXY

κXN0 + 2N0
= κφω1ω2
κω1 + 2 , (5.7)

where φ = ψ
N0
, ω1 = |hAR|2, ω2 = |hBR|2.

In this analysis, please note that for convenience, the residual self-interference (RSI) at the
three nodes is modeled as i.i.d. AWGN with zero mean and variance of ΩRR, ΩAA, ΩBB,
respectively [70]. In addition, please note that if we set Ω = ΩRR = ΩAA = ΩBB = 0 and
replace κ by 2κ, γA turns into SINR of HD AF relay system. For similarity, we can obtain SINR
at node B as γB = κφω1ω2

κω2+1 .

5.1.1.3 System Performance
In this work, we consider the delay limited transmission mode, where the average throughput
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can be computed from the OP. Due to symmetry of the problem, I only provide the results for
node A.

Theorem 5.1 The OP at the source node A can compute by

Pout,A =

1 − 2a1a2e
− b2γth

φ

∞∑︂
l=0

∞∑︂
k=0

l∑︂
m=0

m∑︂
n=0

K l+kb
k+n−1

2
1 b

2m+k−n−1
2

2

l!n!(m− n)!(k!)2κ
k+n+1

2

(︃
γth
φ

)︃m+ k−n+1
2

Kk−n+1

(︄
2
√︄
b1b2γth
κφ

)︄
,

(5.8)

where Kv(·) is the modified Bessel function of the second kind and vth order.

Proof From [71] the probability density function (PDF) of the random variable (RV) ωi, where
i ∈ {1, 2}, can be formulated by

fωi(x) = (K + 1)e−K

λi
e

− (K+1)x
λi I0

⎛⎝2
√︄
K(K + 1)x

λi

⎞⎠ , (5.9)

where λi is the mean value of RV ωi, K is the Rician K-factor defined as the ratio of the
power of the line-of-sight (LOS) component to the scattered components and I0 (·) is the zero-th
order modified Bessel function of the first kind. Now, by using ai = (K+1)e−K

λi
, bi = K+1

λi
and

I0(x) =
∞∑︁
l=0

x2l

22l(l!)2 [72], the equation (5.9) can be rewritten as

fωi(x) = ai

∞∑︂
l=0

(biK)l

(l!)2 xle−bix. (5.10)

The cumulative density function (CDF) of ωi can be obtained like in [73], [74]. We have:

Fωi(ς) =
ς∫︂

0

fωi(x)dx = 1 − ai
bi

∞∑︂
l=0

l∑︂
m=0

K lbi
m

l!m! ς
me−biς . (5.11)

Then the OP at the node A can calculate as

Pout,A = FγA(γth) = Pr (γA < γth) = Pr
(︃
κφω1ω2
κω1 + 2 < γth

)︃
. (5.12)

where γth = 22R − 1. Now (5.12) can reformulate as

Pout,A =
∞∫︂

0

Pr
{︃
ω2 <

γthκω1 + 2γth
κφω1

|ω1

}︃
fω1(ω1)dω1 =

∞∫︂
0

Fω2

(︃
γthκω1 + 2γth

κφω1

)︃
fω1(ω1)dω1.

(5.13)
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Combining (5.13) with (5.9), (5.10) we have:

Pout,A = 1 −
∞∫︂

0

a2
b2

∞∑︂
l=0

l∑︂
m=0

K lb2
m

l!m!

[︃
κω1γth + 2γth

κφω1

]︃m
e

−b2

[︂
κω1γth+2γth

κφω1

]︂
a1
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l=0

(b1K)l

(l!)2 ωl1e
−b1ω1dω1
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0
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e

− b2γth
φ e

−2b2γth
κφω1 ωk1e

−b1ω1dω1.

(5.14)

By applying the equation (x+ y)m =
m∑︁
n=0

(︁m
n

)︁
xm−nyn to (5.14), the OP can demonstrate as

Pout,A = 1 −
∞∫︂

0

a1a2
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(5.15)

Using [72, pp. 3.471, 9], the (5.15) can reformulate as

Pout,A = 1 − 2a1a2e
− b2γth

φ

×
∞∑︂
l=0
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k=0
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. (5.16)

As a result of Theorem 5.1, the achievable throughput at the source nodes A and B can
be computed by

τj = (1 − Pout_j)(1 − α)R, (5.17)

where j ∈ {A,B}.
Next, the expressions for the symbol error rate (SER) at nodes A and B of the proposed

system are derived. Thus, we have SER equations as

SERj = E
[︂
ϖQ(

√︂
2θγj)

]︂
= ϖ

√
θ

2
√
π

∞∫︂
0

e−θx
√
x
Fγj (x)dx, (5.18)
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where j ∈ {A,B} and Q(t) = 1√
2π

∞∫︁
t
e−x2/2dx is the Gaussian Q-function, ϖ and θ are constants

which depend on modulation type. For example, (ϖ, θ) = (1, 1) for binary phase-shift keying
(BPSK), (ϖ, θ) = (1, 2) for quadrature phase shift keying (QPSK).

Theorem 5.2 The SER at the node A of the proposed system is given as

SERA = ϖ

2 − a1a2ϖ
√
θ√

π

∞∑︂
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∞∑︂
k=0

l∑︂
m=0

m∑︂
n=0

K l+k2b1
k+n−2

2 b
2m+k−n−2

2
2

l!n!(m− n)!(k!)2κ
k+n

2 φm+ k−n
2

[︃
b2
φ

+ θ

]︃−( 2m−n+k+1
2 )

× Γ
(︃
m+ 1

2

)︃
Γ
(︃
m− n+ k + 3

2

)︃
exp

[︃
b1b2

κb2 + κθφ

]︃
W− 2m−n+k+1

2 , k−n+1
2

[︃ 2b1b2
κ {b2 + θφ}
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, (5.19)

Proof From (5.18), we have:
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(5.20)

Let J2 =
∞∫︁
0
x

2m−n+k
2 e

−x
[︁
b
φ

+θ
]︁
Kk−n+1

(︃
2b
√︂

x
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)︃
dx. By using [72, pp. 3.361, 1], we have:
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2 (5.21)

By using [72, p. 6.643.3], we have:

∞∫︂
0

tµ− 1
2 e−αtK2v(2β

√
t)dt = α−µ

2β Γ
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µ− v + 1
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β2

2α

)︄
W−µ,v

(︄
β2

α

)︄
, (5.22)
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Table 5.1: Simulation parameters.

Symbol Name Value
η Energy harvesting efficiency 0.7
λ1 Mean of |hAR|2 0.5
λ2 Mean of |hBR|2 0.5
K Rician K-factor 3
γth SNR threshold 7

PAB/N0 Source power to noise ratio 0-30dB
ΩAA = ΩBB = ΩRR = Ω Residual self-interference 0-15dB

R Source rate 1.5 bit/s/Hz

where Γ(·) is the gamma function and W (·) is the Whittaker function. Then we get:
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and
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(5.24)

From (5.23) we can have (5.19).

5.1.1.4 Optimal time-switching factor
The optimal value α∗ can be obtained by solving the equation dτj(α)

dα = 0. Given the AT
expression in (5.8) and (5.17), this optimization problem does not admit a closed-form solution.
However, the optimal α∗ is efficiently solved via numerical calculation, as illustrated below.
Here, we can use Golden section search algorithm to find the optimal factor α∗. This algorithm
has been used in many global optimization problems in communications, for example, in [75].
The detailed algorithm, as well as the related theory, is described in [76], [77].

5.1.1.5 Numerical Results and Discussion
In this part, we investigate the system performance of the EH based TWFD relaying network
over Rician fading environment by using the Monte Carlo simulation [77], [78]. The simulation
parameters are listed in Table 5.1.
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(a) Outage probability (b) Achievable throughput

Figure 5.2: OP and achievable throughput of the EH-based TWFD relay network versus the
Rician K-factor K

(a) Outage probability (b) Achievable throughput

Figure 5.3: OP and achievable throughput of the EH-based TWFD relay network versus RSI
power Ω

The influence of the Rician K-factor K on the OP and throughput of the model system is
shown in Fig. 5.2a and Fig. 5.2b, respectively. In this simulation process, the main parameters
of the proposed system are set as the following: α = 0.5, PAB/N0 = 20 dB, Ω = {0; 0.5; 5; 15}.
Fig. 5.2a and 5.2b shows that the OP decreased and the throughput increased crucially while
K varied from 0 to 10.

The influence of RSI Ω on the OP and the AT of the model system is illustrated in Fig. 5.3a
and Fig. 5.3b. Here, α is set at 0.5, 0.1, 0.9 and the ratio PAB/N0 at 20 dB. From the simulation,
it is clear that the AT increases and the OP decrease significantly while Ω varies from 0 to 15.

Moreover, Fig. 5.4a and Fig. 5.4b present the effect of the ratio PAB/N0 on the OP and the
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(a) Outage probability (b) Achievable throughput

Figure 5.4: OP and achievable throughput of the EH-based TWFD relay network versus the
ratio PAB/N0.

(a) Optimal TS factor (b) SER

Figure 5.5: Optimal TS factor and SER of the EH-based TWFD relay network versus the ratio
PAB/N0.

AT with Ω = {0; 0.5; 5; 15} and α = 0.5 for the proposed system. From the results, it is showed
that the AT increases and the OP decreased significantly when the ratio PAB/N0 increased from
0 to 30 dB.

Finally, the optimal TS factor versus the ratio PAB/N0 is proposed in Fig. 5.5a and Fig. 5.5b
shows SER of the proposed system versus PAB/N0. In all above figures, the simulation results
match tightly with analytical expressions in part 5.1.1.3.
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5.1.2 Multi-source DF FD Cooperative Networks with PSR-protocol-based EH
over Rayleigh Fading Channel

Another work of mine on FD relaying network is to investigate the case of multiple sources in
decode-and-forward (DF) cooperative networks with PSR-based EH FD over a Rayleigh fading
channel, as presented below. [HDH04], [HDH06], [HDH08], [HDH17].

5.1.2.1 Introduction
RF EH for wireless communication systems presents a new paradigm that allows wireless nodes
to recharge their batteries from the RF signals instead of fixed power grids and the traditional
energy sources [64], [79], [80]. Since RF signal can carry energy and information simultaneously,
EH and SWIPT are becoming a more and more promising research direction [6], [73], [81]. The
author in [82] investigated the incorporation of cooperative MIMO two-way relay systems, where
a FD AF relay is equipped with multiple antennas. The work in [83] was extended in [84], where
the achievable sum rate of a cooperative system with FD MIMO AF relaying was maximized.
The cooperative relay networks were studied in [85]. Here, a relay harvests energy from the RF
signals broadcasted by a source and then utilizes it to assist in the information transfer from
the source to its final destination.

In our current work, we investigate the multi-source DF FD relaying network cooperative
networks with PSR-based EH over Rayleigh fading channel. In this model, the sources and the
destination communicate with each other by both direct link and intermediate helping relay.
First, we investigate source selection for the best system performance. Then, the closed-form
expression of the OP and the SER are derived. Finally, the Monte Carlo simulation is used for
validating the analytical expressions in connection with all main possible system parameters.

5.1.2.2 System Model
Fig. 5.6 plot the system model with multiple sources (Sn), one relay (R) and one destination

(D). The transmission model follows the principles of analog network coding, and this concept
is the extension of linear network coding to multi-hop wireless networks. In our model, every
terminal operates in FD mode and relay works in DF mode. The multiple sources and destination
nodes communicate by two links: direct link and the link via the intermediate relay. In this
system model, we denote the channel gain between node Sn and the relay R is hRnD, between
the relay R and the destinations, D is hRD, and the direct link between multi-source and D
is hSnD. Moreover, the self-interference channel at R is hRR. All the channels are assumed to
Rayleigh fading channels. Furthermore, the relay has only the energy to serve their purpose, so
it needs to harvest the energy from the node before forwarding the information messages to the
destination. The EH and information processing for this proposed model system are presents in
Fig. 5.7. In this protocol, the transmission is divided into blocks of length T . Each transmission
block consists of two time slots. In the first-half time slot T/2, the selected source Sn transfers
the information to the destination by the direct link between the source and destination. In the
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Figure 5.6: System model.

Figure 5.7: EH and information processing by the adaptive relaying protocol.

remaining half-interval time slot T/2, the selected source transfer information to the destination
with helping of the relay R. In this remaining interval time, the EH from the multi-source at the
relay node R is ρPSn , and the information signal is transferred to relay with the power (1−ρ)Ps.
Finally, the information transformation from the multi-source to the destination is accomplished
by both direct link and via helping relay R. [HDH08].

5.1.2.3 System Performance
Supposing the source Sn is chosen to send its information and energy. During the second time
slot, Sn sends the signal xSn to R and D with transmit power PSn . In the second time slot, the
received signals at relay R and destination D are, respectively, given by

yr =
√︁

1 − ρhSnRxSn + hRRxr + nr, (5.25)
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and

y1
d = hRDxr + n1

d, (5.26)

where E
{︂

|xs|2
}︂

= Psn , E
{︂

|xr|2
}︂

= Pr, n ∈ (1, 2, ...,M), hRR is loopback interference channel,
nr and n1

d are i.i.d. AWGN with variance N0, hRD is the relay to destination channel gain. In
the first time slot, Sn will transmit the data to the destination directly, the received signal at
destination can be given as

y2
d = hSnDxSn + n2

d, (5.27)

where hSnD is the source Sn to destination channel gain, n2
d is the AWGN with variance N0.

In the second interval, the average transmitted power at the relay can be calculated as

Pr = ηρPSn |hSnR|2, (5.28)

where PSn is the transmitted power at source Sn, hSnR is the source Sn to relay channel gain.
From (5.25) and (5.28), the SNR at the relay can be calculated as

γ1 = (1 − ρ)|hSnR|2PSn
|hRR|2Pr +N0

= (1 − ρ)|hSnR|2PSn
ηρPsn |hSnR|2|hRR|2 +N0

≈ (1 − ρ)
ηρ|hRR|2

. (5.29)

From (5.26) and (5.28), the SNR at the destination can be calculated as

γ2 = Pr|hRD|2

N0
= ηρPSn |hSnR|2|hRD|2

N0
. (5.30)

From (5.27), the SNR at the destination in the first time slot can be obtained as

γ3 = Psn |hSnD|2

N0
. (5.31)

After using selection combining (SC) at receiver, the received SNR at D with DF relaying is
given by

γe2e = max [min (γ1, γ2) , γ3] . (5.32)

5.1.2.4 Source selection
From (5.32), the best source Sn∗ would be selected to maximize the received SNR at the desti-
nation to optimize the transmission performance as the following

n∗ = arg max
1≤n≤M

max [min (γ1, γ2) , γ3] . (5.33)
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We propose the optimal source selection protocol in which the best selection source is selected
as follows

ω1 = max
n=1,2,...,M

(|hSnR|2), (5.34)

ω3 = max
n=1,2,...,M

(|hSnD|2). (5.35)

As in [86], the CDF of ωi can be given by

Fωi(y) =
M∑︂
p=0

(−1)pCpMe
−py/λi , (5.36)

where λi is the mean of RV ωi, i ∈ {1, 3} and CpM = M !
p!(M−p)! . Then, the corresponding PDF

can be obtained by

fωi(y) = 1
λi

M−1∑︂
p=0

(−1)pCpM−1Me−(p+1)y/λi . (5.37)

From (5.32), the OP of DF system can be expressed as

OP = Pr (γe2e < γth) = Pr [max {min (γ1, γ2) , γ3} < γth]

= Pr

⎡⎢⎣min

⎛⎜⎝ (1 − ρ)
ηρ|hRR|2

,
ηρPsn |hRD|2 max

1≤n≤M
|hSnR|2

N0

⎞⎟⎠ < γth

⎤⎥⎦Pr

⎛⎜⎝Psn max
1≤n≤M

|hSnD|2

N0
< γth

⎞⎟⎠
= Pr
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)︃
, (5.38)

where we denote ω = |hRR|2, ω1 = max
1≤n≤M

|hSnR|2, ω2 = |hRD|2, ω3 = max
1≤n≤M

|hSnD|2, γ0 = Psn
N0

,

γth = 22R − 1 is a threshold of the proposed system, R is the source rate. Now, we have:

P1 = Pr
[︃
min

(︃(1 − ρ)
ηρω

, ηργ0ω1ω2

)︃
< γth

]︃
= 1 − Pr

[︃(1 − ρ)
ηρω

≥ γth

]︃
Pr (ηργ0ω1ω2 ≥ γth) .

(5.39)

Let us denote that

P11 = Pr
[︃(1 − ρ)
ηρω

≥ γth

]︃
= Pr

[︃
ω ≤ (1 − ρ)

ηργth

]︃
= 1 − e

− (1−ρ)
ηργthλ , (5.40)

where λ is the mean of RV ω.
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P12 = Pr (ηργ0ω1ω2 ≥ γth) = 1 − Pr
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γth

ηργ0ω1
|ω1

)︃
fω1(ω1)dω1.

(5.41)

By using (5.36), equation (5.41) can be reformulated as

P12 = 1
λ1

∞∫︂
0

M−1∑︂
p=0

(−1)pCpM−1Me
− γth
ηργ0ω1λ2 e

− (p+1)ω1
λ1 dω1

=
M−1∑︂
p=0

(−1)pCpM−1M

λ1

∞∫︂
0

e
− γth
κγ0ω1λ2 e

− (p+1)ω1
λ1 dω1, (5.42)

where λ2 is the mean of RV ω2.
By applying [72, p. 3.324.1], (5.42) can be rewritten as

P12 = 2
M−1∑︂
p=0

(−1)pCpM−1M

√︃
γth

κγ0λ1λ2
K1

(︄
2
√︄

(p+ 1)γth
κγ0λ1λ2

)︄
, (5.43)

where Kv(·) is the modified Bessel function of the second kind and vth order. Next, by using
(5.36) we have:

P2 = Pr
(︃
Psnω3
N0

< γth

)︃
= Fω3

(︃
γth
γ0

)︃
=

M∑︂
p=0

(−1)pCpMe
− pγth
γ0λ3 . (5.44)

Finally, by substituting (5.41),(5.43), (5.44) into (5.38) and letting K = M − 1, we get the
OP expression as

OP =

⎡⎣1 − 2
(︃

1 − e
−(1−ρ)
ηργthλ

)︃M−1∑︂
p=0

(−1)p
(︄
M − 1
p

)︄
M

√︃
γth

ηργ0λ1λ2
K1

(︄
2
√︄

(p+ 1)γth
ηργ0λ1λ2

)︄⎤⎦
×

M∑︂
p=0

(−1)p
(︄
M

p

)︄
e

−pγth
γ0λ3

=
M∑︂
p=0

(−1)pCpMe
− pγth
γ0λ3 − 2

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K(K + 1)e− pγth

γ0λ3

√︃
γth

ηργ0λ1λ2
K1

(︄
2
√︄

(l + 1)γth
ηργ0λ1λ2

)︄

+ 2
M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K(K + 1)e− pγth

γ0λ3 e
− (1−ρ)
ηργthλ

√︃
γth

ηργ0λ1λ2
K1

(︄
2
√︄

(l + 1)γth
ηργ0λ1λ2

)︄
. (5.45)

Then the throughput of this system is derived as

τ = (1 −OP )R(T/2)
T

= (1 −OP )R2 . (5.46)
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In next part, we obtain the expression for SER at the destination, which is defined as (5.18)
in Section 5.1. By substituting (5.45) into (5.18) and replace γth = x, we have

SER = ϖ
√
θ

2
√
π

∞∫︂
0

e−θx
√
x

M∑︂
p=0

(−1)pCpMe
− pγth
γ0λ3 dx

− 2ϖ
√
θ

2
√
π

∞∫︂
0

e−θx
√
x

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K(K + 1)e− pγth

γ0λ3

√︃
γth

ηργ0λ1λ2
K1

(︄
2
√︄

(l + 1)γth
ηργ0λ1λ2

)︄
dx

+ 2ϖ
√
θ

2
√
π

∞∫︂
0

e−θx
√
x

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K(K + 1)e− pγth

γ0λ3 e
− (1−ρ)
ηργthλ

√︃
γth

ηργ0λ1λ2
K1

(︄
2
√︄

(l + 1)γth
ηργ0λ1λ2

)︄
dx

= ϖ
√
θ

2
√
π

M∑︂
p=0

(−1)pCpM

∞∫︂
0

e
−x
(︂
θ+ p

γ0λ3

)︂
√
x

dx

− ϖ
√
θ√
π

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K(K + 1)

√︄
1

ηργ0λ1λ2

∞∫︂
0

e
−x
(︂
θ+ p

γ0λ3

)︂
K1

(︄
2
√︄

(l + 1)x
ηργ0λ1λ2

)︄
dx

+ ϖ
√
θ√
π

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K(K + 1)

√︄
1

ηργ0λ1λ2

∞∫︂
0

e
−x
(︂
θ+ p

γ0λ3

)︂
e

− (1−ρ)
ηρxλ K1

(︄
2
√︄

(l + 1)x
ηργ0λ1λ2

)︄
dx.

(5.47)

By applying in [72, p. 3.361.2], we can write the first term of (5.47) as

J1 = ϖ
√
θ
M∑︂
p=0

(−1)pCpM(︂
θ + p

γ0λ3

)︂ . (5.48)

By applying [72, p. 6.614.5], the second term of (5.47) can be reformulated as

J2 = ϖ
√
θ

4

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K

1(︂
θ + p

γ0λ3

)︂3

√︁
(l + 1)

ηργ0λ1λ2
e

(l+1)λ3
2ηρλ1λ2(θγ0λ3+p)

×
[︃
K1

(︃ (l + 1)λ3
2ηρλ1λ2(θγ0λ3 + p)

)︃
−K0

(︃ (l + 1)λ3
2ηρλ1λ2(θγ0λ3 + p)

)︃]︃
. (5.49)

By applying Taylor’s series expansion as the followings

e
−x
(︂
θ+ p

γ0λ3

)︂
=

∞∑︂
v=0

[︂
−x

(︂
θ + p

γ0λ3

)︂]︂v
v! =

∞∑︂
v=0

(−1)v
[︃(︃
θ + p

γ0λ3

)︃]︃v
xv

v! , (5.50)

e
− (1−ρ)
ηρxλ =

∞∑︂
t=0

[︂
− (1−ρ)

ηρxλ

]︂t
t! =

∞∑︂
t=0

(−1)t
[︃(︃(1 − ρ)

ηρλ

)︃]︃t 1
t!xt , (5.51)
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the third term of (5.47) can be rewritten as

J3 = ϖ
√
θ√
π

M∑︂
p=0

K∑︂
l=0

∞∑︂
v=0

∞∑︂
t=0

(−1)p+l+v+t

v!t!

[︃(︃
θ + p

γ0λ3

)︃]︃v[︃(︃(1 − ρ)
ηρλ

)︃]︃t
CpMC

l
K(K + 1)

√︄
1

ηργ0λ1λ2

×
∞∫︂

0

xv−t ×K1

(︄
2
√︄

(l + 1)x
ηργ0λ1λ2

)︄
dx. (5.52)

Here we employ the formula (6.561.16) in [72]:

∞∫︂
0

xµKn (ax) dx = 2µ−1a−µ−1Γ
(︃1 + µ+ n

2

)︃
Γ
(︃1 + µ− n

2

)︃
x=√

y
⇒

∞∫︂
0

y
µ−1

2 Kn (a√
y) dy = 2µa−µ−1Γ

(︃1 + µ+ n

2

)︃
Γ
(︃1 + µ− n

2

)︃
. (5.53)

where Γ (·) is the gamma function.
By applying (5.53) with n = 1, we can get

J3 = ϖ
√
θ√
π

M∑︂
p=0

K∑︂
l=0

∞∑︂
v=0

∞∑︂
t=0

(−1)p+l+v+t

v!t!

[︃(︃
θ + p

γ0λ3

)︃]︃v[︃(︃(1 − ρ)
ηρλ

)︃]︃t
CpMC

l
K(K + 1)

√︄
1

ηργ0λ1λ2

× 22v−2t+1 ×
[︄
2
√︄

(l + 1)
ηργ0λ1λ2

]︄−2v+2t−2

Γ
(︃
v − t+ 3

2

)︃
Γ
(︃
v − t+ 1

2

)︃

= ϖ
√
θ

2
√
π

M∑︂
p=0

K∑︂
l=0

∞∑︂
v=0

∞∑︂
t=0

(−1)p+l+v+t

v!t!

[︃(︃
θ + p

γ0λ3

)︃]︃v[︃(︃(1 − ρ)
λ

)︃]︃t
CpMC

l
K(K + 1)

× (l + 1)t−v−1

(ηρ)2t−v−1/2(γ0λ1λ2)t−v−1/2 Γ
(︃
v − t+ 3

2

)︃
Γ
(︃
v − t+ 1

2

)︃
. (5.54)

Finally, SER of the proposed system can be calculated by

SER = ϖ
√
θ
M∑︂
p=0

(−1)pCpM(︂
θ + p

γ0λ3

)︂ − ϖ
√
θ

4

M∑︂
p=0

K∑︂
l=0

(−1)p+lCpMC
l
K

1(︂
θ + p

γ0λ3

)︂3 ×
√︁

(l + 1)
ηργ0λ1λ2

× e
(l+1)λ3

2ηρλ1λ2(θγ0λ3+p)

[︃
K1

(︃ (l + 1)λ3
2ηρλ1λ2(θγ0λ3 + p)

)︃
−K0

(︃ (l + 1)λ3
2ηρλ1λ2(θγ0λ3 + p)

)︃]︃

+ ϖ
√
θ

2
√
π

M∑︂
p=0

K∑︂
l=0

∞∑︂
v=0

∞∑︂
t=0

(−1)p+l+v+t

v!t!

[︃(︃
θ + p

γ0λ3

)︃]︃v[︃(︃(1 − ρ)
λ

)︃]︃t
CpMC

l
K(K + 1)

× (l + 1)t−v−1

(ηρ)2t−v−1/2(γ0λ1λ2)t−v−1/2 Γ
(︃
v − t+ 3

2

)︃
Γ
(︃
v − t+ 1

2

)︃
. (5.55)

5.1.2.5 Numerical Results and Discussion
In this part, we investigate the performance of the proposed system by Monte Carlo simulation.
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Table 5.2: Simulation parameters.

Symbol Name Value
η EH efficiency 0.8
λ1 Mean of |hSR|2 0.5
λ2 Mean of |hRD|2 0.5
λ3 Mean of |hSD|2 0.5
λ Mean of |hRR|2 0.5
γth SNR threshold 1

PS/N0 Source power to noise ratio -5 → 10dB
R Source rate 0.5 bit/s/Hz

The simulation parameters are listed in Table 5.2.
The influence of the PS factor ρ on the OP and throughput of the proposed system is shown

(a) Outage probability (b) Achievable throughput

Figure 5.8: OP and achievable throughput of the multi-source PSR-based EH FD-DF relay
network versus the power splitting factor ρ.

in Fig. 5.8a and Fig. 5.8b, respectively. In this simulation, the main parameters of the proposed
system are set as the following: M = 2, PS/N0 = 5 dB, R ∈ {0.25; 0.5; 1}. It is showed that
there exists an optimal ρ to minimize OP and maximize the throughput.

Moreover, Fig. 5.9a and Fig. 5.9b present the effect of M on the OP and the AT with PS/N0

= {1, 3, 5} dB, R = 0.5 bps, ρ = 0.35 and η = 0.8 for the proposed system. From the results,
it is showed that the AT increases and the OP decreased significantly when M increased from 1
to 10.

In the same way, the influence of the source power to noise ratio PS/N0 on the OP and the
AT of the system model with M = {1, 3, 5}, R = 0.5 bps, ρ = 0.5 and η = 0.8 are illustrated in
the Fig. 5.10a and 5.10b, respectively. As shown, the OP decreases and the system throughput
increases significantly when PS/N0 increases from –5 to 10 dB.
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(a) Outage probability (b) Achievable throughput

Figure 5.9: OP and achievable throughput of the multi-source PSR-based EH FD-DF relay
network versus number of sources M.

(a) Outage probability (b) Achievable throughput

Figure 5.10: OP and achievable throughput of the multi-source PSR-based EH FD-DF relay
network versus the source power to noise ratio Ps/N0.

Finally, SER of the proposed system versus M and the ratio PS/N0 are presented in Fig.
5.11a and 5.11b, respectively. In all above figures, the simulation results match tightly with
analytical expressions in part 5.1.2.4.

5.1.3 Summary

As the first solution for Aim 1, I propose two EH-based communication schemes for FD relaying
networks. In the first one, TSR protocol is applied for TWFD relay networks over Rician channel,
while in the second one a multi-source PSR-based EH-FD-DF relay network over Rayleigh fading
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(a) With respect to number of sources M (b) With respect to the source power to noise ratio Ps/N0.

Figure 5.11: SER of the multi-source PSR-based EH FD-DF relay network.

channel is considered. For both model, the closed-form expression of the OP, throughput, and
SER are derived mathematically and verified numerically by Monte Carlo simulation. The
results can be proposed as a novel approach for the communication network in the near future.

5.2 RF Energy Harvesting Under Impact of Interference and Hardware Im-
pairment

To further evaluate the performance of RF EH protocols in wireless cooperative network, I take
into account the co-channel interference and hardware impairment. A summary of the results
is presented as follows. [HDH03], [HDH09].

5.2.1 RF EH in HD Relay Network with Effect of Hardware Impairment

In this section, we introduce a EH-based HD relay network over the different fading environment
with the effect of hardware impairment (HI). The system model is investigated with AF relaying
strategy and PSR protocols. The system performance analysis in term of the OP, AT, and
bit error rate (BER) is demonstrated by their closed-form expressions. Optimal PS factor is
determined and the analytical analysis is confirmed by Monte Carlo simulation for all primary
parameters. [HDH03]

5.2.1.1 Introduction
Nowadays, wireless powered communication networks (WPCNs) have shown significant advan-
tages in industry and living. The major benefits of WPCNs mainly come from battery charging
operations through the air without physical cable connections and recharging, and thus, replac-
ing the battery [63], [64], [87]. Three primary wireless EH techniques have been employed in
practice in WPCNs: inductive coupling based on magnetic field induction [79], [88], magnetic
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resonant coupling [79], [88], and RF energy transfer, which is suitable for long-distance trans-
fers [63], [79], [89]. EH through RF signals has been studied in cooperative wireless networks,
MIMO system, multi-user and multi-hop systems for SWIPT [13], [73], [90]. In these previous
papers, the authors have focused on WPCNs using only Rayleigh or Rician fading channel for
both transmission hops, while not many papers studied different fading channels for each hop.
In addition, hardware impairment (HI) suffers from phase noise, I/Q imbalance, and high-power
amplifier nonlinearities [HDH12], [91] is rarely studied in the literature on relay WPCNs.

In this section, we introduce a EH-based HD relay network operating over the different
fading environment (Rayleigh and Rician fading channels) with the effect of HI. The system
performance is evaluated for AF and PSR protocols. The closed form of OP, AT, and BER
of the proposed system are derived in connection with the main primary system parameters.
Finally, the correctness of the analytical expressions is validated by Monte Carlo simulation.

5.2.1.2 Network System Model
A basic HD EH relay network as in Fig. 2.5 is considered. The difference between this model
and the model in Fig. 2.5 is that different fading environment (Rayleigh and Rician Fading
Channel, respectively) are assumed for the S → R and R → D links. The PSR protocol such
as the one plotted in Fig. 2.6b is applied [92].

To analyze the EH model, the EH part of the signal transferred from S to R in the first time
slot T/2 can be formulated as

yr = √
ρh(xs + µs) + nr, (5.56)

where xs is the energy-transmitted signal with E
{︂

|xs|2
}︂

= Ps, nr is the zero-mean AWGN with
variance N0, and µs denotes the distortion error caused by hardware impairment at the source
node, which is modeled as a zero-mean Gaussian RV with variance Psσ1

2 with E
{︂

|µs|2
}︂

= Psσ1
2.

As analyzed in Section 4.2, the transmitted power at R, which is supplied by the harvested
energy, can be calculated as (2.7) (see page 9).

The information transfer (IT) phase is divided into two equal-length sub-intervals with the
length of T/2. In the first interval, the received signal can be expressed as

yr =
√︁

1 − ρh(xs + µs) + nr =
√︁

1 − ρhxs +
√︁

1 − ρhµs + nr (5.57)

Here, we use the AF protocol for our model. Then, the received signal at R is amplified by
a factor β, which is given by Equation (5.58)

β = xr
yr

=
√︄

Pr

(1 − ρ)|h|2Ps + (1 − ρ)|h|2Psσ2 +No

(5.58)
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In the remaining T/2 interval time, R transfers the information to D. Hence, the received
signal at D node is formulated by

yd = g(xr + µr) + nD = gβyr + gµr + nd = gβ
√︁

1 − ρhxs⏞ ⏟⏟ ⏞
signal

+
√︁

1 − ρhµsgβ + gβnr + gµr + nD⏞ ⏟⏟ ⏞
noise

(5.59)

where xr is the transmitted signal, which satisfies E
{︂

|xr|2
}︂

= Pr, µr denotes the distortion
error caused by hardware impairment at R, which is modeled as a zero-mean Gaussian RV with
variance Prσ2

2 and E
{︂

|µr|2
}︂

= Prσ2
2 and nr is the AWGN noise at R node, nd is the noise at

the destination, which is assumed to have the same power as nr.
The end-to-end SNR at D node can be given by

γe2e =
E
{︂

(signal)2
}︂

E
{︂

(noise)2
}︂ = (1 − ρ)|g|2β2|h|2Ps

|g|2β2|h|2Psσ12 + |g|2β2No + |g|2Prσ22 +No

(5.60)

By letting φ1 = |h|2, φ2 = |g|2 and substituting this into (5.60), we have:

γe2e = (1 − ρ)φ1φ2Ps

φ1φ2Psσ12 + φ2No + φ2Prσ22

β2 + N0
β2

= ((1 − ρ)φ1φ2Ps)/(φ1φ2Psσ1
2 + φ2No + (1 − ρ)φ1φ2Psσ

2
2

+ (1 − ρ)φ1φ2Psσ
2
1σ

2
2 + φ2N0σ

2
2 + N0(1 − ρ)

ηρ
+ N0(1 − ρ)σ2

1
ηρ

+ N2
0

Pr
) (5.61)

Because N0 << Pr, then we can reformulate (5.61) as

γe2e = (1 − ρ)φ1φ2Ps

φ1φ2Psσ12 + φ2No + (1 − ρ)φ1φ2Psσ2
2 + (1 − ρ)φ1φ2Psσ2

1σ
2
2 + φ2N0σ2

2 + N0(1−ρ)
ηρ (1 + σ2

1)

= (1 − ρ)φ1φ2γ0
φ1φ2γ0σ12 + φ2 + (1 − ρ)φ1φ2γ0σ2

2 + (1 − ρ)φ1φ2γ0σ2
1σ

2
2 + φ2σ2

2 + κ+ κσ2
1

(5.62)

where we denote κ = 1−ρ
ηρ , γ0 = Ps

N0
. In the next section, we analyze the AT, OP and BER in

AF mode with the PS protocol [90], [93].

5.2.1.3 System Performance
In this analysis, we consider two scenarios: (1) S-R link is the Rayleigh fading channel, R-D
link is Rician fading channel; and (2) S-R link is the Rician fading channel and R-D link is the
Rayleigh fading channel.

Scenario 1: S-R link is Rayleigh fading channel, R-D link is Rician fading channel
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As in previous studies [13], [90], [93], [94], the PDF and CDF of the RV φ1 with parameter
λh can be written respectively as

fφ1(x) = λhe
−λhx (5.63)

Fφ1(x) = 1 − e−λhx (5.64)

where λh is the mean value of RV φ1.
Similarly, the PDF of RV φ2 with parameter λg can be obtained as [71]

fφ2(x) = (K + 1)e−K

λg
e

− (K+1)x
λg I0

(︄
2
√︄
K(K + 1)x

λg

)︄
= a

∞∑︂
l=0

(bK)l

(l!)2 x
le−bx (5.65)

where K denotes the Rician K-factor, and I0 (·) is the zero-th order modified Bessel function of
the first kind [71], a ≜ (K+1)e−K

λg
, b ≜ K+1

λg
and I0(x) =

∞∑︁
l=0

x2l

22l(l!)2 [72]. Then the CDF of φ2 can

be computed like in [77]:

Fφ2(ς) =
ς∫︂

0

fφ2(x)dx = 1 − a

b

∞∑︂
l=0

l∑︂
m=0

K lbm

l!m! ς
me−bς (5.66)

After that, the OP of the proposed system is defined as

Pout = Fγe2e(γ) = Pr(γe2e < γ)

= Pr
{︂
φ1φ2γ0[1 − ρ− γσ2

1 − γ(1 − ρ)σ2
2 − γ(1 − ρ)σ2

1σ
2
2] < φ2(γ + γσ2

2) + γκ+ γκσ2
1

}︂
(5.67)

where γ = 2R − 1 is the lower threshold for SNR at both R and D, and R is the fixed data
transmission rate at S. Let c1 = γ+γσ2

2, c2 = γκ+γκσ2
1, and c3 = γ0[1 −ρ−γσ2

1 −γ(1 −ρ)σ2
2 −

γ(1 − ρ)σ2
1σ

2
2]. We assume that c3 is positive, otherwise the OP of the system is always equal to

1. Then:

Pout = Pr
{︃
φ1 <

c1φ2 + c2
c3φ2

}︃
=

∞∫︂
0

Fφ1

(︃
c1φ2 + c2
c3φ2

)︃
fφ2(φ2)dφ2 (5.68)
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By combining (5.68) with (5.64) and (5.65) and using [72, p. 3.471.9], we have:

Pout = 1 −
∞∫︂

0

e
−λh

c1φ2+c2
c3φ2 a

∞∑︂
l=0

(bK)l

(l!)2 φ
l
2e

−bφ2dφ2

= 1 − ae
−λhc1

c3

∞∑︂
l=0

(bK)l

(l!)2

∞∫︂
0

φl2e
−bφ2e

−λhc2
c3φ2 dφ2

= 1 − 2ae−λhc1
c3

∞∑︂
l=0

(bK)l

(l!)2

(︃
λhc2
c3b

)︃ l+1
2
Kl+1

(︄
2
√︄
λhc2b

c3

)︄
(5.69)

Then the average throughput of the relay network system can be computed as

τ = (1 − Pout)
R

2 = 2ae−λhc1
c3

∞∑︂
l=0

(bK)l

(l!)2

(︃
λhc2
c3b

)︃ l+1
2
Kl+1

(︄
2
√︄
λhc2b

c3

)︄
R

2 (5.70)

Finally, the BER of the proposed system can be formulated by applying (5.18) in Section
5.1

BER = E
[︂
ωQ(

√︁
2θγ

]︂
(5.71)

where Q(t) = 1√
2π

∞∫︁
t
e−x2/2dx is the Gaussian Q-function, ω and θ are constants which are

specific for modulation type. Here, we use (ω, θ) = (1, 2) for BPSK and (ω, θ) = (1, 1) for QPSK.
Hence, we begin rewriting the BER expression in Equation (5.71) directly regarding OP at S by
using integration as in the equation below

BER = ω
√
θ

2
√
π

∞∫︂
0

e−θx
√
x
Fγe2e(x)dx (5.72)

Scenario 2: S-R link is Rician fading channel, R-D link is Rayleigh fading channel
Similar to scenario 1, the CDF of RV φ1 and PDF of RV φ2 can be formulated respectively

as

Fφ1(ς) =
ς∫︂

0

fφ1(x)dx = 1 − a

b

∞∑︂
l=0

l∑︂
m=0

K lbm

l!m! ς
me−bς , (5.73)

fφ2(x) = λge
−λgx. (5.74)
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The the OP of the proposed system can be found by

Pout = Pr
{︃
φ1 <

c1φ2 + c2
c3φ2

}︃
=

∞∫︂
0

Fφ1

(︃
c1φ2 + c2
c3φ2

)︃
fφ2(φ2)dφ2

= 1 −
∞∫︂

0

a

b

∞∑︂
l=0

l∑︂
m=0

K lbm

l!m!

(︃
c1φ2 + c2
c3φ2

)︃m
e

− b(c1φ2+c2)
c3φ2 λge

−λgφ2dφ2

= 1 − λge
− bc1
c3

∞∫︂
0

a

b

∞∑︂
l=0

l∑︂
m=0

m∑︂
n=0

(︄
m

n

)︄
K lbmcm−n

1 cn2
l!m!cm3

tn−2e
− bc2t

c3 e−λg
t dt

= 1 − λge
− bc1
c3
a

b

∞∑︂
l=0

l∑︂
m=0

m∑︂
n=0

K lbmcm−n
1 cn2

l!n!(m− n)!cm3

∞∫︂
0

tn−2e
− bc2t

c3 e−λg
t dt. (5.75)

where the third lineis obtained by applying the equation (x+ y)m =
m∑︁
n=0

(︄
m

n

)︄
xm−nyn and

changing variable.
Finally, by using [72, p. 3.471.9], the OP of the proposed system in scenario 2 can be found

as

Pout = 1 − 2λge
− bc1
c3
a

b

∞∑︂
l=0

l∑︂
m=0

m∑︂
n=0

K lbmcm−n
1 cn2

l!n!(m− n)!cm3

(︃
λgc3
bc2

)︃n−1
2
Kn−1

(︄
2
√︄
bc2λg
c3

)︄

= 1 − 2ae− bc1
c3

∞∑︂
l=0

l∑︂
m=0

m∑︂
n=0

K lb
2m−n−3

2 λ
n+1

2
g cm−n

1 c
n+1

2
2 c

n−1−2m
2

3
l!n!(m− n)! Kn−1

(︄
2
√︄
bc2λg
c3

)︄
(5.76)

Again, the AT can be derived similar to Scenario 1 as

τ = (1 − Pout)
R

2 = aRe
− bc1
c3

∞∑︂
l=0

l∑︂
m=0

m∑︂
n=0

K lb
2m−n−3

2 λ
n+1

2
g cm−n

1 c
n+1

2
2 c

n−1−2m
2

3
l!n!(m− n)! Kn−1

(︄
2
√︄
bc2λg
c3

)︄
R

2
(5.77)

and the BER can be derived by using (5.18).
Theoretically, optimal power-splitting factor ρ∗ for each scenario can be founded by solving

the equation dτ(p)
dρ = 0, using the AT expression in (5.70) and (5.77). However, due to the

complexity of the AT expressions, we cannot find the closed-form of ρ∗. Instead, we use the
Golden section search algorithm [19], [74], [75], [95], which is popularly used in many global
optimization problems, to obtain ρ∗ in numerical analysis.

5.2.1.4 Numerical Results
In this part, we investigate the system performance in terms of OP, AT, BER, and the PS factor
with respect to the main system parameters: η, ρ, Ps/N0 and σ1, σ2. The primary simulation
parameters are listed in Table 5.3.
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Table 5.3: Simulation parameters.

Symbol Name Value
η EH efficiency 0.7
λh Mean of |h|2 0.5
λg Mean of |g|2 0.5
K Rician K-factor 0.5
γth SNR threshold 7

PS/N0 Source power to noise ratio 0-30dB
σ1 Distortion error 0.01
σ2 Distortion error 0.05
R Source rate 3 bit/s/Hz

(a) Outage probability (b) Achievable throughput

Figure 5.12: OP and achievable throughput of the PSR-based EH HD-DF relay network under
HI versus ratio of Ps/N0.

Fig. 5.12 displays the impact of the ratio Ps/N0 on the OP and AT when the ratio Ps/N0

increases from 0 to 30 dB. From the research results, we can state that the OP decreased and
AT increased with the rising of the ratio Ps/N0.

In addition, the OP and AT versus the PS factor ρ are shown in Fig. 5.13. It can be observed
that at D the AT increases and OP is reduced with factor ρ from 0 to 0.6. After that, i.e. ratio
ρ from 0.6 to 1.0, this effect is reversed. We can find the optimal value of factor ρ between 0.6
and 0.7 in this situation. This can be explained that when ρ is too small, R cannot harvest
enough energy from S to operate reliably, but when ρ is too large then the reliability of the
communications link from S to R is impaired.

The plots of OP and AT of the proposed system for σ1 = σ2 in the range of 0 to 0.2 are
showed in Fig. 5.14. Obviously, OP increases and AT decreases with the increasing of σ1 = σ2.
It is also noted that in all above figures, the simulation and analytical curves agree well with
each other.
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(a) Outage probability (b) Achievable throughput

Figure 5.13: OP and achievable throughput of the PSR-based EH HD-DF relay network under
HI versus power-splitting factor ρ.

(a) Outage probability (b) Achievable throughput

Figure 5.14: OP and achievable throughput of the PSR-based EH HD-DF relay network under
HI versus HI level σ1 = σ2.

Fig. 5.15 shows the optimal power splitting ρ∗ factor versus the ratio Ps/N0 in both scenar-
ios. As shown in the figures, ρ∗ increases as the ratio Ps/N0 varies from 0 to 30 dB. Finally,
Fig. 5.16 plots the dependence of BER on the ratio Ps/N0. The result shows that BER decreases
significantly with Ps/N0 from 0 to 20 dB, then approaches to their lower bound.

5.2.2 Power Beacon-Assisted Energy Harvesting in a Half-Duplex Communication
Network under Co-Channel Interference

Another troublesome factor that degrades the overall performance of wireless networks is the
co-channel interference from other RF sources in the surrounding environment. In this part,
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(a) Scenario 1 (b) Scenario 2

Figure 5.15: The optimal power-splitting factor ρ∗ versus Ps/N0.

Figure 5.16: BER versus the ratio Ps/N0.

we investigate the impact of co-channel interference on the outage performance and energy
efficiency of power beacon (PB) assisted TSR-EH scheme for HD relay network in Rayleigh
fading environment. [HDH09].

5.2.2.1 Introduction
Nowadays, the IoT, where all smart devices can work and cooperate over the Internet, is involved
in all aspects of civilian life, including transportation, smart grids, security and public safety,
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agriculture, logistics, and e-health. In this situation, EH has been considered as a promising
solution for extending the lifetime of energy-constrained IoT devices [2], [63], [96]. In the next
generation of communication systems, billions of wireless devices will be connected to each
other via the IoT system, which will lead to an energy consumption problem. Therefore, energy
efficiency (EE), measured in bits per watt, is considered to be an important emerging metric
in energy-constrained wireless communication networks due to their energy shortage [97]. The
authors of [98] investigated the EE optimization problems in the SWIPT sensor networks, which
employs both the PSR and the TSR protocols. In [99], the authors investigated an EE resource
allocation algorithm for SWIPT in an OFDMA system, where the receivers employed the PS
scheme to harvest energy. The EE in SWIPT based on the IoT distributed antenna system (DAS)
is studied in [100]. In [101], a time-slotted large-scale MIMO system for EH and information
transmission was studied, where an energy-efficient optimization scheme was proposed by jointly
optimizing both transfer duration and transmitted power. The authors of [102] developed a
distributed iteration algorithm for power allocation, PS ratio, and relay selection to maximize
EE in clustered wireless sensor networks with SWIPT. The authors of [103] considered the EE
maximization problem in a WPCN, where multiple users harvest energy from a dedicated power
station and then communicate with an information receiving station.

In this research, we propose and investigate a power-beacon-assisted TSR-EH for a HD relay
network under co-channel interference and over Rayleigh fading environment. Firstly, the exact
and asymptotic form expressions of the OP were derived. Then we investigated the EE of the
proposed system and the influence of the primary system parameters on the performance of the
proposed system. Finally, the accuracy of the analytical expressions is verified by using Monte
Carlo simulation.

5.2.2.2 System Model
Fig. 5.17 displays the proposed system model. In this figure, S and D are the source node and the

Figure 5.17: System model of a PB-assisted HD network; f1: I-S interference channel; f2: I-D
interference channel; h: PB-S channel; g: S-D channel.
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destination node, respectively, PB is a power beacon, and I represents a co-channel interference
source from the environment. Let f1 and f2 represent the I−S and I−D interference channels,
respectively. Let h and g denote the PB − S and S − D channels. Assume that all channels
are Rayleigh block fading channels. The TSR protocol similar to Fig. 2.8a is selected for EH.
Specifically, the whole transmission block (T ) can be divided into parts. S and I scavenge energy
from the RF signal received from the PB node S and node I, respectively, during the first interval
of length αT . Then, the remaining (1 −α)T is used for signal transmission from node S to node
D, and the interference signal from node I to node D also appears in this interval. Note that all
the energy harvested at S and I is consumed for forwarding source information to node D.

In the first phase, let PB and PI be the transmit power of the power beacon and the interferer,
respectively. The total received energy during the first phase at node S is formulated as

Es = ηB|h|2PBαT + ηI |f1|2PIαT (5.78)

where 0 < ηB, ηI < 1 are the energy conversion efficiencies of the PB and the interferer, respec-
tively. Assume that ηB = ηI = η and let κ = ηα

1−α . Then, the average transmit power at node S
could be obtained by

Ps = Es
(1 − α)T = η|h|2PBαT + η|f1|2PIαT

(1 − α)T = κ
(︂
PB|h|2 + |f1|2PI

)︂
(5.79)

In the second phase, node S transmits the signal to node D, and the received signal, yD, at
the destination is formulated as:

yD = gxs + f2si + nd = gxs⏞⏟⏟⏞
signal

+ f2si + nd⏞ ⏟⏟ ⏞
noise

(5.80)

where xs is the transmit signal by the source with E
{︂

|xs|2
}︂

= Ps, nd is the AWGN with

zero-mean and variance N0, Si is the transmit signal at the interferer, E
{︂

|si|2
}︂

= PI .
Assume that the power of interferer noise is large such that PB ≈ PI . From (5.79) and

(5.80), the end-to-end SINR can be calculated as

γe2e =
E
{︂

|signal|2
}︂

E
{︂

|noise|2
}︂ = |g|2Ps

|f2|2PI +N0

κ|g|2
(︂
PB|h|2 + |f1|2PI

)︂
|f2|2PI +N0

=
κ|g|2∆

(︂
|h|2 + |f1|2

)︂
|f2|2∆ + 1

(5.81)

where ∆ = PB
N0

= PI
N0

.

5.2.2.3 Performance Analysis
Based on the system model in the above section, we derived the OP throughput performance
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and EE of the proposed system. From (5.81) we obtain the OP of the model system as

OP = Pr (γe2e < γ0) = Pr

⎡⎣κ|g|2∆
(︂
|h|2 + |f1|2

)︂
|f2|2∆ + 1

< γ0

⎤⎦ = Pr (XY < γ0) =
∞∫︂

0

FY

(︃
γ0
x

)︃
fX(x)dx

(5.82)

where γ0 = 22R − 1 is the SINR threshold of the system, R is the source rate, X = |h|2 + |f1|2 =
φ1 + φ2, Y = κ|g|2∆

|f2|2∆+1 = κφ3∆
1+∆φ4

, and φ1 = |h|2, φ2 = |f1|2, φ3 = |g|2, φ4 = |f2|2.
In order to calculate the probability in (5.82), we have to determine the PDF and CDF of

X and Y, respectively. The results are stated as in Lemma 5.2.2.3 and Lemma 5.2.2.3.
The CDF of Y can be computed as

FY (a) = 1 − κλ3e
−a
κ∆λ3

aλ4 + κλ3
(5.83)

where λ3, λ4 are the mean of the RVs (RVs) φ3, φ4, respectively.
Proof

FY (a) = Pr (Y < a) = Pr
(︃

κφ3∆
1 + ∆φ4

< a

)︃
= Pr

(︃
φ3 <

a

κ∆ + aφ4
κ

)︃

=
∞∫︂

0

fφ4(φ4)dφ4

a
κ∆ +aφ4

κ∫︂
0

fφ3(φ3)dφ3 =
∞∫︂

0

Fφ3

(︃
a

κ∆ + aφ4
κ

)︃
fφ4(φ4)dφ4

=
∞∫︂

0

fφ4(φ4)dφ4 − 1
λ4

∞∫︂
0

e
− a
κ∆λ3

−aφ4
κλ3 e

−φ4
λ4 dφ4 = 1 − κλ3e

− a
κ∆λ3

aλ4 + κλ3

The CDF of X can be expressed as

FX(a) = 1 − e
−a
λ2 − e

−a
λ1

λ2

a∫︂
0

e
φ2

(︂
1
λ1

− 1
λ2

)︂
dφ2 (5.84)

where λ1, λ2 are the mean of the RVs φ1, φ2, respectively.
Proof

FX(a) = Pr [(φ1 + φ2) < a] = Pr [φ1 < a− φ2] =
a∫︂

0

fφ2(φ2)dφ2

a−φ2∫︂
0

fφ1(φ1)dφ1

= 1
λ2

a∫︂
0

[︃
1 − e

−a+φ2
λ1

]︃
e

−φ2
λ2 dφ2 = 1 − e

−a
λ2 − e

−a
λ1

λ2

a∫︂
0

e
φ2

(︂
1
λ1

− 1
λ2

)︂
dφ2

50



From this point, two cases are considered: Case 1: λ1 = λ2 = λ, and Case 2: λ1 ̸= λ2. The
exact OPs of the proposed system for these cases are found in Theorem 5.3 below.

Theorem 5.3 The exact OP of the proposed PB-assisted TSR-EH HD relay network is

OP =

⎧⎪⎪⎪⎨⎪⎪⎪⎩
1 − κλ3

λ2

∞∫︁
0

x2

κλ3x+γ0λ4
exp

(︂
− γ0
κ∆λ3x

)︂
exp

(︁
−x
λ

)︁
dx if λ1 = λ2 = λ

1 − κλ3
λ2−λ1

∞∫︁
0

x exp
(︂

− γ0
κ∆λ3x

)︂
κλ3x+γ0λ4

{︂
exp

(︂
− x
λ2

)︂
− exp

(︂
− x
λ1

)︂}︂
dx if λ1 ̸= λ2

(5.85)

Proof
Case 1: λ1 = λ2 = λ:
From Equation (5.84), we obtain the CDF and PDF of X in Case 1 as

FX(a) = 1 − exp
(︃

−a

λ

)︃
−
a exp

(︁
− a
λ

)︁
λ

(5.86)

fX(a) = ∂FX(a)
∂a

= ae− a
λ

λ2 (5.87)

By combining (5.83), (5.87) and substituting them into (5.82), the OP can be computed as

OP = 1 −
∞∫︂

0

κλ3e
−γ0
xκ∆λ3

γ0
x λ4 + κλ3

xe− x
λ

λ2 dx = 1 − κλ3
λ2

∞∫︂
0

x2

κλ3x+ γ0λ4
e

−γ0
κ∆λ3x e

−x
λ dx (5.88)

Case 2: λ1 ̸= λ2:
Similarly, we can obtain the CDF and the PDF of X as

FX(a) = 1 − exp
(︃

− a

λ2

)︃
− λ1
λ2 − λ1

[︃
exp

(︃
− a

λ2

)︃
− exp

(︃
− a

λ1

)︃]︃
(5.89)

fX(a) = 1
λ2 − λ1

[︃
exp

(︃
− a

λ2

)︃
− exp

(︃
− a

λ1

)︃]︃
. (5.90)

By combining (5.83), (5.89), and (5.82), we can obtain the OP in this case as

OP = 1 −
∞∫︂

0

κλ3e
−γ0
xκ∆λ3

γ0
x λ4 + κλ3

[︃ 1
λ2 − λ1

(︃
e

−x
λ2 − e

−x
λ1

)︃]︃
dx

= 1 − κλ3
λ2 − λ1

∞∫︂
0

xe
−γ0
κ∆λ3x

κλ3x+ γ0λ4

(︃
e

−x
λ2 − e

−x
λ1

)︃
dx (5.91)
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At high SINR regime, the end-to-end SINR in (5.81) can be approximated as

γ∞
e2e ≈

κ|g|2
(︂
|h|2 + |f1|2

)︂
|f2|2

= ZX (5.92)

where X = |h|2 + |f1|2 = φ1 + φ2, Z = κ|g|2

|f2|2 = κφ3
φ4

The CDF of Z can be calculated by

FZ(a) = 1 − κλ3
aλ4 + κλ3

. (5.93)

Proof

FZ(a) = Pr (Z < a) = Pr
(︃
κφ3
φ4

< a

)︃
= Pr

(︃
φ3 <

aφ4
κ

)︃
=

∞∫︂
0

fφ4(φ4)dφ4

aφ4
κ∫︂

0

fφ3(φ3)dφ3

= 1 − 1
λ4

∞∫︂
0

exp
(︃

−aφ4
κλ3

)︃
exp

(︃
−φ4
λ4

)︃
dφ4 = 1 − κλ3

aλ4 + κλ3

The asymptotic OP of the proposed system at high SINR regime is given in Theorem 5.4
below.

Theorem 5.4 The asymptotic OP of the proposed PB-assisted TSR-EH HD relay network at
high SINR regime is given by

OP∞ =

⎧⎨⎩
γ0λ4λ
κλ3

+
(︂
γ0λ4
κλ3λ

)︂2
exp

(︂
γ0λ4
κλ3λ

)︂
Ei
(︂
− γ0λ4
κλ3λ

)︂
if λ1 = λ2 = λ

γ0λ4
κλ3(λ2−λ1)

{︂
exp

(︂
γ0λ4
κλ3λ1

)︂
Ei
(︂
− γ0λ4
κλ3λ1

)︂
− exp

(︂
γ0λ4
κλ3λ2

)︂
Ei
(︂
− γ0λ4
κλ3λ2

)︂}︂
if λ1 ̸= λ2

(5.94)

where Ei (−z) = −
∞∫︁
z
e−tt−1dt is the exponential integral function.

Proof
Case 1: λ1 = λ2 = λ:
From (5.87), (5.92), and (5.93), the OP can be computed as

OP∞
1 = Pr (γ∞

e2e < γ0) = Pr (XZ < γ0) =
∞∫︂

0

FZ

(︃
γ0
x

)︃
fX(x)dx = 1 − 1

λ2

∞∫︂
0

x2e
−x
λ

x+ γ0λ4
κλ3

dx (5.95)
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By applying [72, pp. 3.353, 5], (5.95) can be rewritten as

OP∞ = γ0λ4λ

κλ3
+
(︃
γ0λ4
κλ3λ

)︃2
e
γ0λ4
κλ3λEi

(︃
− γ0λ4
κλ3λ

)︃
Case 2: λ1 ̸= λ2:
In this case, based on (5.89), (5.92), and (5.93), the OP can be calculated as

OP∞
2 = 1 − 1

λ2 − λ1

∞∫︂
0

x

x+ γ0λ4
κλ3

{︃
exp

(︃
− x

λ2

)︃
− exp

(︃
− x

λ1

)︃}︃
dx

= 1 − 1
λ2 − λ1

∞∫︂
0

x exp
(︂
− x
λ2

)︂
x+ γ0λ4

κλ3

dx+ 1
λ2 − λ1

∞∫︂
0

x exp
(︂
− x
λ1

)︂
x+ γ0λ4

κλ3

dx (5.96)

Similar to Case 1, we apply equation (3.353,5) in [72], then (5.96) can be rewritten as

OP∞ = 1 − γ0λ4
κλ3 (λ2 − λ1)e

γ0λ4
κλ3λ2 Ei

(︃−γ0λ4
κλ3λ2

)︃
− λ2
λ2 − λ1

+ γ0λ4
κλ3 (λ2 − λ1)e

γ0λ4
κλ3λ1 Ei

(︃−γ0λ4
κλ3λ1

)︃
+ λ1
λ2 − λ1

= γ0λ4
κλ3 (λ2 − λ1)

[︃
e
γ0λ4
κλ3λ1 Ei

(︃−γ0λ4
κλ3λ1

)︃
− e

γ0λ4
κλ3λ2 Ei

(︃−γ0λ4
κλ3λ2

)︃]︃
(5.97)

Next, I provide the analysis on energy efficiency (EE), which is defined as a ratio of total
information rate C and total power consumption ET [104]. The result is stated in Theorem 5.5
and Theorem 5.6.

Theorem 5.5 The average EE of the proposed PB-assisted TSR-EH HD relay network is

EEavg =

⎧⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎩

(1−α)κλ3
2λ2 ln 2

∞∫︁
0

∞∫︁
0

x2
(κλ3x+γ0λ4)(1+γ0) e

−γ0
κ∆λ3x e

−x
λ dxdγ0

(1+α)P/ε+PC if λ1 = λ2 = λ

(1−α)κλ3
2(λ2−λ1) ln 2

∞∫︁
0

∞∫︁
0

x exp
(︂

− γ0
κ∆λ3x

)︂
(κλ3x+γ0λ4)(1+γ0)

[︃
e

−x
λ2 −e

−x
λ1

]︃
dxdγ0

(1+α)P/ε+PC if λ1 ̸= λ2

(5.98)

Proof By definition, the EE of the proposed system is determined as

EE = C

ET
=

(1−α)
2 log2(1 + γe2e)

(T + αT )P/ε+ PCT
=

(1−α)
2 log2(1 + γe2e)

(1 + α)P/ε+ PC
. (5.99)

where P = PB = PI , ε and PC denote the power amplifier efficiency of the power beacon and
circuit power consumption, respectively.
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In order to analyze the EE, we considered calculating the average total information rate,
which can be expressed as

Cavg = (1 − α)
2 ln 2

∞∫︂
0

1 − Fγe2e(γ0)
1 + γ0

dγ0. (5.100)

Case 1: λ1 = λ2 = λ.:
By substituting (5.88) into (5.100), we obtain:

Cavg = (1 − α)κλ3
2λ2 ln 2

∞∫︂
0

∞∫︂
0

x2

(κλ3x+ γ0λ4) (1 + γ0)e
−γ0
κ∆λ3x e

−x
λ dxdγ0 (5.101)

Next, by substituting Equation (5.101) into (5.99), the average EE can be given as in (5.98).
Case 2: λ1 ̸= λ2:
From (5.91), the average total information rate of this system can be found as

Cavg = (1 − α)κλ3
2(λ2 − λ1) ln 2

∞∫︂
0

∞∫︂
0

xe
−γ0
κ∆λ3x

(κλ3x+ γ0λ4)(1 + γ0)

(︃
e

−x
λ2 − e

−x
λ1

)︃
dxdγ0 (5.102)

Then the average EE can be found by substituting (5.102) into (5.99).

Theorem 5.6 The approximated value of the average EE of the proposed system at high SINR
regime is given by

EE∞
avg =

⎧⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎩
(1−α)

∞∫︁
0

[︃
1− γ0λ4λ

κλ3
−
(︂
γ0λ4
κλ3λ

)︂2
e
γ0λ4
κλ3λEi

(︂
−γ0λ4
κλ3λ

)︂]︃
dγ0

2 ln 2[(1+µ)P/ε+PC ]1+γ0
if λ1 = λ2 = λ

(1−α)
∞∫︁
0

[︃
1− γ0λ4

κλ3(λ2−λ1)

[︃
e
γ0λ4
κλ3λ1 Ei

(︂
−γ0λ4
κλ3λ1

)︂
−e

γ0λ4
κλ3λ2 Ei

(︂
−γ0λ4
κλ3λ2

)︂]︃]︃
dγ0

2 ln 2[(1+α)P/ε+PC ](1+γ0) if λ1 ̸= λ2

(5.103)

Proof By substituting (5.94) into (5.100), the average total information rate can be expressed
as

C∞
avg =

⎧⎪⎪⎨⎪⎪⎩
(1−α)
2 ln 2

∞∫︁
0

[︃
1 −

{︃
γ0λ4λ
κλ3

+
(︂
γ0λ4
κλ3λ

)︂2
e
γ0λ4
κλ3λEi

(︂
−γ0λ4
κλ3λ

)︂}︃]︃
dγ0

1+γ0
if λ1 = λ2 = λ

(1−α)
2 ln 2

∞∫︁
0

{︃
1 − γ0λ4

κλ3(λ2−λ1)

[︃
e
γ0λ4
κλ3λ1 Ei

(︂
−γ0λ4
κλ3λ1

)︂
− e

γ0λ4
κλ3λ2 Ei

(︂
−γ0λ4
κλ3λ2

)︂]︃}︃
dγ0

1+γ0
if λ1 ̸= λ2

(5.104)

By combining (5.99) with Equation (5.104), the approximated EE is found as in (5.103).

5.2.2.4 Numerical results and discussion
In this part, we used the Monte Carlo simulation to verify the accuracy of the above analysis.
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For each simulation, I first provide the graphs of the OP and the EE obtained by analytical
formulas. Secondly, I generate plots of the same OP and EE curves that resulted from the Monte
Carlo simulation. To do this, I generated 105 random samples of each channel gain, which are
Rayleigh distributed. The analytical curve and the simulation should match together to verify
the accuracy of our analysis.

(a) Outage probability (b) Energy efficiency

Figure 5.18: OP and EE of the proposed PB-assisted TSR-EH HD relay network versus TSR
factor α.

(a) Outage probability (b) Energy efficiency

Figure 5.19: OP and EE of the proposed PB-assisted TSR-EH HD relay network versus ∆.

Fig. 5.18 plots the effect of the TS factor α on the OP and EE in Case 1 and Case 2,
respectively. In Fig. 5.18a, I set the primary system parameters as R = 1, 3bps/Hz, ∆ = 5 dB,
and η = 0.8. From the research results,It can be observed that the OP of the proposed system
decreases when α increases from 0 to 1, and the OP of R = 1bps/Hz was not better than that
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(a) Case 1: λ1 = λ2 = λ (b) Case 2: λ1 ̸= λ2

Figure 5.20: OP of the proposed PB-assisted TSR-EH HD relay network versus average channel
power gain.

with R = 3bps/Hz. It can be seen that the OP was better with the higher R, and that the OP
of Case 2 was better than that of Case 1. In Fig. 5.18b, I set η ∈ {0.5, 0.85}, R = 1bps/Hz,
∆ = 5 dB, and α varies from 0 to 1. We canobserve that the EE rises significantly when α rises
from 0 to 0.5, after that the EE decreases. The optimal value of EE can be obtained with α

from 0.4 to 0.6. Both Case 1 and Case 2 are considered in Fig. 5.18b, and it can be observed
that the EE of Case 2 is better than that of Case 1 for different values of η.

Moreover, the OP and EE versus ∆ is illustrated in Fig. 5.19 in both exact and asymptotic
forms. In Fig. 5.19a, I set R = 1 bps/Hz and α = 0.5. Similar to Fig. 5.18a, both Case 1 and
Case 2 are considered. We can observe that the OP decreases significantly when ∆ increases
from -5 to 15 dB and then converges to the asymptotic OP for ∆ from 15 to 25, as shown in
Fig. 5.19a. Once again, we see that the OP of Case 2 was better than that of Case 1. In Fig.
5.19b, I set R = 1bps/Hz and α = 0.5. Similar to OP, we can see that the exact EE increases
with ∆ from -5 to 25 and then converges to the asymptotic curve.

We investigates the influence of λ1 and λ2 on the OP of the model system, as illustrated in
Fig. 5.20. Here, we set ∆ = 1, 5, 10 dB, η = 0.8, α = 0.5, and R = 1bps/Hz. From Fig. 5.20a,
we see that the OP in Case 1 falls with the rising λ, and the OP was better with a higher value
of ∆. In Fig. 5.20b, both λ1 and λ2 vary from 0 to 4. From the results, we can conclude that
the OP of the system falls off when λ1 and λ2 increase. The optimal value of the system OP
is obtained at λ1 = λ2 = 0. Finally, from all of the above figures, we can conclude that the
simulation results verify the analytical results completely.
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5.2.3 Summary

In this section, we investigates two practical performance degrading factors: hardware impair-
ment and co-channel interference. For the first model, PSR-based EH HD-DF relay network
under HI is considered over different fading channels. In the other model, the PB-assisted TSR-
EH for HD relay network under co-channel interference over a Rayleigh fading environment is
investigated. Both the exact and asymptotic form expressions for OP, throughput BER, and EE
are derived mathematically and verified numerically by Monte Carlo simulation. The results of
this section can serve as a practical guide to design better RF-EH-based communication schemes
to overcome noise and interference.

5.3 Investigation of User Selection and Relay Selection in EH-based Wireless
Cooperative Networks

In this section, I present the relay selection and user selection methods to enhance the overall
performance of EH-based wireless relay network. These methods are analyzed in Rayleigh and
Nakagami-m facding channels. [HDH07], [HDH14].

5.3.1 Wireless Power Transfer Wireless Sensor Network with Best AF Relay Se-
lection over Nakagami-m Fading

In this first part, I would like to present the performance analysis of the best relay selection
scheme for an EH-based AF relaying wireless sensor network over Nakagami-m fading. Specif-
ically, this considered network consists of one source, multiple energy-constrained relays, and
one destination sensor node. The best relay is chosen to amplify and forward the message to
the destination after being powered by the source. [HDH14], [HDH17].

5.3.1.1 Introduction
Nowadays, wireless sensor networks (WSNs) present extensive potential in human life, i.e.,
health monitoring, security and tactical surveillance, intrusion detection, manufacturing control,
disaster management, weather monitoring, traceability, farming monitoring, and safety services,
especially with the development of 5G and beyond wireless networks and IoT networks. However,
the limited energy of sensor nodes degrade the coverage of WSN, reduce the processing ability
of the sensor node and decrease the lifetime of the network. RF EH approach may represent a
practical trend for WSNs because it’s already available in the form of transmitted energy and
in small form factor implementation, and low cost [105]. Naturally, the embedding EH into
relaying WSNs or cooperative WSNs have attracted a lot of attention from the academia and
industry in the recent decade [106].

In [107], the authors derived the analytical expressions of the AT of a block-wise TS-based
protocol for EH AF relaying network in two modes of EH at the relay: continuous and discrete
time EH. The PS-based protocol was applied at each relay of SWIPT multiple-relay network
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Figure 5.21: System and channel models for EH AF WSNs

to coordinate the received signal energy for information decoding and EH in [108]. By using
the interior-point method, the solutions for the optimization problems of PS ratios at the relays
were provided for both basic relay schemes, i.e., DF and AF. In the work of [109], the authors
proposed a hybrid TS-APS protocol for EH DF relay networks with the discrete-level battery
of relays. A TSAPS-OBR protocol based on optimal capacity for EH AF relaying network was
proposed in [HDH17] and the optimal power-splitting ratio to maximum the end-to-end SNR
was found. However, they have not derived the expression of OP for performance analysis.

Motivate by the work of [HDH17], in this topic I consider an AF multiple-relay wireless sensor
networks with RF EH over Nakagami-m fading channels. In order to evaluate the performance
of the relay selection algorithm, closed-form expression of OP and throughput are derived in
two cases: fixed and adaptive power-splitting ratio. Based on these expressions, I investigate
the behavior of this network according to the key parameters such as transmit power, number
of relays, TS ratio and the distance for both fixed and adaptive power-splitting ratios.

5.3.1.2 System and Channel Models
In this system model, a best relay selection scheme is presented for an EH-based AF relaying
wireless sensor network over Nakagami-m fading. Specifically, this considered network consists
of one source node S, K energy-constrained relays Rk(1 ≤ k ≤ K), and one destination node
D as illustrated in Fig. 5.21. The communication protocol for this model is divided into two
phases [HDH14] similar to the protocol in Fig. 2.8c, with one modification, i.e. in the second
phase, the best relay is selected among K relays to amplify and forward the message from S to
D rather than just a fixed relay.

Note that, the power-splitting (PS) ratio can be dynamically adjusted according to the
variation of channel coefficient to maximize the end-to-end SNR. The optimal relay is selected
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among K relays based on the criteria of maximizing system capacity. The relays can estimate
the instantaneous channel gain based on the algorithm of channel estimation in request-to-
send (RTS)/clear-to-send (CTS) transmission from the source and the destination [HDH17].
According to [HDH17], in high SNR region, the end-to-end SNR of this considered system is
given by

γ∗
e2e ∼ cγ0γ

∗
1γ

∗
2(1 − ρ∗)ρ∗

κ(1 − ρ∗)γ∗
2 + ρ∗ , (5.105)

where κ = ηα

1 − α
, γ0 = P0

N0
, γ∗

1 = |h1|2

dθ1
, γ∗

2 = |h2|2

dθ2
, and the optimal ρ∗ was introduced in

[HDH17] as

ρ∗ =
√︁
cγ∗

2√︁
cγ∗

2 + 1
. (5.106)

Assume that the relay node can only split the received signal into two power parts based
on a finite discrete set of PS ratios, i.e. ρ∗

i can only receive a value from the following set
ρl ∈

{︃ 1
L
,

2
L
, · · · , L− 1

L

}︃
. Here, L is the number of PS ratio levels and 1 ≤ l ≤ L − 1. Note

that, ρ∗
l cannot is selected as zero (no information part) or one (no energy part). From (5.106),

we assign ρ∗
l = l

L
when the channel gain of R - D link satisfies the following condition:

bl = l2

(L− l)2c
< γ∗

2 < bl+1 = (l + 1)2

(L− l − 1)2c
, (5.107)

where l ∈ {1, 2, · · · , L− 1}.
Note that because the links of S - R and R - D undergo the Nakagami-m fading, the CDF

and PDF of RVs γn, n ∈ {1, 2}, are respectively given by

Fγn(x) = 1 − e
−mn
λn

x
mn−1∑︂
k=0

1
k!

(︃
mn

λn
x

)︃k
, (5.108)

fγn(x) = xmn−1

(mn − 1)!

(︃
mn

λn

)︃mn
e

−mn
λn

x
, (5.109)

where λn = E(γn), mn ≥ 1/2 is the fading severity factor, in which mn = 1 corresponds
to Rayleigh fading and mn = (V + 1)2/(2V + 1) approximately represents Rician fading with
parameter V .

5.3.1.3 Performance Analysis
This part presents the derivation of the OP and throughput expressions of this considered WSN
system. First, the OP is defined as the probability that the instantaneous capacity (C) falls
below a predetermined rate threshold R > 0, which is expressed as OP = Pr(C < R). In
particular, for this considered system with TSAPS-ORS scheme [HDH17], the overall OP can
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be obtained as

OP ∗ (a)= (P ∗
out)

K =
[︂
Pr
(︂
C∗
opt < R

)︂]︂K
=
[︂
Pr(γ∗

e2e < 2
2R

1−α − 1)
]︂K

, (5.110)

where C∗
opt is the optimal instantaneous capacity for best relay. Note that step (a) is obtained

by assuming the channels are modeled as i.i.d. over different relaying channels [109]. The
performance analysis of this system is summarized in the following theorems.

Theorem 5.7 Under Nakagami-m fading channel assumption, the OP of the proposed system
is given by

OP ∗ = {1 −
L−1∑︂
l=1

m1−1∑︂
j=0

j∑︂
i=0

e
−m1γth
λ1ρlγ0

i!(j − i)!(m2 − 1)!κi(1 − ρl)iρj−il

(︃
m1γth
λ1γ0

)︃j (︃m2
λ2

)︃m2

×
∞∑︂
p=0

(−1)pap1
p!am2−i−p

2
[Γ(m2 − i− p, a2bl) − Γ(m2 − i− p, a2bl+1)]}K , (5.111)

where a1 = m1γth
λ1κ(1−ρl)γ0

and a2 = m2
λ2

.

Proof Here, we derive the expression of OP ∗ as in (5.111). Substituting (5.112) into (5.110),
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we obtain the closed-form expression of OP for this system.

P ∗
out = Pr(γ∗

e2e < 2
2R

1−α − 1) = 1 −
L−1∑︂
l=1

Pr
(︃
cγ0γ1γ2(1 − ρl)ρl
c(1 − ρl)γ2 + ρl

> γth, bl ≤ γ2 < bl+1

)︃

= 1 −
L−1∑︂
l=1

bl+1∫︂
bl

[︃
1 − Fγ1

(︃
c(1 − ρl)γthx+ ρlγth

c(1 − ρl)ρlγ0x

)︃]︃
fγ2(x)dx

= 1 −
L−1∑︂
l=1

m1−1∑︂
j=0

j∑︂
i=0

e
−m1γth
λ1ρlγ0

(︃
m1γth
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)︃j (︃m2
λ2

)︃m2

i!(j − i)!(m2 − 1)!ci(1 − ρl)iρj−il
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xm2−i−1e
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λ1c(1−ρl)γ0x

−m2x
λ2 dx
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e
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λ1ρlγ0

i!(j − i)!(m2 − 1)!ci(1 − ρl)iρj−il

(︃
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λ2
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∞∫︂
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λ1c(1−ρl)γ0x

−m2x
λ2 dx

⎤⎥⎦
(b)= 1 −

L−1∑︂
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m1−1∑︂
j=0

j∑︂
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e
−m1γth
λ1ρlγ0
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∞∫︂
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L−1∑︂
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m1−1∑︂
j=0

j∑︂
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e
−m1γth
λ1ρlγ0

i!(j − i)!(m2 − 1)!ci(1 − ρl)iρj−il

(︃
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λ2
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×

⎡⎣ ∞∑︂
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(−1)pap1
p!am2−i−p

2
Γ(m2 − i− p, a2bl) −

∞∑︂
q=0

(−1)qaq1
q!am2−i−q

2
Γ(m2 − i− q, a2bl+1)

⎤⎦ , (5.112)

where γth = 2
2R

(1−α) −1. Note that step (b) and (c) are obtained by using (1.211-1) and (3.381-3),
respectively, in [72].

The second important and related performance metric is the throughput at the destination
This metric is found by evaluating the OP at a fixed source transmission rate − R bps/Hz.

Theorem 5.8 Under Nakagami-m fading, the overall throughput (τ) of this considered system
under the delay-limited transmission mode is written as

τ = 1
2(1 − α)R

{︃
1 −

{︂
1 −

L−1∑︂
l=1

m1−1∑︂
j=0

j∑︂
i=0

e
−m1γth
λ1ρlγ0

i!(j − i)!(m2 − 1)!ci(1 − ρl)iρj−il

(︃
m1γth
λ1γ0

)︃j

×
(︃
m2
λ2

)︃m2 ∞∑︂
p=0

(−1)pap1
p!am2−i−p

2
[Γ(m2 − i− p, a2bl) − Γ(m2 − i− p, a2bl+1)]

}︂K}︃
. (5.113)
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Proof Taking into account the fixed source transmission rate R bps/Hz, the effective commu-
nication time from the source node to the destination node in the total block time T is (1−α)T

2 .
According to the definition of throughput [29], we have:

τ = (1 −OP ∗)R (1 − α)T/2
T

= 1
2(1 − α)R (1 −OP ∗) . (5.114)

By substituting (5.111)) into (5.114)), we obtained the throughput of this considered system as
(5.113). This ends of our proof.

5.3.1.4 Numerical Results and Discussion
In this part, we provide the simulation and analysis results in terms of OP ∗ and τ to reveal the
impact of key parameters, such as average transmit SNR (γ0), number of relays (N), TS ratio
(α), EH efficiency (η), relay location (d1) and fading severity factor (m), on system performance.

The impact of average transmit SNR γ0 and the number of relays K on system performance
are shown in Fig. 5.22a and Fig. 5.22b. According to these figures, the performance gets better
with the increasing of γ0 and K. This is because the higher transmit power, the better signal and
the more energy harvested, leading to the higher power to amplify and retransmit the source
signal in the second phase. However, when γ0 is large enough, OP ∗ → 0 and τ → (1−α)R

2 .
From these figures, we can also understand that increasing the number of relays can improve
the performance of this system because we have more choices to select the best relay to forward
the information to the destination sensor node.
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Figure 5.22: OP and throughput of the proposed EH-based AF relaying WSN versus average
transmit SNR γ0 with d1 = d2 = 1, m1 = 2, m2 = 25, R = 1bps/Hz, θ = 2, α = 0.7, η = 1,
L = 20.

Fig. 5.23 plots the OP and throughput of this considered system, respectively, versus TS
factor α. It is seen from Fig. 5.23a and Fig. 5.23b that when α grows up, OP ∗ decreases, τ
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(a) Outage probability
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Figure 5.23: OP and throughput of the proposed EH-based AF relaying WSN versus α and η
with γ0 = 20dB, d1 = d2 = 1, m1 = 2, m2 = 15, R = 1bps/Hz, θ = 2, L = 20.

scales up and the performance is upgraded. This is explained due to more time spent on EH as
α grows, which leads to higher transmission power, hence better performance results. However,
when α continues to increase, OP ∗ gets larger, τ scales down and the performance is degraded.
That is because the information time is reduced, which leads to the increasing of real data rate.
Overall, there is an optimal value of α that can minimize OP ∗. This is clearly seen by the single
bottom of the OP ∗ curve plotted in Fig. 5.23a as a function of α.
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Figure 5.24: OP and throughput of the proposed EH-based AF relaying WSN versus d1 and m1
with γ0 = 20dB, d2 = 2 − d1, m2 = 25, R = 1bps/Hz, θ = 2, α = 0.7, η = 1, L = 20.

The impact of relay location (d1) and fading severity parameters (m1) on OP and throughput
are illustrated in Fig. 5.24. In this figure, we see that increasing d1 makes OP ∗ and τ worse.
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This is because higher values of dθ1 lead to the smaller values of energy collected as well as poorer
received signal strength at the relay nodes. Similarly, we can understand that OP ∗ decreases
and τ increases with the increasing of m1. This is because the channel quality is better with
larger fading severity parameter. Finally, from all above figures we can observe the perfect match
between analytical and simulation results at high average transmit SNR, or equivalently at large
P0, regime. Reversely, when γ0 is low, the analytical and simulation results do not match well
because we use the approximated expression for the end-to-end SNR at the destination node as
(5.105) [HDH17] and finite terms of (1.211-1) in [72].

5.3.2 User Selection Protocol in Cooperative Networks with PSR-Protocol-Based
Energy Harvesting Over Nakagami-m/ Rayleigh Channels

In this part, the system performance analysis of cooperative networks with PSR-based EH over
Nakagami-m/ Rayleigh channels is presented. The research results demonstrate the effectiveness
of EH in the network over Nakagami-m/ Rayleigh channels. [HDH07].

5.3.2.1 Introduction
IoT is considered a critical research area worldwide and has a significant impact on all activities in
daily lives and industry [63], [64]. However, energy limitations are the most significant problem
in the long-term operation of wireless IoT networks. Wireless EH using RF is considered a
promising solution for prolonging the operating time of devices in wireless, energy-constrained
cooperative networks [110]. Especially, in EH cooperative networks, an energy-constrained relay
R, by simultaneously harvesting energy and transferring information, can help maintain constant
operation and connection without the use of external energy sources. The problem of a two-hop
EH cooperative relaying network has been studied in many previous research works. The authors
in [111] considered a dual-hop cognitive, inter-vehicular, relay-assisted communication system
where all communication links are not line of sight, and their fading is modeled by the binary
Rayleigh fading distribution. The authors in [112] presented a general framework for modeling
and evaluating the performance of dual-hop, DF relaying schemes over independent and not
necessarily identically distributed (INID) Nakagami-m fading channels. The performance of
dual-hop MIMO OSTBC transmission with multiple antennas employed at the transceiver and
CSI-assisted AF relay over Nakagami-m fading is proposed in [113], and the performance of dual-
hop, DF relaying with relay selection over Nakagami fading channels was studied in [77]. In [114],
a harvest-then-cooperate (HTC) protocol with AP points for S and R EH was investigated. The
authors in [83] investigated two-way relay beamforming optimization to maximize the achievable
sum rate of simultaneous wireless information and power transfer (SWIPT) system with a FD-
MIMO-AF relay. Moreover, the authors in [115] derived the theoretical symbol error probability
(SEP) of cooperative systems with the best relay selection for Nakagami-m fading channels,
and the authors in [116] proposed a novel full rate DQOSTBC matrix with embedded adaptive
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DAF/amplify-and-forward (AAF) elements for data retransmission with four single-antenna
relays.

However, there has been very little research focus on both user selection protocol and EH
with different Nakagami-m/Rayleigh channels, which are suitable for IoT applications because
for example, a sensor node can select the best destination to inform its sensing data. For this
purpose, I propose an user selection algorithm for choosing the best-received destination in co-
operative networks with PSR-based EH over Nakagami-m/Rayleigh channels. The exact-form
expressions of the OP and ergodic capacity (EC) is derived using the proposed probabilistic mod-
els for wireless channels. Finally, we conduct Monte Carlo simulations to verify the performance
analysis of the proposed system.

5.3.2.2 System Model

Figure 5.25: System model.

We consider a PSR-based EH relay network for IoT applications with one source node S, one
AF relay nodes R, and K destination (user) nodes Di, i = 1, 2, ...,K, as shown in Fig. 5.25 [76],
[86]. These destinations represents for multiple sensors to collect the same data to enhance the
reliability of the network. In this system model, S, R, and Di are working in a HD mode with
one antenna. The channel gain between node S and the relay R (hSR) is a Nakagami-m fading
channel, while the one between the relay R and the destinations, hRDi , i = 1, ...,K is a Rayleigh
fading channel. In this model, the direct link between S and D nodes is too weak without the
help of a relay. The EH and information transfer follows the PSR protocol as in Fig. 2.6a.

In the first transmission phase, the received signal at R can be formulated by

yr = 1√︂
dθSR

√︂
(1 − ρ)hSRxs + nr (5.115)

65



In this equation, hSR is S to R channel gain, dSR is the distance between S and R, and θ

denotes the path loss exponent. Here, xs is the transmitted signal at S, nr is the AWGN with
variance N0, and 0 < ρ < 1 is the PS ratio at the relay R. Moreover, E

{︂
|xs|2

}︂
= Ps, where Ps

is the average transmit power at S.
As analyzed in Section 4.2, the transmit power by the relay, which is provided by EH from

S, can be found as

Pr = Eh
dθSR(T/2)

= ηρPs|hSR|2(T/2)
dθSR(T/2)

= ηρPs|hSR|2

dθSR
(5.116)

In the second time slot T/2, R retransmits the information from S to Di. The received signal
at the ith destination during the second phase can be expressed as

ydi = 1√︂
dθi

hRDixr + ndi (5.117)

where i ∈ (1, 2, ...,K), hRDi is the R to the Di channel gain, di is R-to-D distance, ndi is the
zero-mean AWGN with variance N0, and E

{︂
|xr|2

}︂
= Pr. Here, the AF protocol is considered,

and the amplifying factor can be given by

β = xr
yr

=
⌜⃓⃓⎷ Pr

(1−ρ)Ps|hSR|2
dθSR

+N0
(5.118)

From (5.115), (5.117) and (5.118), the received signal can be rewritten as

ydi = hRDiβ√︂
dθRDi

⎡⎣√︁(1 − ρ)hSRxs√︂
dθSR

+ nr

⎤⎦+ ndi =
√︁

(1 − ρ)hSRxshRDiβ√︂
dθi

√︂
dθSR⏞ ⏟⏟ ⏞

signal

+ hRDiβnr√︂
dθi

+ ndi⏞ ⏟⏟ ⏞
noise

(5.119)

Therefore, the overall signal to noise ratio (SNR) from S to D can be given by

SNR =
E
{︂

|signal|2
}︂

E
{︂

|noise|2
}︂ =

(1−ρ)PS |hSR|2|hRDi |
2
β2

dθi d
θ
SR

|hRDi |
2
β2N0

dθi
+N0

= (1 − ρ)PS |hSR|2|hRDi |
2

|hRDi |
2dθSRN0 + N0dθi d

θ
SR

β2

(5.120)

After doing some algebra, using (5.116) and the fact that N0 << PR, and denoting γ1 =
|hSR|2, γi = |hRDi |

2, (5.120) can be rewritten as

SNR = (1 − ρ)PsPr|hSR|2|hRDi |
2

|hRDi |
2dθSRPrN0 + (1 − ρ)Ps|hSR|2N0dθi

= ηρ(1 − ρ)ψ|hSR|2|hRDi |
2

ηρ|hRDi |
2dθSR + (1 − ρ)dθi

(5.121)

where ψ = Ps/N0.
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5.3.2.3 Performance Analysis
The closed-form expressions of OP and EC of this system model are derived in this section. At
first, I determine the PDF and CDF of RVs |hSR|2, |hRDi |

2. As shown in [117] and using [72,
Eq. 8.353.4], the PDF and CDF of RV γ1 can be calculated by

f|hSR|2(x) = x
m|hSR|2 −1

(m|hSR|2 − 1)!(Ω|hSR|2)
m|hSR|2

exp(− x

Ω|hSR|2
) (5.122)

F|hSR|2(x) = 1 − exp(− x

Ω|hSR|2
)
m|hSR|2 −1∑︂

t=0

xt

t!(Ω|hSR|2)t
(5.123)

where Ω|hSR|2 = λSR
m|hSR|2

; m|hSR|2 is the Nakagami-m parameter and note that the case of

m|hSR|2 = 1 corresponds to Rayleigh fading; λSR = E{|hSR|2}
dθSR

is the mean of RV |hSR|2. Fur-

thermore, we have the PDF and CDF of RV |hRDi |
2 as shown in [6] as

f|hRDi |
2(x) = 1

λRDi
e−x/λRDi (5.124)

F|hRDi |
2(x) = 1 − e−x/λRDi (5.125)

where λRDi =
E

{︂
|hRDi |

2
}︂

dθi
is the mean of RV |hRDi |

2.
In this system model, the best selection user USq is selected if and only if

⃓⃓
hRDq

⃓⃓2 = max
i=1,2,...,K

(|hRDi |
2) (5.126)

For simplicity, from now on we denote hRD = hRDq . According to [118], the CDF and PDF
of |hRD|2 can be given respectively by

F|hRD|2(y) =
K∑︂
p=0

(−1)p
(︄
K

p

)︄
e−py/λRD , (5.127)

f|hRD|2(y) = 1
λRD

K−1∑︂
p=0

(−1)p
(︄
K − 1
p

)︄
Ke−(p+1)y/λRD (5.128)

where λRD is the mean of RV |hRD|2.
Now, we can state the following theorem on the closed-form of OP.

Theorem 5.9 (OP—Closed Form) The closed-form expression of the OP of the proposed
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model system can be formulated as

Pout = 1 − 2 exp
[︄
− zdθSR

Ω|hSR|2(1 − ρ)ψ

]︄mγ1 −1∑︂
t=0

t∑︂
n=0

K−1∑︂
p=0

(−1)pK
(︁K−1

p

)︁
z
n+t+1

2 (λRD)
n−t−1

2

(t− n)!n!
(︂
Ω|hSR|2ψ

)︂n+t+1
2 (p+ 1)

n−t+1
2

×
(︄
dθi
ηρ

)︄ t−n+1
2
[︄

dθSR
(1 − ρ)

]︄n
Kn−t+1

⎛⎝2

⌜⃓⃓⎷ zdθi (p+ 1)
Ω|hSR|2ηρψλRD

⎞⎠ (5.129)

Proof OP can be calculated as

Pout = Pr (SNR < z) = Pr
(︄
ηρ(1 − ρ)ψ|hSR|2|hRD|2

ηρ|hRD|2dθSR + (1 − ρ)dmi
< z

)︄
= Pr

{︂
ηρ(1 − ρ)ψ|hSR|2|hRD|2 < zηρ|hRD|2dθSR + z(1 − ρ)dθi

}︂
= Pr

[︄
|hSR|2 < zηρ|hRD|2dθSR + z(1 − ρ)dθi

ηρ(1 − ρ)ψ|hRD|2

]︄
= Pr

[︄
|hSR|2 < zdθi

ηρψ|hRD|2
+ zdθSR

(1 − ρ)ψ

]︄

=
∞∫︂

0

F|hSR|2

(︄
zdθi
ηρψy

+ zdθSR
(1 − ρ)ψ

)︄
f|hRD|2(y)dy (5.130)

where z = 22R − 1 is the SNR threshold, and R is the source data rate.
From Equations (5.123) and (5.129), we can rewrite (5.130) as

Pout = 1 −
∞∫︂

0

exp

⎡⎢⎣−
zdθi
ηρψy + zdθSR

(1−ρ)ψ
Ω|hSR|2

⎤⎥⎦mγ1 −1∑︂
t=0

[︃
zdθi
ηρψy + zdθSR

(1−ρ)ψ

]︃t
t!
(︂
Ω|hSR|2

)︂t 1
λq

K−1∑︂
p=0

(−1)p
(︄
K − 1
p

)︄
Ke

−(p+1)y
λq dy

= 1 − e

−zdθ
SR

Ω|hSR|2 (1−ρ)ψ

λRD

∞∫︂
0

mγ1 −1∑︂
t=0

[︃
zdθi
ηρψy + zdθSR

(1−ρ)ψ

]︃t
t!
(︂
Ω|hSR|2

)︂t e

zdθ
i

Ω|hSR|2ηρψy
K−1∑︂
p=0

(−1)p
(︄
K − 1
p

)︄
Ke

−(p+1)y
λRD dy

(5.131)
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Now by applying (x+ y)m =
m∑︁
n=0

(︁m
n

)︁
xm−nyn, the OP in (5.131) can be found as

Pout = 1 − e

−zdθ
SR

Ω|hSR|2 (1−ρ)ψ

λRD

∞∫︂
0

mγ1 −1∑︂
t=0

t∑︂
n=0

(︄
t

n

)︄
zt

t!
(︂
Ω|hSR|2

)︂t
(︄

dθi
ηρψy

)︄t−n[︄
dθSR

(1 − ρ)ψ

]︄n
e

−zdθ
i

Ω|hSR|2ηρψy

×
K−1∑︂
p=0

(−1)p
(︄
K − 1
p

)︄
Ke

−(p+1)y
λRD dy

= 1 − e

−zdθ
SR

Ω|hSR|2 (1−ρ)ψ

λRD

mγ1 −1∑︂
t=0

t∑︂
n=0

K−1∑︂
p=0

(−1)pK
(︁K−1

p

)︁
zt

(t− n)!n!
(︂
Ω|hSR|2

)︂t
ψt

(︄
dθi
ηρ

)︄t−n[︄
dθSR

(1 − ρ)

]︄n

×
∞∫︂

0

yn−te
−zdθ

i
Ωγ1ηρψy e

−(p+1)
λRD dy (5.132)

By using [72, pp. 3.471, 9] and (5.132), we obtain the OP as in (5.129).

In this part, we will find the PS factor to maximize capacity. The overall capacity from
source to destination is given by

Cs,d = 1
2log2(1 + SNR) = 1

2log2

[︄
1 + ηρ(1 − ρ)ψ|hSR|2|hRD|2

ηρ|hRD|2dθSR + (1 − ρ)dθi

]︄
(5.133)

Therefore, to maximize capacity, we need to maximize SNR. From (5.121), SNR is a concave
function of ρ.

Theorem 5.10 (EC closed-form) a. The optimal ρ that maximize the SNR can be given as

ρ∗ = 1

1 + |hRD|
√︃

ηdθSR
dθi

(5.134)

b. The closed-form expression of the EC of the proposed system in optimal condition can be
expressed as

CAF = 1
ln 2

Np∑︂
v=1

ωv
1 − FSNRmax(xv)

1 + xv
(5.135)

where xv = tan
(︂
π
4 cos

[︂
2v−1
2Np π

]︂
+ π

4

)︂
, and ωv =

π2 sin
(︂

2v−1
2Np

π

)︂
4Npcos2

(︂
π
4 cos

[︂
2v−1
2Np

π

]︂
+π

4

)︂ and
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FSNRmax(z) = 1 − 2e
−

zdθ
SR

Ω|hSR|2ψ

×
m|hSR|2 −1∑︂

t=0

2t∑︂
n=0

K−1∑︂
p=0

∞∑︂
q=0

(−1)p
(︁K−1

p

)︁
K(−2)q (2t)!

(︂
dθSR

)︂ q+n
2
(︂
dθi

)︂ q−n−2t+2
4

n!t!(2t− n)!q!η
2t−n+q+2

4 (p+ 1)
n−2t−q+2

4 (λRD)
2t−n+q+2

4

×
(︄

z

Ω|hSR|2ψ

)︄n+2t+3q+2
4

Kn−2t−q+2
2

⎛⎝2

⌜⃓⃓⎷ zdθi (p+ 1)
Ω|hSR|2ηψλRD

⎞⎠ , (5.136)

Proof a. It is easy to observe that ∂2SNR
∂ρ2 is negative for 0 < ρ < 1. Hence, SNR is a concave

function of ρ(0 < ρ < 1). We can find the value of ρ that maximizes SNR by differentiating the
SNR with respect to ρ, and then equate it to zero. After some algebraic calculations, we have
two possible solutions for ρ∗: ρ∗ = 1

1+|hRD|

√︃
ηdθ
SR
dθ
i

or ρ∗ = 1

1−|hRD|

√︃
ηdθ
SR
dθ
i

.

Since ρ∗ = 1

1−|hRD|

√︃
ηdθ
SR
dθ
i

results in a value of ρ∗ > 1 or ρ∗ < 0, we choose ρ∗ = 1

1+|hRD|

√︃
ηdm
SR
dm
i

as the solution. By substituting this into (5.121), SNRmax can be obtained as

SNRmax = ηψ|hSR|2|hRD|2(︃
1 + |hRD|

√︃
ηdθSR
dθi

)︃2
dθi

. (5.137)

The CDF of SNRmax can be derived as

FSNRmax(z) = Pr (SNRmax < z) = Pr

⎡⎢⎢⎢⎣ ηψ|hSR|2|hRD|2(︃
1 + |hRD|

√︃
ηdθSR
dθi

)︃2
dθi

< z

⎤⎥⎥⎥⎦

= Pr

⎡⎢⎢⎢⎣|hSR|2 <

(︃
1 + |hRD|

√︃
ηdθSR
dθi

)︃2
zdθi

ηψ|hRD|2

⎤⎥⎥⎥⎦ =
∞∫︂

0

F|hSR|2

⎛⎜⎜⎜⎝
(︃

1 +
√︃

ηydθSR
dθi

)︃2
zdθi

ηψy

⎞⎟⎟⎟⎠ f|hRD|2 (y) dy

= 1 − 1
λRD

∞∫︂
0

e

−

(︃
1+

√︃
ηydθ

SR
dθ
i

)︃2

zdm
i

Ω|hSR|2ηψy
m|hSR|2 −1∑︂

t=0

1

t!
(︂
Ω|hSR|2

)︂t
⎡⎢⎢⎢⎣
(︃

1 +
√︃

ηydθSR
dθi

)︃2
zdθi

ηψy

⎤⎥⎥⎥⎦
t

×
K−1∑︂
p=0

(−1)p
(︄
K − 1
p

)︄
Ke

−(p+1)y
λRD dy (5.138)
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In Equation (5.138), we consider

A = e

−

(︃
1+

√︃
ηydθ

SR
dθ
i

)︃2

zdθ
i

Ω|hSR|2ηψy = e

−zdθ
i

+2z
√
ηydθ

SR
dθ
i

+zyηdθ
SR

Ω|hSR|2ηψy = e

−zdθ
i

Ω|hSR|2ηψy e

−2z
√
dθ
SR

dθ
i

Ω|hSR|2ψ
√
ηy

e

−zdθ
SR

Ω|hSR|2ψ (5.139)

We then apply a Taylor series as follows:

e

−2z
√
dθ
SR

dθ
i

Ω|hSR|2ψ
√
ηy

=
∞∑︂
q=0

(︃
− 2z

√
dθSRd

θ
i

Ω|hSR|2ψ
√
ηy

)︃q
q! =

∞∑︂
q=0

(−1)q
(︃

2z
√
dθSRd

θ
i

Ω|hSR|2ψ
√
η

)︃q
q! y−q/2 (5.140)

Then, (5.139) can be rewritten as

A =
∞∑︂
q=0

(−1)q
(︃

2z
√
dθSRd

θ
i

Ω|hSR|2ψ
√
η

)︃q
q! y−q/2e

−zdθ
SR

Ω|hSR|2ψ e

−zdθ
i

Ω|hSR|2ηψy (5.141)

By substituting (5.141) into (5.138) and using the formula (x+ y)m =
m∑︁
n=0

(︁m
n

)︁
xm−nyn, we

get

FSNRmax(z) = 1 − 1
λRD

∞∫︂
0

∞∑︂
q=0

(−1)q
(︃

2z
√
dθSRd

θ
i

Ω|hSR|2ψ
√
η

)︃q
q! y−q/2e

−zdθ
SR

Ω|hSR|2ψ e

−zdθ
i

Ω|hSR|2ηψy

×
m|hSR|2 −1∑︂

t=0

(︂
zdθi

)︂t
t!
(︂
Ω|hSR|2ηψy

)︂t 2t∑︂
n=0

(︄
2t
n

)︄[︄√︄
ηydθSR
dθi

]︄n K−1∑︂
p=0

(−1)p
(︄
K − 1
p

)︄
Ke

−(p+1)y
λRD dy

= 1 − 1
λRD

m|hSR|2 −1∑︂
t=0

2t∑︂
n=0

K−1∑︂
p=0

∞∑︂
q=0

∞∫︂
0

e

−zdθ
SR

Ω|hSR|2ψ e

−zdθ
i

Ω|hSR|2ηψy

×
(−2)q (2t)!(z)t+qy

n−2t−q
2

(︂
dθSR

)︂ q
2
(︂
dθi

)︂ q
2

n!t!(2t− n)!q!
(︂
Ω|hSR|2ψ

)︂t+q
ηt+q/2

(︄
ηdθSR
dθi

)︄n
2

(−1)p
(︄
K − 1
p

)︄
Ke

−(p+1)y
λRD dy

= 1 − e
−

zdθ
SR

Ω|hSR|2ψ

λRD

m|hSR|2 −1∑︂
t=0

2t∑︂
n=0

K−1∑︂
p=0

∞∑︂
q=0

(−1)p
(︁K−1

p

)︁
K(−2)q (2t)!(z)t+q

(︂
dθSR

)︂ q+n
2
(︂
dθi

)︂ q−n
2

n!t!(2t− n)!q!
(︂
Ω|hSR|2ψ

)︂t+q
ηt+q/2−n/2

×
∞∫︂

0

y
n−2t−q

2 e

−zdθ
i

Ω|hSR|2ηψy e
−(p+1)y
λRD dy (5.142)
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Table 5.4: Simulation parameters.

Symbol Name Value
η EH efficiency 0.8
λSR Mean of |hSR|2 0.5
λRD Mean of |hRD|2 0.5
mγ1 Nakagami m-factor 3
z SNR threshold 1

PS/N0 Source power to noise ratio 0-20dB
R Source rate 0.5 bit/s/Hz
K Number of sources 1-6
θ Pathloss exponent 3

dSR = di the distance of S-R link and R-D link, respectively 0.85

By using equation [3.471.9] in [72], (5.142) can be rewritten as

FSNRmax(z) = 1 − 2e
−

zdθ
SR

Ω|hSR|2ψ

λRD

m|hSR|2 −1∑︂
t=0

2t∑︂
n=0

K−1∑︂
p=0

∞∑︂
q=0

(−1)p
(︁K−1

p

)︁
K(−2)q (2t)!(z)t+q

(︂
dθSR

)︂ q+n
2
(︂
dθi

)︂ q−n
2

n!t!(2t− n)!q!
(︂
Ω|hSR|2ψ

)︂t+q
ηt+q/2−n/2

×
[︄

zdθiλRD
(p+ 1)Ω|hSR|2ηψ

]︄n−2t−q+2
4

Kn−2t−q+2
2

⎛⎝2

⌜⃓⃓⎷ zdθi (p+ 1)
Ω|hSR|2ηψλRD

⎞⎠ . (5.143)

By doing some simplifications, we get (5.136). Now, the ergodic capacity can be found by

CAF =
∞∫︂

0

fSNRmax(z)logz(1 + z)dz = 1
ln 2

∞∫︂
0

1 − FSNRmax(z)
1 + z

dz (5.144)

We can observe that the involving integral in Equation (5.144) is difficult to solve in a closed
form. However, by changing the variable z = tanϕ in the integration (5.144), we have:

CAF = 1
ln 2

∞∫︂
0

1 − FSNRmax(z)
1 + z

dz = 1
ln 2

π/2∫︂
0

1 − FSNRmax(tanϕ)
1 + tanϕ sec2ϕdϕ (5.145)

We can then apply an efficient NP-point Gauss–Chebyschev quadrature (GCQ) formula [119,
Eq. (25.4.39)] from [84] to numerically derive (5.135).

5.3.2.4 Numerical Results and Discussion
Like in previous studies [73], [120], I conduct Monte Carlo simulations to verify analytical
expressions of the OP and EC of the proposed system in the above section. In addition, we
investigated the effect of the primary system parameter on the system performance in terms of
OP and EC. All other simulation parameters are listed in Table 5.4.
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(a) Outage probability (b) Ergodic capacity

Figure 5.26: OP and ergodic capacity of the proposed multi-destination PSR-based EH versus
Ps/N0 while K = 2.

(a) Outage probability (b) Ergodic capacity

Figure 5.27: OP and ergodic capacity of the proposed multi-destination PSR-based EH versus
Ps/N0 while ρ = 0.5.

Fig. 5.26 illustrates the influence of Ps/N0 on the OP and EC of the proposed system. The
main parameters in this figure are as follows: K = 2, R = 0.5, and ρ = 0.2 and 0.6. In this figure,
the OP of the cases ρ = 0.2 and 0.6 and the maximum capacity are provided for comparison.
We can observe that OP decreases and EC increases as ρ varies from 0.2 and 0.6. When Ps/N0

increases from 0 to 20 dB, OP decreases and EC significantly increases. Furthermore, the higher
the value of ρ is, the faster the OP decreases and the EC increases. In addition, we can see that
the OP and EC in the maximum capacity case is better than other cases, i.e. with other values
of ρ. This can be explained by looking at the mathematical analysis in (5.129) and (5.135).

Fig. 5.27 depicts the effect of Ps/N0 on the OP and the EC for different values of K. I set
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(a) Outage probability with ρ = 0.2 and K = 2 (b) Ergodic capacity with ρ = 0.4 and K = 3

Figure 5.28: OP and ergodic capacity of the proposed multi-destination PSR-based EH versus
Ps/N0 with different channel environments.

(a) Outage probability (b) Ergodic capacity

Figure 5.29: OP and ergodic capacity of the proposed multi-destination PSR-based EH versus
number of users.

R = 0.5 bps, ρ = 0.5, and K = 1, 3, and 6. From Fig. 5.27a, the OP decreases when Ps/N0

increases from 0 to 20 dB, and OP decreases faster with a higher K. On the other hand, the EC
increases significantly when Ps/N0 rises from 0 to 20 dB. Furthermore, the EC is higher with
higher value of K.

Moreover, Fig. 5.28 displays the influence of the ratio Ps/N0 on the OP and the EC of the
model system for different channel conditions. Here, the cases Ray-Ray, Naka-Ray in the non-
maximize and maximize modes are compared with each other in the same system condition. In
particular, I let the ratio Ps/N0 vary from 0 to 20 dB, and set ρ = 0.2, K = 2 in Fig 5.28a and
ρ = 0.4, K = 3 in Fig 5.28b, respectively. Fig. 5.28a shows that OP decreases faster in the
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Naka-Ray case with maximum capacity than in other cases. Similarly, EC increases faster in the
Ray-Ray case with non-maximum capacity than in other cases in Fig. 5.28b. Here, we can see
that the system performance in the maximum capacity case is better than in the non-maximum
capacity case.

The OP and EC of the proposed system with respect to the number of users are presented
in Fig. 5.29. Again, OP decreases and EC increases as the number of users varies from 0 to 10,
and get better values in the maximum capacity case. Finally, it is observed that in all above
figures, simulation and analytical results match well with each other.

5.3.3 Summary

This section extends the study of EH in wireless cooperative networks to the case of multiple
relays or multiple destinations. I propose a best relay selection method for EH-based AF relaying
WSN and a user selection protocol for PSR-based EH over Nakagami-m and Rayleigh channels.
In both models, the analytical closed-form expressions for the OP, throughput, and EC are
derived. In the second model, the performance analysis is also applied for both fixed PS ratio
and adaptive (optimal) PS ratio. Finally, Monte Carlo simulations confoirms the correctness of
analytical expressions.

5.4 Hybrid TSR and PSR Protocol for RF Energy Harvesting in Alternate-
Relay Network over Rician Fading Channels

All of the works mentioned above use either TSR or PSR EH protocol, each of which has its own
advantages. In this section, I investigate a hybrid TSR–PSR alternative EH that can exploit the
benefits from both conventional protocols. For this analysis, the AF mode and Rician fading
channels are selected. [HDH12].

5.4.1 Introduction

Currently, EH from green environmental sources and the conversion of this energy into the
electrical energy used to supply communication network devices is considered to be a leading
research direction. In the series of primary environmentally green energy sources, such as solar,
wind, geothermal, and mechanical energy, RF signals can be considered as a prospective en-
ergy source in the future. The research direction of RF-powered mobile networks has received
significant attention during the last decade in wireless sensor networks (WSNs) and cooper-
ative communication systems from both academia and industry [121], [122]. In cooperative
networks, references [123] developed two new EH-based relaying protocols based on the receiver
structures at R, termed time-switching-based receiver (TSR) and power-splitting-based receiver
(PSR). From [124], the TSR and PSR protocols have some drawbacks; for instance, TSR loses
information in the switching process to the harvesting mode, and PSR has a low coverage area.
Furthermore, PSR requires a complicated hardware structure to make sure that a proper portion
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of energy from the source signal is extracted for EH. In contrast, TSR can simplify the hardware
at the expense of the throughput or achievable rate of the system. Based on the fact that both
TSR and PSR protocols have their drawbacks, a method to combine these two protocols to get
the best out of them should be considered. This solution is obtained in this paper by using an
adaptive relaying protocol [125], [126]. From the other point of view, Tran et al. [127] proposed
a general hybrid TSR-PSR protocol and provided its performance analysis. However, they just
consider a simple network model.

The main objective of this section is to propose and investigate the performance (in terms of
the OP and SER) alternative hybrid TSR–PSR EH relaying networks over Rician fading chan-
nels. In this model, two relays R1 and R2 are alternatively used for EH and data transmission
process from S to D. In the first step, the exact and asymptotic expressions of the OP and SER
are derived. Then, the influence of all system parameters on the system performance is inves-
tigated, and the Monte Carlo simulation verifies all results. Finally, the system performance of
TSR–PSR, TSR, and PSR cases are compared in connection with all system parameters.

5.4.2 System Model

Figure 5.30: The system model. The green, red and black lines represent the first-hop and
second-hop transmissions, respectively. The green and dashed back lines represent data trans-
mission (DT) and EH, respectively. (a) R1: DT and R2: EH; (b) R2: DT and R1: EH.

Fig. 5.30 describes my considered network model, which consists of one source node S, one
destination node D, and two alternative relays R1 and R2. Each device works with a single
antenna and in a HD mode, and there is no direct link between S and D. In this model, S,
and D have their own stable power supplies, while R1 and R2 operate by RF harvested energy
and alternately forward source signal to destination following AF relaying strategy. We denote
that h1 and h2 are the fading channel gains from the source to relays, g1 and g2 are the fading
channel gain from the relays R1 and R2 to the destination D, and h12 and h21 are the channel
gains between R1 and R2, respectively.
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Figure 5.31: The information transmission and EH process.

Moreover, Fig. 5.31 shows the division of the transmission time. In the first interval time
αT with 0 ≤ α ≤ 1, S transfers energy by signal to R1 and R2. After that, S simultaneously
transfers energy (with power ρPs) and information (with power (1 − ρ)Ps) to R1 in the next
interval of length (1 −α)T/2. In the same interval time, R2 harvests energy from S. In the final
interval of length (1−α)T/2, R1 transfers information to D and R2 harvests energy from R1 [6],
[73], [111], [124]. For the next transmission block, the roles of R1 and R2 are reversed. Thus,
R1 and R2 will alternately forward source data in every transmission block. Please note that R1

and R2 always harvest energy from the received RF signals in all of the first transmission blocks.
Compared with TSR or PSR single-relay system, more energy can be harvested by relays in our
protocol [73], [124], [128].

5.4.3 System Performance

In this part, we analyze and investigate the EH and data transmission processes in the two relays
in the hybrid TSR–PSR protocol. In the system model, the inter-relay channel is assumed to
be symmetric, i.e., h12 = h21. Rician block fading is assumed, so all the channels are circularly-
symmetric jointly-Gaussian complex RVs, i.e. hi ≈ CN (0, 1), gi ∼ CN (0, 1) and h12 ∼ CN (0, 1),
where i ∈ {1, 2}. In the hybrid TSR–PSR alternative relaying, the source provides an energy
signal to both R1 and R2 in αT and (1 − α)T/2 blocks. In the (1 − α)T/2 block, R1 allocates
0 ≤ ρ < 1 (ρ is the PS factor) as part of the received source signal for the EH (EH). Therefore,
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the total harvested energy at R1 and R2 can be given by

Er1a = Er2a = ηαTPs + ηρ(1 − α)TPs
2 , (5.146)

where E
{︂

|hi|2
}︂

= 1, 0 < η < 1, 0 < ρ < 1 and 0 ≤ α < 1 are the energy conversion efficiency,
power-splitting factor, and time-switching factor, respectively. In this model, small-scale channel
fading is omitted.

When S sends data to R1, after splitting a portion ρ of the received signal for EH, the
remaining signa at R1 can be obtained as

yr1 =
√︁

1 − ρh1xs + nr1 (5.147)

where nr1 is the zero-mean AWGN with variance N0 at R1, and E
{︂

|xs|2
}︂

= Ps.
Then, R1 amplifies and forwards the signal to D in the next stage. The transmitted signal

from R1 can be expressed as xr1 = βyr1, where β is the amplifying factor, which is determined
as

β =
√
Pr1√︂

(1 − ρ)Ps|h1|2 +N0

. (5.148)

Then, the received signal at D can be formulated as

y1d = g1xr1 + n1d = βg1
[︂√︁

1 − ρh1xs + nr1
]︂

+ n1d = βg1
√︁

1 − ρh1xs⏞ ⏟⏟ ⏞
signal

+βg1nr1 + n1d⏞ ⏟⏟ ⏞
noise

(5.149)

where n1d is the AWGN with variance N0 at D, E{|xr1|2} = Pr1, and Pr1 is the average transmit
power of R1.

In this case, when R1 performs the delay-tolerant (DT) transmission mode, the end to end
signal to noise ratio (SNR) at D can be calculated as

γe2e1 = E{|signal|2}
E{|noise|2}

= β2|g1|2|h1|2Ps(1 − ρ)
β2|g1|2N0 +N0

≈ (1 − ρ)PsPr1|h1|2|g1|2

|g1|2N0 + (1 − ρ)Ps|h1|2N0
(5.150)

where the last approximation is obtained by using (5.148) and the fact that N0 << Pr.
In this tranmission block, R2 can harvest energy from S in αT + (1 − α)T/2 blocks, i.e.,

T
2 (1 + α) blocks, and R2 can also harvest energy from R1 in (1 − α)T/2 blocks. Therefore, the
total harvested energy at R2 when R1 joins in the data transmission (DT) can be calculated by

Er2b = η(1 + α)TPs
2 + η(1 − α)TPr1

2 (5.151)
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Similar to R2, the total harvested energy at R1 when R2 joins in the DT can be obtained as

Er1b = η(1 + α)TPs
2 + η(1 − α)TPr2

2 (5.152)

where Pr2 is the average transmit power of R2.
From the EH process at R1 in the previous transmission block and current transmmission

block, the total harvested energy of R1 for DT can be obtained as

Er1 = Er1a + Er1b = ηT [(3α− αρ+ 1)Ps + ρ+ (1 − α)Pr2]
2 (5.153)

Similarly, the total harvested energy of R2 also can be obtained as

Er2 = Er2a + Er2b = ηT [(3α− αρ+ 1)Ps + ρ+ (1 − α)Pr1]
2 (5.154)

From (5.153), (5.154) and using the law of energy conservation, the average transmitted
power of R1 and R2 can be calculated as

Pr1 = Er1
(1 − α)T/2 = η

[︃(3α− αρ+ 1)Ps + ρ

1 − α
+ Pr2

]︃
(5.155)

Pr2 = Er2
(1 − α)T/2 = η

[︃(3α− αρ+ 1)Ps + ρ

1 − α
+ Pr1

]︃
(5.156)

By substituting (5.156) into (5.155), we obtain:

Pr1 = ηΨ
1 − η

(5.157)

where we denote Ψ ≜ (3α−αρ+1)Ps+ρ
1−α . Finally, the SNR of the proposed system in (5.150) can

be rewritten as

γe2e1 = (1 − ρ)PsPr1|h1|2|g1|2

|g1|2N0 + (1 − ρ)Ps|h1|2N0
= (1 − ρ)PsPr1φ1φ2
φ2N0 + (1 − ρ)Psφ1N0

(5.158)

where φ1 = |h1|2, φ2 = |g1|2 and Pr1 is defined by (5.157).

5.4.3.1 Exact Outage Probability Analysis
The PDF of the RV φi (where i ∈ {1, 2}) as in [73] is given by

fφi(x) = a
∞∑︂
l=0

(bK)l

(l!)2 x
le−bx (5.159)
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where we denote φ1 = |h1|2, φ2 = |g1|2, a = (K+1)e−K

λi
, b = K+1

λi
, in which λi is the unit mean

value of RV φi where i = {1, 2}, respectively, because we consider the small-scale power fading
|h1|2, |g1|2 in the derivation. Therefore, a and b can be re-denoted as a = (K+1)e−K , b = K+1,
K is the Rician K-factor defined as the ratio of the power of the line-of-sight (LOS) component
to the scattered components.

The CDF of RV φi, where i ∈ {1, 2}, can be computed as [125]

Fφi(ς) =
ς∫︂

0

fφi(x)dx = 1 − a

b

∞∑︂
l=0

l∑︂
n=0

K lbn

l!n! ς
ne−bς = 1 −

∞∑︂
l=0

l∑︂
n=0

K lbne−K

l!n! ςne−bς (5.160)

Theorem 5.11 (Exact Outage Probability) The expression of the exact OP of the proposed
alternative hybrid TPSR EH relay network can be formulated by

P 1
out = 1 −

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

n+m∑︂
k=0

(︄
n+m

k

)︄
2ae−Ke

−bγthN0
Pr1Ps(1−ρ) e

−bγthN0
Pr1 K l+mbn+m(γthN0)n+m+1

l!(m!)2n!Pr1n+m+1[Ps(1 − ρ)]
2n+m−k+1

2

×Km−k+1

(︄
2bγthN0

Pr1
√︁
Ps(1 − ρ)

)︄
(5.161)

where Kv(·) is the modified Bessel function of the second kind and vth order.

Proof The OP of the model system can be calculated as

P 1
out = Pr (γe2e1 < γth) = Pr

[︃ (1 − ρ)PsPr1φ1φ2
φ2N0 + (1 − ρ)Psφ1N0

< γth

]︃
= Pr [(1 − ρ)Psφ1 (Pr1φ2 − γthN0) < γthφ2N0]

= Pr
{︃
φ1 <

γthφ2N0
Ps(1 − ρ) [Pr1φ2 − γthN0] , φ2 >

γthN0
Pr1

}︃
+ Pr

(︃
φ2 ≤ γthN0

Pr1

)︃

=

γthN0
Pr1∫︂
0

fφ2(φ2)dφ2 +
∞∫︂

γthN0
Pr1

Fφ1

{︃
γthφ2N0

Ps(1 − ρ) [Pr1φ2 − γthN0] |φ2

}︃
fφ2(φ2)dφ2 (5.162)

where γth = 22R − 1 is the SNR threshold and R is the source transmission rate.
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From (5.160), the OP can be rewritten as

P 1
out =

γthN0
Pr1∫︂
0

fφ2(φ2)dφ2

+
∞∫︂

γthN0
Pr1

{︄
1 −

∞∑︂
l=0

l∑︂
n=0

K lbne−K

l!n!

[︃
γthφ2N0

Ps(1 − ρ) (Pr1φ2 − γthN0)

]︃n
e

−bγthφ2N0
Ps(1−ρ)(Pr1φ2−γthN0)

}︄
fφ2(φ2)dφ2

(5.163)

Furthermore, by using (5.159), we obtain

P 1
out = 1 −

∞∫︂
γthN0
Pr1

{︄ ∞∑︂
l=0

l∑︂
n=0

K le−K

l!n!

[︃
bγthφ2N0

Ps(1 − ρ)(Pr1φ2 − γthN0)

]︃n
e

−bγthφ2N0
Ps(1−ρ)(Pr1φ2−γthN0)

}︄
fφ2(φ2)dφ2

= 1 −
∞∫︂

γthN0
Pr1

{︄ ∞∑︂
l=0

l∑︂
n=0

aK le−K

l!n!

[︃
bγthφ2N0

Ps(1 − ρ)(Pr1φ2 − γthN0)

]︃n
e

−bγthφ2N0
Ps(1−ρ)(Pr1φ2−γthN0)

}︄ ∞∑︂
m=0

(bKφ2)m

(m!)2 e−bφ2dφ2

= 1 − ae−K
∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

K l+mbn+m

l!(m!)2n!

∞∫︂
γthN0
Pr1

[︃
γthφ2N0

Ps(1 − ρ)(Pr1φ2 − γthN0)

]︃n
e

−bγthφ2N0
Ps(1−ρ)(Pr1φ2−γthN0) −bφ2φm2 dφ2

(5.164)

By changing a variable t = Pr1φ2 − γthN0 in to (5.164), we obtain

P 1
out = 1 − ae−K

Pr1

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

K l+mbn+m

l!(m!)2n!

×
∞∫︂

0

[︄
γth

t+γthN0
Pr1

N0

Ps(1 − ρ)t

]︄n
e

−bγth

[︂
t+γthN0
Pr1

]︂
N0

Ps(1−ρ)t

(︃
t+ γthN0

Pr1

)︃m
e

−b t+γthN0
Pr1 dt

= 1 − ae−Ke
−bγthN0
Pr1Ps(1−ρ) e

−bγthN0
Pr1

Pr1

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

K l+mbn+m (γthN0)n

l!(m!)2n!Pr1n+mPs
n(1 − ρ)n

×
∞∫︂

0

t−ne
−

bγ2
th
N2

0
Pr1Ps(1−ρ)t (t+ γthN0)n+me

− bt
Pr1 dt (5.165)
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Now, by applying (x+ y)n =
n∑︁
k=0

(︁n
k

)︁
xn−kyk to (5.165), the OP can be rewritten as

P 1
out = 1 − ae−Ke

−bγthN0
Pr1Ps(1−ρ) e

−bγthN0
Pr1

Pr1

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

n+m∑︂
k=0

(︄
n+m

k

)︄
K l+mbn+m (γthN0)n+k

l!(m!)2n!Pr1n+mPs
n(1 − ρ)n

×
∞∫︂

0

tm−ke
−bγ2

th
N2

0
Pr1Ps(1−ρ)t− bt

Pr1 dt. (5.166)

By apply [72, pp. 3.471, 9], we get (5.167) below. Then (5.161) follows directly.

P 1
out = 1 − 2ae−Ke

−bγthN0
Pr1Ps(1−ρ) e

−bγthN0
Pr1

Pr1

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

n+m∑︂
k=0

(︄
n+m

k

)︄
K l+mbn+m (γthN0)n+k

l!(m!)2n!Pr1n+mPs
n(1 − ρ)n

×
[︄

γ2
thN

2
0

Ps(1 − ρ)

]︄m−k+1
2

Km−k+1

(︄
2bγthN0

Pr1
√︁
Ps(1 − ρ)

)︄
. (5.167)

5.4.3.2 Asymptotic Outage Probability Analysis
From (5.158), at the high SNR regime, the end to end SNR can be approximated as

γ∞
γe2e1 = (1 − ρ)PsPr1φ1φ2

φ2N0 + (1 − ρ)Psφ1N0
≈ Pr1φ2

N0
(5.168)

Then, the asymptotic OP can be formulated as

P 1,∞
out = Pr

(︃
Pr1φ2
N0

< γth

)︃
= Pr

(︃
φ2 <

γthN0
Pr1

)︃
= 1 −

∞∑︂
l=0

l∑︂
n=0

K lbne−K

l!n!

(︃
γthN0
Pr1

)︃n
e

− bγthN0
Pr1

(5.169)

5.4.3.3 SER Analysis
In this part, we obtain new expressions for the SER at the destination, which is given in (5.18).
The CDF of γe2e1 is needed for analyzing the SER performance. In particular, (5.18) can be
rewritten using integration as

SER1 = ϕ
√
θ

2
√
π

∞∫︂
0

e−θx
√
x
Fγe2e1(x)dx (5.170)

Theorem 5.12 (Exact SER) The exact SER of the proposed TPSR-based EH AF HD relay
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network is calculated as

SER1 = ϕ

2 − ae−Kϕ
√
θ

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

n+m∑︂
k=0

(︄
n+m

k

)︄
4m−k+1K l+mbn+2m−k+1(N0)n+2m−k+2

l!(m!)2n!Pr1n+2m−k+2[Ps(1 − ρ)]
2n+3m−3k+3

2

× 1[︃
θ + 3bN0

Pr1
√
Ps(1−ρ)

+ bN0
Pr1

]︃n+2m−k+5/2

Γ
(︂
n+ 2m− k + 5

2

)︂
Γ
(︂
n+ k + 1

2

)︂
Γ (n+m+ 2)

× F

⎛⎜⎝n+ 2m− k + 5
2 ,m− k + 3

2;n+m+ 2;
θ − bN0

Pr1
√
Ps(1−ρ)

+ bN0
Pr1

θ + 3bN0
Pr1

√
Ps(1−ρ)

+ bN0
Pr1

⎞⎟⎠ (5.171)

where Γ (·) is the gamma function, and F (υ, β; γ; z) is a hypergeometric function.

Proof By substituting (5.159) into (5.178), we have:

SER1 = ϕ
√
θ

2
√
π

∞∫︂
0

e−θx
√
x
dx− ϕ

√
θ

2
√
π

∞∑︂
l=0

∞∑︂
m=0

l∑︂
n=0

n+m∑︂
k=0

(︄
n+m

k

)︄
2ae−KK l+mbn+m
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The first term of (5.172) can be calculated by using in [72, Eq. (3.361, 1)]
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√
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√
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√
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√
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√
π

√
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= ϕ

2 (5.173)

The second term of (5.172) can be calculated as
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By using (6.621.3) in [72], the integral in (5.174) can be calculated as
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where Γ (·) is the gamma function, and F (υ, β; γ; z) is a hypergeometric function. Then:
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By substituting (5.173) and (5.177) into (5.172), we complete the proof.

Theorem 5.13 (Asymptotic SER Analysis) The asymptotic SER of the proposed system
can be found as

SER∞
1 = ϕ

2 − e−Kϕ
√
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√
π
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(5.178)
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Table 5.5: Simulation parameters.

Symbol Value
0 < η ≤ 1 0.7

λ1 1
λ2 1

PS/N0 0-20dB
K 3
R 0.5 bps

Proof Using (5.169), we can rewrite SER at high SNR regime as
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By using the (3.381.4) in [72], the integral in (5.179) can be computed as
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. (5.180)

By substituting (5.180) into (5.179), we obtain the expected result.

5.4.4 Numerical Results and Discussion

For validation of the correctness of the derived OP and SER expressions, as well as investigation
of the effect of various parameters on the system performance, a set of Monte Carlo simulations
are conducted and presented in this section. For each simulation, we first provide the graphs of
the OP and SER obtained by the analytical formulas. Secondly, we plot the same OP and SER
curves that result from the Monte Carlo simulation. To do this, we generate 106 random samples
of each channel gain, which are Rician distributed. The analytical curve and the simulation curve
should match to verify the correctness of our analysis. All simulation parameters are listed in
Table 5.5.

The function of the OP with respect to K and R is presented in Fig. 5.32. In Fig. 5.32a, I
set PS/N0 = 10 dB, ρ = 0.5 and α = 0.5, and the OP decreases remarkably while K varies from
0 to 4. On another hand, the influence of R on the OP in three cases TSR, PSR, TSR–PSR, is
also investigated in Fig. 5.32b with PS/N0 = 15 dB, ρ = 0.7 and α = 0.3. The OP significantly
increases with R from 0 to 4.

Fig. 5.33 plots the analytical and simulation results of the system OP and SER with respect
to the ratio PS/N0. In Fig. 5.33a, both the exact and asymptotic OP in cases TSR, PSR, and
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(a) Versus fading parameter (b) Versus data transmission rate

Figure 5.32: OP of the proposed hybrid TPSR EH alternative-relay AF HD relay network versus
fading parameter K and data transmission rate R.

(a) Outage probability versus Ps/N0 in the cases TSR,
PSR, and TSR–PSR.

(b) SER versus Ps/N0 in the cases TSR, PSR, and
TSR–PSR.

Figure 5.33: OP and SER of the proposed hybrid TPSR EH alternative-relay AF HD relay
network versus Ps/N0.

TSR–PSR are illustrated. The main parameters are set as R = 0.5, ρ = 0.3 and α = 0.3.
From the results, the exact OP decreases and comes close to the asymptotic line when the ratio
PS/N0 increases from 0 to 20 dB. Furthermore, Fig. 5.33b, shows the comparison SER of three
cases TSR, PSR, and TSR–PSR versus PS/N0 with specific for the modulation type BPSK and
QPSK.

Fig. 5.34 Outage probability and SER numerical results. In Fig. 5.34a illustrates the nu-
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(a) Outage probability versus ρ and α. (b) The exact and asymptotic SER versus Ps/N0 in the
cases TSR–PSR.

Figure 5.34: Outage probability and SER numerical results.

merical and simulation results of the system OP concerning α and ρ with PS/N0 = 10 dB. It
is clearly shown that the OP increases with increasing α and ρ, and the minimum OP can be
obtained with α = 0 and ρ = 1. Furthermore, Fig. 5.34b the comparison of the exact and
asymptotic SER of TSR–PSR versus PS/N0 with specific for the modulation type BPSK and
QPSK.

We can see that the hybrid TPSR outperforms the other 2 protocols. Last but not least, the
results indicate that all the simulation and analytical values agree well with each other.

5.4.5 Conclusions

In this section, the hybrid TSR–PSR alternate EH relay network over AF-based Rician fading
channels is presented and investigated. The system model consists of one source, one destination
and two alternative relays for signal transmission from the source to the destination. We derive
the exact and asymptotic expressions of the OP and SER and investigate the influence of all
system parameters on the system performance using the Monte Carlo simulation. The research
results indicate that the alternative hybrid TSR–PSR has better performance in comparison
with the TSR and PSR cases. The research results can provide essential recommendations for
communication network research and practice directions.
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6 Design secrecy protocols at the physical layer and propose
methods of calculating and analyzing secrecy performance of
wireless networks

In this section, to fulfil the second aim of this dissertation, I propose two advanced model
for enhance the security at physical layer. In the first model, I design a novel harvest-to-jam
protocol to enhance the security and reliability of a multi-hop LEACH wireless sensor network.
This protocol can provide good security and reliability performance even with the presence of
hardware noise [HDH18]. For the second model, I design a protocol to improve the security of
the LEACH sensor networks by integrating multi-hop communications, jammer selection with
RF EH. [HDH02], [HDH19].

6.1 Harvest-to-Jam Protocol for Improving Security and Reliability of Multi-
hop LEACH Sensor Networks under Impact of Hardware Noises

In this section, I propose a protocol to enhance the security of multi-hop low-energy adaptive
clustering hierarchy (LEACH) networks. In the proposed protocol, a source sends its data to a
destination using multi-hop relaying method in presence of an eavesdropper. All of the nodes
including source, destination and relays are cluster heads (CHs), and the data transmission is
split into orthogonal time slots. To protect the data at each hop, harvest-to-jam and randomize-
and-forward methods are employed by CHs and cooperative jammers, respectively. Each jammer
which is randomly selected at each cluster harvests energy from the previous CHs to transmit
jamming signals to the eavesdropper. [HDH18].

6.1.1 Introduction

Due to the widely applications in different areas such as environment, agriculture, military,
healthcare, industry, and IoT, WSNs have been developed rapidly during last two decades [129].
The main components of WSNs are small energy-constrained sensor nodes that are installed
in the certain locations to sense data and information to send to the base station (sink) via
radio links. However, these tiny sizes of low-cost wireless sensor nodes are strongly affected to
the life-time of WSNs. Then, one of the most considerable challenges of WSNs is the strat-
egy to efficiently utilise the energy of those small electronic nodes to extend the life-time of
the systems. There are the number of solutions for this challenge proposed in [130] including
RF - EH, low-energy adaptive clustering hierarchy (LEACH) protocol, and multi-hop relaying
communications.

Due to the limited energy, prolonging the lifetime for WSNs has become a critical issue.
Recently, the RF-EH method [74], [131] has been gained much attention as a potential solution,
where sensor nodes can harvest energy from ambient RF signals for communication. In addition,
both data and energy can be supported for the RF-EH receivers at the same time and the same
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RF bands. In [131], [132], the authors proposed efficient RF-EH schemes in which power stations
are deployed in a certain area to simultaneously serve wireless devices.

For power consumption efficiency, the sensors can be divided into several groups of nodes
called clusters, using the LEACH protocol [133], [134]. Then, each cluster is led by a cluster head
(CH), which is also a sensor node that collects the data from all of other alive-nodes in the group
to send to neighbor CHs. Moreover, to improve the data rate, extend the network coverage,
and mitigate effect of fading environments, multi-hop relaying approach is often employed to
communicate between non-adjacent clusters. In [134], the source data is sent to the destination
via multi-hop approach, where intermediate nodes are also CHs. Different with [134], each
cluster in [135] selects the best receiver (a cluster node) to forward the data to next hop to
enhance the reliability of the data transmission. However, the implementation of the protocol
in [135] is complex due to requirement of high synchronization, perfect CSI estimation and high
power consumption for the relay selection process.

Due to the broadcast nature of wireless medium as well as the communication over multi-hop,
the source data can be overheard by eavesdroppers. Therefore, the security and privacy issues are
the considerable challenges in WSNs. Conventionally, the original information will be ciphered
by crypto codes before sending to the end users. This scheme coding is generally performed
in the high-layer in the communication systems. However, this is computational complexity in
coded and decoded algorithms, so it normally needs a large capacity of memories and storages,
which may not be suitable for sensor nodes. Recently, PLS has been widely developed to satisfy
the secrecy requirements and also to reduce the computation in wireless communication systems
[136]. In [137], the transmitters adjust their transmit power so that the active eavesdroppers
cannot successfully receive the data at each hop. Then, efficient path-selection methods are
proposed to improve the end-to-end performance, in terms of OP. Reference [131] proposed
a joint transmit and receive diversity method, i.e., transmit antenna selection (TAS)/selection
combining (SC) to enhance quality of the data channels in cognitive WSNs under joint constraint
of co-channel interference and hardware impairments. In [135], the authors analyzed the trade-
off between OP and IP in cluster-based multi-hop cognitive radio networks with relay selection
at each hop.

To further enhance secrecy performance, cooperative jamming technique can be used effi-
ciently, where friendly jammers are employed to only generate artificial noises on the eavesdrop-
pers [138], [139]. For the authorized receivers, they can cooperate with the jammers to remove
the interference from the received signals. The authors of [138], [139] proposed joint relay and
jammer selection methods to obtain the best secrecy performance for dual-hop relaying net-
works. Furthermore, the jammers in [139] can harvest energy from the RF signals of the source
to transmit the jamming signals.

In this section, we propose a secured communication protocol in multi-hop LEACH networks
using the harvest-to-jam method at each hop to protect the data under the presence of an
eavesdropper. Different with [134], the jammer in the proposed protocol harvests energy from the
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Figure 6.1: System model of the proposed protocol.

RF signals of the previous CH for the jamming process. For performance evaluation, we derive
exact and asymptotic closed-form expressions of the end-to-end OP and IP over Rayleigh fading
channel and in presence of hardware imperfection. We then perform Monte Carlo simulations to
verify the theoretical results. The results presented the trade-off between OP and IP, which can
be improved by carefully designing the system parameters such as the number of hops, hardware
impairment levels and fraction of time used for the EH phase.

6.1.2 System Model

Fig. 6.1 presents the system model of the proposed protocol, where the source node (CH of
cluster 0) wants to transmit its data to the destination node (CH of cluster M) via the multi-hop
LEACH approach with the assistance of multiple relays (CHs of intermediate clusters denoted by
Cluster 1, Cluster 2,..., Cluster (M -1). In this network, the eavesdropper E attempts to illegally
receive the data over all of the hops. Hence, the CHs must cooperate together to confuse the
eavesdropper by generating random codebooks so that the eavesdropper cannot combine the
received signals with maximal ratio combining (MRC) [140], [141].

Assume that all of CHs are equipped with a single antenna, operate on HD mode. Hence,
the data transmission between the source and the destination is performed via M orthogonal
time slots, follows a time-division multiple access (TDMA) schedule. Let us denote T as the
total transmission time; and hence the duration allocated for each time slot is δ = T/M .

Let us consider the k− th time slot, where the CH of the cluster (k − 1) (denoted by CHk−1)
sends the source data to that of the cluster k (denoted CHk), where k = 1, 2, ...,M . To protect
the data at this hop, a cluster node (denoted by Jk) is randomly selected by CHk to play a
role as the cooperative jammer. In addition, Jk will harvest energy from CHk−1 to generate the
jamming signals.

Let us denote ψX,Y as channel gain between nodes X and Y, where (X,Y) ∈ {CHk−1,CHk, Jk,E}.
Assume that all of the channels are Rayleigh fading, the channel gain ψX,Y is an exponential
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RV. Hence, CDF and PDF of ψX,Y can be given, respectively as

FψX,Y (x) = 1 − exp (−ΩX,Yx) ,

fψX,Y (x) = ΩX,Y exp (−ΩX,Yx) , (6.1)

where ΩX,Y = 1/E {ψX,Y}, and E {.} is an expected operator. To take path-loss into account,
the parameter ΩX,Y can be modeled as [72]: ΩX,Y = dθX,Y, where dX,Y is distance between X
and Y, and θ is path-loss exponent.

Again, we consider the data transmission at the k− th time slot, which is split into two sub-
time slots: the first one (ατ) is used for the RF-EH operation, and the second one ((1 − α) τ)
is used for the data transmission, where 0 ≤ α ≤ 1. As analyzed in (2.4), after the EH phase,
the average transmit power that Jk can use in the second sub-time slot is obtained by

Qk = EJk
(1 − α) δ = κPψCHk−1,Jk , (6.2)

where η is energy conversion efficiency, P is transmit power of CHk−1 for all k, and κ =
ηα/ (1 − α).

It is worth noting that because CHk and Jk are in the same cluster, CHk can know the
jamming signals of Jk for the interference cancelation, but the eavesdropper E cannot. Hence,
under impact of hardware impairment, the channel capacity of the CHk−1 → CHk link can be
given as

CD,k = (1 − α) δlog2

(︄
1 +

PψCHk−1,CHk
τ2

DPψCHk−1,CHk +N0

)︄
= (1 − α) δlog2

(︄
1 +

∆ψCHk−1,CHk
τ2

D∆ψCHk−1,CHk + 1

)︄
,

(6.3)

where N0 is variance of Gaussian noise, ∆ = P/N0 is transmit SNR, and τ2
D is total hardware

impairment level of the CHk−1 → CHk link for all k.
For the CHk−1 → E link, the channel capacity can be expressed as

CE,k = (1 − α) δlog2

(︄
1 +

PψCHk−1,E

τ2
EPψCHk−1,E +QkψJk,E +N0

)︄

= (1 − α) δlog2

(︄
1 +

∆ψCHk−1,E

τ2
E∆ψCHk−1,E + κ∆ψCHk−1,JkψJk,E + 1

)︄
, (6.4)

where τ2
E is total hardware impairment level of the CHk−1 → E link for all k.

Next, due to the DF relaying method, the end-to-end channel capacity of the data link can
be given as

Ce2e
D = min

k=1,2,...,M
(CD,k) . (6.5)
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Since CHs employ the randomize and forward method to confuse E, the obtained channel
capacity of the eavesdropping links can be formulated as

Ce2e
E = max

k=1,2,...,M
(CE,k) . (6.6)

Then, we define the OP and intercept probability (IP), respectively as

OP = Pr
(︂
Ce2e

D < Cth
)︂
,

IP = Pr
(︂
Ce2e

E ≥ Cth
)︂
, (6.7)

where Cth is a pre-determined threshold.

6.1.3 Performance evaluation

In this part, we derive exact and asymptotic closed-form expression of the end-to-end OP and
IP for the proposed protocol.

6.1.3.1 Outage probability (OP)
Firstly, from (6.5) and (6.7), OP of the data link can be formulated as

OP = Pr
(︃

min
k=1,2,...,M

(CD,k) < Cth

)︃
= 1 −

M∏︂
k=1

(1 − OPk) , (6.8)

where OPk = Pr (CD,k < Cth) is OP at the k − th hop. Using (6.3), we can obtain

OPk = Pr
(︄

∆ψCHk−1,CHk
τ2

D∆ψCHk−1,CHk + 1
< ρ

)︄
= Pr

(︂(︂
1 − τ2

Dρ
)︂

∆ψCHk−1,CHk < ρ
)︂
, (6.9)

where ρ = 2
Cth

(1−α)δ − 1.
Next, we can observe from (6.9) that if 1 − τ2

Dρ ≤ 0, then OPk = 1 and OP =1, and if
1 − τ2

Dρ > 0, using (6.1), we can compute OPk exactly as

OPk = Pr
(︄
ψCHk−1,CHk <

ρ(︁
1 − τ2

Dρ
)︁

∆

)︄
= 1 − exp

(︄
−

ΩCHk−1,CHkρ(︁
1 − τ2

Dρ
)︁

∆

)︄
. (6.10)

Substituting (6.10) into (6.8), which yields

OP = 1 −
M∏︂
k=1

exp
(︄

−
ΩCHk−1,CHkρ(︁

1 − τ2
Dρ
)︁

∆

)︄
. (6.11)
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At high transmit SNR, i.e., ∆ → +∞, we can approximate OPk as

OPk ≈
ΩCHk−1,CHkρ(︁

1 − τ2
Dρ
)︁

∆
. (6.12)

Hence, OP can be approximated as

OP ≈
M∑︂
k=1

OPk =
ΩCHk−1,CHkρ(︁

1 − τ2
Dρ
)︁

∆
. (6.13)

Therefore, the diversity gain can be determined as

DG = − lim
∆→+∞

log (OP)
log (∆) = 1. (6.14)

6.1.3.2 Intercept Probability (IP)
From (6.6) and (6.7), we can write

IP = Pr
(︃

max
k=1,2,...,M

(CE,k) ≥ Cth

)︃
= 1 −

M∏︂
k=1

Pr (CE,k < Cth) . (6.15)

From (6.15), our next objective is to calculate the probability Pr (CE,k < Cth). Using (6.4),
we can obtain

Pr (CE,k < Cth) = Pr
(︂(︂

1−τ2
Eρ
)︂

∆ψCHk−1,E<κρ∆ψCHk−1,JkψJk,E+ρ
)︂
. (6.16)

Similarly, if 1 − τ2
Eρ ≤ 0, Pr (CE,k < Cth) = 1 and IP = 1. Otherwise, equation (6.16) can

be rewritten as

Pr (CE,k < Cth) = Pr
(︂
ψCHk−1,E < ω1 + ω2ψCHk−1,JkψJk,E

)︂
=
∫︂ +∞

0

∫︂ +∞

0
FψCHk−1,E

(ω1 + ω2yz), fψCHk−1,Jk
(y) fψJk,E

(z) dydz, (6.17)

where ω1 = ρ

(1−τ2
Eρ)∆ , ω2 = κρ

1−τ2
Eρ

.
Substituting (6.1) into (6.17), after some manipulations, we obtain

Pr (CE,k < Cth) = 1 − ϕk exp
(︂
ϕk − ΩCHk−1,Eω1

)︂
E1 (ϕk) , (6.18)

where E1 (.) is exponential integral function [72], and ϕk =
ΩCHk−1,JkΩJk,E

ΩCHk−1,Eω2
.

Substituting (6.18) into (6.15), IP at the eavesdropper can be expressed as

IP=1 −
M∏︂
k=1

[︂
1 − ϕk exp

(︂
ϕk − ΩCHk−1,Eω1

)︂
E1 (ϕk)

]︂
, (6.19)
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Figure 6.2: OP and IP as a function of ∆ (dB) when xE = 0.5, yE = 0.3, α = 0.25, and
τ2

D = τ2
E = 0.

Next, at high transmit SNR, we can approximate (6.4) as

CE,k ≈ (1 − α) δlog2

(︄
1 +

∆ψCHk−1,E

τ2
E∆ψCHk−1,E + κ∆ψCHk−1,JkψJk,E

)︄
, (6.20)

With the same manner as deriving (6.18), we can obtain the asymptotic expression of
Pr (CE,k < Cth). Then, the asymptotic expression of IP can be expressed as

IP ≈ 1 −
M∏︂
k=1

[1 − ϕk exp (ϕk)E1 (ϕk)] . (6.21)

We can observe from (6.21) that at high transmit SNR, IP does depend on ∆.

6.1.4 Simulation Results

In this part, Monte-Carlo simulations are presented to validate the analyzes in part 6.1.3. In the
simulations, we place all the nodes into a two-dimensional Oxy plane. In particular, the nodes
in the cluster k have same positions of (k/M, 0), and the eavesdropper is located at (xE, yE),
where k = 0, 1, ...,M . In all simulations, the path-loss exponent (θ) is fixed at 3, the target rate
(Cth) is fixed at 1, the energy conversion efficiency (η) is set to 1, and and the total delay time
(T) is set by 1.
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Figure 6.5: IP as a function of OP when M = 3, xE = 0.5, yE = 0.3, and α = 0.15.

In Fig. 6.2, we present OP and IP as a function of the transmit SNR ∆ in dB with different
number of hops. In this figure, the eavesdropper is located at (0.5, 0.3), the fraction of time for
the EH phase (α) is 0.25, and the transceiver hardware of all the nodes is assumed to be perfect,
i.e., τ2

D = τ2
E = 0. As shown in Fig. 6.2, as ∆ increases, the OP values decrease, while the IP

values increase at the small and medium ∆ regions, and converge to constant at high ∆ values.
We also see that the slope of the OP curves equals 1, and hence the obtained diversity order is
1, as proved in Section 6.1.3. It is seen from Fig. 6.2 that with higher number of hops, the OP
performance and the intercept possibility of the eavesdropper are worse. It is worth noting that
the simulation results (Sim) match well with the theory (Exact), and the exact results nicely
converge to asymptotic ones (Asym) at high ∆ regimes.

For showing more clearly the trade-off between the security and reliability, Fig. 6.3 presents
IP as a function of OP with different values of M . As we can see, at the same value of OP,
the IP value reduces as increasing the number of hops. Moreover, the value of IP as M = 2 is
much higher than that in the remaining cases. As we can see, at low OP regions, the IP values
converge to a constant. Again, the simulation results validate the theoretical ones.

Fig. 6.4 presents IP as a function of OP with various values of α. Different from Fig. 6.3, IP
significantly decreases at high OP values. As we can see, the IP values decrease as increasing α
from 0.1 to 0.2. It is due to the fact that the transmit power of the cooperative jammer nodes is
higher with high value of α, which degrades the IP performance of the eavesdropper. However,
it is worth noting that when α is high, the time used for the data transmission reduces, and the
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OP performance is worse.
Fig. 6.5 investigates the impact of hardware impairments on the IP-OP trade-off. In this

figure, we assume that the hardware impairment levels of the data and eavesdropping links are
same, i.e., τ2

D = τ2
E. We can see that the IP-OP trade-off is better as the hardware impairment

levels increase. This means that the hardware noises impact on the IP performance higher that
on the OP performance.

6.1.5 Conclusions

In this section, investigated the trade-off between the security and reliability for harvest-to-jam
based multi-hop leach networks under impact of hardware noises. The results presented that
the IP-OP trade-off can be enhanced via increasing the number of hops, and the fraction of
time used for the EH phase. Moreover, the hardware impairment levels also significantly impact
on the IP-OP trade-off. In future works, i will evaluate the other performance metrics such
as secrecy OP, probability of non-zero secrecy capacity, and ASC over more generalized fading
channels, i.e., Nakagami-m, Rician, etc.

6.2 Secrecy Outage Performance of Multi-hop LEACH Networks Using Power
Beacon Aided Cooperative Jamming With Jammer Selection Methods

In this section, we evaluate secrecy performance of cooperative jamming (CJ) aided secure
transmission for Multi-hop Low-Energy Adaptive Clustering Hierarchy (M-LEACH) networks
with the presence of an eavesdropper. Data transmission between a source and a destination is
performed via cluster heads (CHs) of intermediate clusters. To protect the source information
at each hop, each CH selects one or many cluster nodes to realize the CJ technique. We propose
EH-based jammer selection methods named MAX-EH, MAX-IP and ALL-CJ, where the selected
jammer(s) has to harvest wireless energy from a dedicated power beacon to generate jamming
noises. [HDH02]

6.2.1 Introduction

Recently, PLS has been introduced as a promising technique to guarantee security for wireless
systems [58], [60]. Performance of PLS methods is evaluated via secrecy capacity, i.e., average
secrecy rate (ASR), SOP, probability of non-zero secrecy rate (NZSR). In [141], the authors
considered secure connection approaches for dual-hop relay networks using DF and randomize-
and-forward (RF) methods. In the RF method, the source and relay nodes randomly generate
code-books to prevent the eavesdroppers from using maximal ratio combining (MRC). Therefore,
the RF method outperforms the conventional DF one, in terms of secrecy performance. Reference
[142] studied the RF-based secure connectivity with random presence of eavesdroppers who
cooperate to decode the source data. The authors in [143] proposed a cooperative communication
approach to improve the e2e SOP performance. The authors of [144] proposed relay selection
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schemes to improve secrecy performance for both DF and AF relay networks in limited co-channel
interference environments. In [145], SOP of cognitive radio networks (CRNs) was evaluated.
Operating on underlay mode, the secondary transmitters in [145] must adapt transmit power to
guarantee QoS for the primary network. Different than [145], the authors in [146] proposed a
spectrum sharing approach, where secondary users help the primary network protect the data
so that they have opportunities to access the licensed bands. In [147], the authors investigated
secure communication for FD wireless powered systems, in presence of multiple eavesdroppers.
The authors of [148] proposed an analog cooperative beam-forming method to enhance the
secrecy performance for three-dimensional Gaussian distributed WSNs. Unlike [141], [148],
published works [149], [150] analyzed intercept behavior at the eavesdropper defined as the
probability that the instantaneous secrecy capacity equals to zero.

So far, almost published literature related to the efficient PLS methods mainly focus on
single-hop or dual-hop relay networks. There have been several reports of multi-hop secure
transmission ones such as [134], [137], [151] and references therein. In [151], the authors derived
exact closed-form expressions of the e2e NZSR and SOP for multi-hop RF relay networks with
multiple eavesdroppers over Nakagami-m fading channels. Different than [151], published work
[152] considered impact of hardware imperfection on the e2e NZSR performance. Reference
[153] studied impact of co-channel interference on the e2e secrecy performance of cluster-based
multi-hop networks. In [154], optimal transmit power allocation strategies were presented to
enhance the e2e secrecy capacity for in multi-hop DF relay networks. In [155], the secrecy
performance of multi-hop AF relay networks using compressed sensing was studied. The authors
of [156] proposed an online control method for multi-hop secure transmission networks with
security constraint. In [134], a random jammer selection was proposed to protect Fountain
encoded packets. Reference [157] studied the e2e secrecy performance of a WPT based multi-
hop networks, where transmitters harvest wireless energy from multiple power beacons.

In PLS, cooperative jamming is an efficient method to protect the transmitted data, where
trusted jammers are employed to generate jamming signals only on eavesdroppers. In [158],
power beacons not only support wireless energy for transmitters but also play a role as friendly
jammers. Reference [159] evaluated the secrecy capacity of secure AF relay networks using
wireless powered cooperative jamming. In [160], the authors studied optimal power allocation
for PLS systems with assistance of a FD jammer. Published work [161] proposed a PLS-based
multi-user broadcast protocol, and designed an optimal pre-coding matrix at a multi-antenna
base station as well as a jamming covariance matrix at a jammer node to minimize total transmit
power under a secrecy constraint. Reference [162] considered a CJ method in multi-eavesdropper
environment with finite alphabet inputs. In [163], harvest-to-jam (H2J) method was proposed,
where the jammer nodes harvest wireless energy for generating the artificial noises. Moreover,
the authors in [139] proposed various relay and jammer selection strategies to enhance the secrecy
performance for dual-hop relay networks.

This section concerns with the PLS issue in M-LEACH networks, where the source-destination
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communication is realized via CHs of intermediate clusters, in presence of an eavesdropper. To
protect the source information, CHs can select one or many cluster nodes to perform the CJ
operation, using the H2J technique. Although reference [134] also considers the M-LEACH
network with CJ, the jammer nodes use their power to transmit the artificial noises. Under to-
tal transmit power constraint, the authors of [164] provided a sub-optimal solution of transmit
power allocation to maximize lower bound of the end-to-end instantaneous secrecy capacity in
multi-hop FD relay systems. Similar to [134], the jammer nodes in [164] do not use H2T tech-
nique. In [165], a multi-hop DF relay network was considered, where the HD relays allocate a
part of total transmit power for generating the jamming noises. In [HDH18], the random jammer
selection and the RF technique are employed to protect the source data in M-LEACH networks.
However, in [HDH18], the selected jammer node harvests the wireless energy from CH of the
previous cluster. References [157] considered power beacon-aided multi-hop relaying protocols.
In [166], the authors proposed a multi-hop EH WSNs employing non-orthogonal multiple access
(NOMA) and CJ techniques under presence of multiple eavesdroppers. Moreover, the relay and
jammer nodes in [166] are powered by power transfer stations deployed in the network. However,
unlike [157], the source data is relayed via full-energy CHs, while friendly jammers are cluster
nodes which are powered by PB. Moreover, because each CH and the selected jammer(s) are in
the same cluster, they can surely exchange information about the jamming noises. Therefore,
we can assume that CHs can perfectly remove the interference generated by the jammer(s), but
the eavesdropper cannot.

Also different than [134], I propose three H2J jammer selection methods named Max-EH,
MAX-IP and ALL-CJ. In MAX-EH, the cluster node obtained the MAXimum Energy Harvested
from the power beacon is chosen. In MAX-IP, the selected jammer is the cluster node providing
the MAXimum Interference Power to the eavesdropper. In ALL-CJ, ALL cluster nodes in the
clusters take part in the CJ operation. For performance evaluation, we derive expressions of the
end-to-end (e2e) SOP for the proposed methods over Rayleigh fading channels. Particularly,
for RAND and MAX-EH, exact closed-form expressions of the e2e SOP are derived. For MAX-
IP, an exact integral-form formula and an lower-bound closed-form expression of the e2e SOP
are provided. For ALL-CJ, a lower-bound expression of the e2e SOP is derived. We then
perform Monte-Carlo based computer simulations to verify the theoretical results. The results
show that the proposed methods outperform the RANDom jammer selection (RAND) and the
corresponding method Without using the CJ technique (WO-CJ). The impact of the system
parameters such as the number of hops, the number of nodes at each cluster, the fraction of
time spent for the EH process on the e2e SOP of the proposed methods is also investigated.

6.2.2 System Model

Fig. 6.6 presents system model of the proposed secure transmission protocol. Here, the source
(T0) (CH of cluster 0), attempts to send its data to the destination (TM ) (CH of cluster M), via
CHs of the intermediate clusters. It can be assumed that there are (M − 1) clusters between the
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Figure 6.6: System model of the PLS protocol in M-LEACH networks using CJ.

cluster 0 and the cluster M . Let Tm denote CH of the mth cluster, where m = 1, 2, ...,M − 1.
The node Tm receives the source data from the previous node Tm−1, decodes, re-encodes, and
then transmits the encoded data to the next node Tm+1. To protect the source data, T0 and
Tm employ the RF technique to confuse the eavesdropper E [141], [142]. Furthermore, at each
cluster, the CJ process is performed to reduce quality of the eavesdropping channel. To support
wireless energy for all of the nodes, a power beacon (B) is deployed in the network. The node
B can generate wireless signals using a specific frequency band which differs with the frequency
used for the data transmission. We assume that all the terminals are single-antenna devices,
and the data transmission is split into M orthogonal time slots. We denote L as a maximal
delay time for each data transmission. As a result, the time spent for each time slot is equally
allocated as τ = L/M .

Considering the mth time slot in which Tm−1 transmits the data to Tm, E overhears the
transmitted data, and the selected jammer(s) transmits the jamming noises on E. In this time
slot, a duration of ατ is used for harvesting the wireless energy from B, and a duration of
(1 − α) τ is spent for the Tm−1 → Tm transmission, where 0 ≤ α ≤ 1. Assume that there are
N nodes in each cluster, and the cluster nodes in the mth cluster are named by Rm,n, where
n = 1, 2, ..., N .

Before describing the channel and system models, we would like to summarize the notations
used through this section (see Table 6.1).

Next, the transmit power of node Rm,n can be obtained from the harvested energy from B
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Table 6.1: Mathematical notations.

Symbol Meaning
M Number of hops or number of clusters
L Maximum delay time between T0 and TM

τ = L/M Time allocated for each time slot
α Fraction of time spent for EH phases

PT, PB Transmit power of cluster heads and power beacon, respectively
η Energy conversion efficiency
σ2

0 Variance of additive white Gaussian noise
∆ = PT/σ

2
0, Λ = PB/σ

2
0 Transmit signal-to-noise ratios

FU (.), fU (.) CDF and PDF of random variable U , respectively
γX,Y Channel gain between X and Y
λX,Y Parameter of channel gain γX,Y

and can be found by similar approach as in (2.4):

PRm,n =
EHRm,n
(1 − α) τ = κPBγB,Rm,n , (6.22)

where η is an energy conversion efficiency (0 < η < 1), PB is transmit power of B, γB,Rm,n is
channel gain between B and Rm,n, κ = ηα/ (1 − α).

As mentioned above, because Tm and Rm,n are close to each other, they can securely exchange
information about the jamming noises so that Tm can remove them from the received signals.
Hence, the instantaneous channel capacity of the Tm−1 → Tm link can be given as

CD,m = (1 − α) τ log2

(︃
1 +

PTγTm−1,Tm
σ2

0

)︃
= (1 − α) τ log2

(︁
1 + ∆γTm−1,Tm

)︁
, (6.23)

where PT is transmit power of all of CHs, γTm−1,Tm is channel gain of the Tm−1 → Tm link, σ2
0

is variance of AWGN, and ∆ = PT/σ
2
0 is the transmit SNR.

Because E cannot remove the jamming noises, the instantaneous channel capacity of the
Tm−1 → E channel can be given by

CE,m = (1 − α) τ log2

(︄
1 +

PTγTm−1,E
PRm,nγRm,n,E + σ2

0

)︄
= (1 − α) τ log2

(︄
1 +

∆γTm−1,E
κΛγB,Rm,nγRm,n,E + 1

)︄
,

(6.24)

where γTm−1,E and γRm,n,E are channel gains of the Tm−1 → E and Rm,n → E links, respectively,
and Λ = PB/σ

2
0.
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From (6.23) and (6.24), the secrecy capacity obtained at the mth time slot can be given as

SCm = [CD,m − CE,m]+ =

⎡⎢⎣(1 − α) τ log2

⎛⎜⎝ 1 + ∆γTm−1,Tm

1 + ∆γTm−1,E
κΛγB,Rm,nγRm,n,E+1

⎞⎟⎠
⎤⎥⎦

+

, (6.25)

where [x]+ = max (x, 0).
Due to the RF technique used, the e2e instantaneous secrecy capacity can be formulated as

SCe2e = min
m=1,2,...,M

(SCm) . (6.26)

Assume that all the channels are Rayleigh fading, therefore γX,Y follows an exponential RV,
and its CDF are expressed as

FγX,Y (u) = 1 − exp (−λX,Yu) , fγX,Y (u) = λX,Y exp (−λX,Yu) , (6.27)

where (X,Y) ∈ {Tm,B,E}, λX,Y = 1/E {γX,Y} = dθX,Y [HDH18],[137], E {.} is an expected oper-
ator, dX,Y is distance between X and Y, θ is path-loss exponent, FU (.) is cumulative distribution
function (CDF) of RV U , and fU (.) is PDF of RV U .

Remark 6.1 Firstly, in M-LEACH, the data transmission is performed via CHs which often
have high residual energy [167], [168], and hence we can assume that they can transmit the
data with the maximum power PT. Secondly, we assume that E only overhears and illegally
decodes the source data, and an jamming-attack model as in [169] is out of scope of this paper.
Thirdly, for ease of presentation and analysis as well as for clearly observing the impact of N
and α on the secrecy performance, we can assume the number of nodes at each cluster (N) is
same, and the fraction time used for the EH phase (α) at each hop is the same. It is worth
noting that the analysis in this work can be easily extended to the scheme with different values
of N at each cluster, and different values of α at each hop. Next, before Tm−1 transmits the
data to Tm, we can assume that Tm−1 has already reserved the channel, which means that
the other transmitter/receiver pairs in the network are not allowed to be active on the reserved
channel. Indeed, the channel reservation has to be performed to avoid impact of the jamming
noises on the other receivers. Finally, because the nodes in each cluster are close together, it
can be assumed that dX,Tm = dX,Rm,n for all X, m and n. Therefore, in the following, we use
the following notations:

λTm−1,Tm = λTm−1,Rm,n = λD,m, λTm,E = λRm,n,E = λE,m, λB,Rm,n = λB,m. (6.28)

Next, we introduce jammer selection methods proposed in this part. At first, we denote the
selected jammer at the mth cluster as Jm, where Jm ∈ {Rm,1,Rm,2, ...,Rm,N}.
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6.2.2.1 RAND method
In RAND, each CH randomly selects one of its members for the CJ operation [HDH18], [134].
The implementation of RAND is simplest, e.g., the cluster nodes are sequentially chosen, follows
their ID. In addition, this method also avoids the case where only one node is always selected for
the CJ phases. However, the performance of RAND is worst than that of MAX-EH, MAX-IP
and ALL-CJ.

6.2.2.2 MAX-EH method
In this method, the CH node Tm selects the candidate obtained the highest energy harvested
from B. Mathematically, we can write

Jm = arg max
n=1,2,...,N

(︁
EHRm,n

)︁
. (6.29)

Combining (6.22) and (6.29), we obtain (6.30) as

Jm = arg max
n=1,2,...,N

(︁
PRm,n

)︁
= arg max

n=1,2,...,N

(︁
γB,Rm,n

)︁
. (6.30)

Equation (6.30) implies that among members of the mth cluster, Jm is the node having the
highest transmit power or having the highest channel gain between itself and B.

Remark 6.2 The implementation of MAX-EH can be realized as follows: the cluster members
Rm,n send the value of EHRm,n (or PRm,n or γB,Rm,n) to Tm so that Tm can select the best
node by using (6.29) or (6.30). As a result, MAX-EH is more complex than RAND because
it requires more overhead, time and energy for estimating and exchanging the information.
Moreover, RAND and MAX-EH can be applied for passive-eavesdropper schemes [170] in which
the instantaneous CSI of the eavesdropping links are not available.

6.2.2.3 MAX-IP method
When the eavesdropper is active [137], [171], the cluster members Rm,n are assumed to be able to
estimate the instantaneous CSI between themselves and E. In this case, we propose the MAX-IP
method in which the jammer at the mth cluster is selected as

Jm = arg max
n=1,2,...,N

(︁
κΛγB,Rm,nγRm,n,E

)︁
= arg max

n=1,2,...,N

(︁
γB,Rm,nγRm,n,E

)︁
. (6.31)

Equation (6.31) implies that the node providing the highest interference power on E is
selected, which also means that

γB,JmγJm,E = max
n=1,2,...,N

(︁
γB,Rm,nγRm,n,E

)︁
. (6.32)
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Remark 6.3 Since the jammer selection in MAX-IP considers both the EH and eavesdropping
links, MAX-IP provides higher performance than MAX-EH. However, the implementation of
MAX-IP which requires perfect CSIs of the eavesdropping links is very complex. As mentioned
above, this method is only applied when the eavesdropper is active. Moreover, to perform the
jammer selection, all the nodes Rm,n have to send the values of γB,Rm,nγRm,n,E to Tm, which
can spend a lot of energy and time.

6.2.2.4 ALL-CJ method
Unlike RAND, MAX-EH and MAX-IP, the CH Tm in ALL-CJ selects all the cluster nodes to
join in the CJ operation. Hence, the channel capacity of the Tm−1 → E link is given as

CE,m = (1 − α) τ log2

⎛⎜⎜⎜⎝1 +
PTγTm−1,E

N∑︁
n=1

PRm,nγRm,n,E + σ2
0

⎞⎟⎟⎟⎠ = (1 − α) τ log2

⎛⎜⎜⎜⎝1 +
∆γTm−1,E

N∑︁
n=1

κΛγB,Rm,nγRm,n,E + 1

⎞⎟⎟⎟⎠ .
(6.33)

Hence, the secrecy capacity obtained at the mth hop in ALL-CJ can be written as

SCALL−CJ
m =

⎡⎢⎢⎢⎢⎢⎢⎣(1 − α) τ log2

⎛⎜⎜⎜⎜⎜⎜⎝
1 + ∆γTm−1,Tm

1 + ∆γTm−1,E
N∑︁
n=1

κΛγB,Rm,nγRm,n,E+1

⎞⎟⎟⎟⎟⎟⎟⎠

⎤⎥⎥⎥⎥⎥⎥⎦

+

. (6.34)

Remark 6.4 Until now, almost published works related to the jammer selection methods have
only considered the single-node selection, which motivates us to propose the ALL-CJ protocol.
Moreover, as shown in part 6.2.4, ALL-CJ provides the highest SOP performance, as compared
with the remaining protocols. However, due to the requirement of high synchronization between
the nodes in each cluster, ALL-CJ uses a lot of energy and time. In addition, using all of
the nodes in each cluster for the CJ operation also reduces spectrum efficiency. Finally, unlike
MAX-IP, ALL-CJ does not require CSIs of the eavesdropping links.

6.2.2.5 WO-CJ method
For performance comparison, we also consider the conventional secure transmission method in
which the CJ technique is not used at each hop. Because the EH phase does not need to use,
the secrecy capacity at the mth time slot in WO-CJ can be calculated as

SCWO−CJ
m =

[︄
τ log2

(︄
1 + ∆γTm−1,Tm
1 + ∆γTm−1,E

)︄]︄+

. (6.35)
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6.2.3 Performance Analysis

In this part, we analyze the e2e SOP of RAND, MAX-EH, MAX-IP, All-CJ over Rayleigh fading
channel, which is defined as

SOPZ
e2e = Pr

(︂
SCZ

e2e < Cth
)︂
, (6.36)

where Cth is a positive threshold, and Z ∈ {RAND,MAX − EH,MAX − IP,ALL − CJ,WO − CJ}.
Combining (6.26) and (6.36), we have

SOPZ
e2e = Pr

(︃
min

m=1,2,...,M

(︂
SCZ

m

)︂
< Cth

)︃
= 1 −

M∏︂
m=1

(︂
1 − SOPZ

m

)︂
, (6.37)

where SOPZ
m = Pr

(︂
SCZ

m < Cth
)︂

is SOP at the mth hop. Therefore, to obtain SOPZ
e2e, we have

to calculate SOPZ
m.

When Z ̸= WO − CJ, using (6.25) and (6.34), we can express SOPZ
m in the following form:

SOPZ
m = Pr

(︂
γTm−1,Tm < ϕ1 + ϕ2U

Z
m

)︂
, (6.38)

where

ρ = 2
Cth

(1−α)τ , ϕ1 = ρ− 1
∆ , ϕ2 = ρ

∆ ,

UZ
m =

⎧⎪⎪⎪⎨⎪⎪⎪⎩
∆γTm−1,E

κΛγB,JmγJm,E+1 , Z ∈ {RAND,MAX − EH,MAX − IP}
∆γTm−1,E

κΛ
N∑︁
n=1

γB,Rm,nγRm,n,E+1
, Z = ALL − CJ (6.39)

Using CDF of γTm−1,Tm given by (6.27), we can rewrite (6.38) as

SOPZ
m =

∫︂ +∞

0
FγTm−1,Tm

(ϕ1 + ϕ2u) fUZ
m

(u) du

= 1 − exp (−λD,mϕ1)
∫︂ +∞

0
exp (−λD,mϕ2u) fUZ

m
(u) du

= 1 − λD,mϕ2 exp (−λD,mϕ1)
∫︂ +∞

0
exp (−λD,mϕ2u)FUZ

m
(u) du, (6.40)

where fUZ
m

(u) and FUZ
m

(u) are PDF and CDF of UZ
m, respectively.
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6.2.3.1 WO-CJ method
In this method, SOPWO−CJ

m can be computed exactly as

SOPWO−CJ
m = Pr

(︄
γTm−1,Tm <

2Cth/τ − 1
∆ + 2Cth/τγTm−1,E

)︄

=
∫︂ +∞

0
FγTm−1,Tm

(︄
2Cth/τ − 1

∆ + 2Cth/τx

)︄
fγTm−1,E

(x) dx

= 1 − λE,m
λE,m + λD,m2Cth/τ

exp
(︃

−λD,m
∆

(︂
2Cth/τ − 1

)︂)︃
. (6.41)

Then, substituting (6.41) into (6.37), which yields

SOPWO−CJ
e2e = 1 −

M∏︂
m=1

[︄
λE,m

λE,m + λD,m2Cth/τ
exp

(︃
−λD,m

∆
(︂
2Cth/τ − 1

)︂)︃]︄
. (6.42)

Next, we analyze the e2e SOP of the proposed methods. As observed from (6.40), we have
to obtain CDF of UZ

m, which can be formulated as

FUZ
m

(u) = Pr
(︂
UZ
m < u

)︂
= Pr

(︃
γTm−1,E <

κΛ
∆ V Z

mu+ u

∆

)︃
=

+∞∫︂
0

FγTm−1,E

(︃
ϕ3vu+ u

∆

)︃
fV Z

m
(v) dv,

(6.43)

where ϕ3 = κΛ/∆, fV Z
m

(v) is PDF of V Z
m, with

V Z
m =

⎧⎪⎨⎪⎩
γB,JmγJm,E, Z ∈ {RAND,MAX − EH,MAX − IP}
N∑︁
n=1

γB,Rm,nγRm,n,E, Z = ALL − CJ
(6.44)

From (6.27) and (6.44), we can write

FUZ
m

(u) = 1 − exp
(︃

−λE,m
u

∆

)︃∫︂ +∞

0
exp (−λE,mϕ3uv)fV Z

m
(v) dv

= 1 − λE,mϕ3u exp (−ϕ4,mu)
∫︂ +∞

0
exp (−λE,mϕ3uv)FV Z

m
(v) dv, (6.45)

where ϕ4,m = λE,m/∆, and FV Z
m

(v) is CDF of V Z
m.
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Then, substituting (6.45) into (6.40), after some manipulation, we arrive at

SOPZ
m = 1 − e−λD,mϕ1+

+ λD,mλE,mϕ2ϕ3e
−λD,mϕ1

+∞∫︂
0

FV Z
m

(v)

⎡⎣+∞∫︂
0

ue−(λD,mϕ2+ϕ4,m)ue−λE,mϕ3vudu

⎤⎦dv
= 1 − e−λD,mϕ1 + λD,mλE,mϕ2ϕ3e

−λD,mϕ1

+∞∫︂
0

FV Z
m

(v) dv
((λD,mϕ2 + ϕ4,m) + λE,mϕ3v)2

= 1 − e−λD,mϕ1 + ϕ5,me
−λD,mϕ1

+∞∫︂
0

FV Z
m

(v) dv
(ϕ6,m + v)2 , (6.46)

where ϕ5,m = λD,mϕ2
λE,mϕ3

, ϕ6,m = λD,mϕ2+ϕ4,m
λE,mϕ3

.
Next, we attempt to find CDF of V Z

m, and then substituting it into (6.46) to obtain SOPZ
m.

6.2.3.2 RAND method
In RAND, CDF of V RAND

m is expressed as

FV RAND
m

(v) = Pr (γB,JmγJm,E < v) =
∫︂ +∞

0
FγB,Jm

(︃
v

x

)︃
fγJm,E (x) dx

= 1 − λE,m+1

∫︂ +∞

0
exp

(︃
−λB,mv

x

)︃
exp (−λE,m+1x) dx. (6.47)

Using [72, eq. (3.324.1)] for (6.47), we can obtain

FV RAND
m

(v) = 1 − 2
√︂
λB,mλE,m+1vK1

(︂
2
√︂
λB,mλE,m+1v

)︂
= 1 − ϕ7,m

√
vK1

(︁
ϕ7,m

√
v
)︁
, (6.48)

where ϕ7,m = 2
√︁
λB,mλE,m+1, and K1 (.) is a modified Bessel function of the second kind [72].

Combining (6.46) and (6.48), we arrive at

SOPRAND
m = 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1 − ϕ5,mϕ7,me

−λD,mϕ1

+∞∫︂
0

√
v

(ϕ6,m + v)2K1
(︁
ϕ7,m

√
v
)︁
dv.

(6.49)

By changing variable t =
√
v, we obtain

SOPRAND
m = 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1 − 2ϕ5,mϕ7,me

−λD,mϕ1

+∞∫︂
0

t2K1 (ϕ7,mt) dt
(ϕ6,m + t2)2 . (6.50)

Combining [72, eq. (6.565.7)], [72, eq. (9.34.6)] and (6.50), we obtain an exact closed-form
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expression of SOPRAND
m as

SOPRAND
m = 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1 − ϕ5,m(ϕ7,m)2

4 e−λD,mϕ1G3,1
1,3

(︄
ϕ6,m(ϕ7,m)2

4

⃦⃦⃦⃦
⃦ −1 − −

−1 0 0

)︄
,

(6.51)

where G.,..,. (.|.) is Meijer-G function [72].

6.2.3.3 MAX-EH method
Because γB,Jm = max

n=1,2,...,N

(︁
γB,Rm,n

)︁
(see (6.30)), CDF of γB,Jm is determined by

FγB,Jm (x) = Pr
(︃

max
n=1,2,...,N

(︁
γB,Rm,n

)︁
< x

)︃
=
(︂
1 − e−λB,mx

)︂N
= 1 +

N∑︂
t=1

(−1)t
(︄
N

t

)︄
e−tλB,mx,

(6.52)

where
(︁N
t

)︁
= N !

t!(N−t)! is a binomial coefficient. Then, CDF of V MAX−EH
m can be formulated as

FV MAX−EH
m

(v) =
+∞∫︂
0

FγB,Jm

(︃
v

x

)︃
fγJm,E (x) dx

= 1 +
N∑︂
t=1

(−1)t
(︄
N

t

)︄
λE,m+1

∫︂ +∞

0
e−tλB,m

v
x e−λE,m+1xdx. (6.53)

Again, using [72, eq. (3.324.1)] to calculate the integral in (6.53), we obtain (6.54) as

FV MAX−EH
m

(v) = 1 +
N∑︂
t=1

(−1)t
(︄
N

t

)︄
√
tϕ7,m

√
vK1

(︂√
tϕ7,m

√
v
)︂
. (6.54)

Substituting (6.54) into (6.46), similar to (6.49)-(6.50), we can obtain an exact closed-form
expression of SOPMAX−EH

m as

SOPMAX−EH
m = 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1

+ ϕ5,mϕ7,me
−λD,mϕ1

N∑︂
t=1

(−1)t
(︄
N

t

)︄
√
t

+∞∫︂
0

√
vK1

(︂√
tϕ7,m

√
v
)︂

(ϕ6,m + v)2 dv

= 1 − ϕ6,m − ϕ5,m
ϕ6,m

e−λD,mϕ1 + ϕ5,mϕ7,me
−λD,mϕ1

N∑︂
t=1

(−1)t2CtN
√
t

+∞∫︂
0

u2K1
(︂√

tϕ7,mu
)︂

(ϕ6,m + u2)2 du

= 1 − ϕ6,m − ϕ5,m
ϕ6,m

e−λD,mϕ1 + ϕ5,m(ϕ7,m)2e−λD,mϕ1

4

N∑︂
t=1

(−1)t
(︄
N

t

)︄
tG3,1

1,3

(︄
tϕ6,m(ϕ7,m)2

4

⃓⃓⃓⃓
⃓ −1 − −

−1 0 0

)︄
.

(6.55)
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6.2.3.4 MAX-IP method
Because γB,JmγJm,E = max

n=1,2,...,N

(︁
γB,Rm,nγRm,n,E

)︁
(see (6.48)), using (6.32), CDF of V MAX−IP

m

can be obtained as

FV MAX−IP
m

(v) = Pr
(︃

max
n=1,2,...,N

(︁
γB,Rm,nγRm,n,E

)︁
< v

)︃
=
[︁
Pr
(︁
γB,Rm,nγRm,n,E < x

)︁]︁N
=
[︁
1 − ϕ7,m

√
vK1

(︁
ϕ7,m

√
v
)︁]︁N

. (6.56)

Substituting (6.56) into (6.46), an exact expression of SOPMAX−IP
m is given as

SOPMAX−IP
m = 1 − e−λD,mϕ1ϕ5,me

−λD,mϕ1

+∞∫︂
0

[1 − ϕ7,m
√
vK1 (ϕ7,m

√
v)]N

(ϕ6,m + v)2 dv. (6.57)

It is worth noting that the integral in (6.57) can be calculated by computer software such
as MATLAB and MATHEMATICA. Moreover, we also attempt to derive a lower-bound closed-
form expression for SOPMAX−IP

m . At first, we have the following inequality:

V MAX−IP
m ≤ max

n=1,2,...,N

(︁
γB,Rm,n

)︁
max

n=1,2,...,N

(︁
γRm,n,E

)︁
= Wmax

B,R Wmax
R,E , (6.58)

where Wmax
B,R = max

n=1,2,...,N

(︁
γB,Rm,n

)︁
, Wmax

R,E = max
n=1,2,...,N

(︁
γRm,n,E

)︁
.

Similar to (6.52), CDF of Wmax
B,R is obtained as

FWmax
B,R

(x) = 1 +
N∑︂
t=1

(−1)t
(︄
N

t

)︄
e−tλB,mx. (6.59)

In addition, PDF of Wmax
R,E can be written by

fWmax
R,E

(y) =
∂
(︂
1 − e−λE,m+1y

)︂N
∂y

= NλE,m+1e
−λE,m+1y

(︂
1 − e−λE,m+1y

)︂N−1

=
N−1∑︂
r=0

(−1)rN
(︄
N − 1
r

)︄
λE,m+1e

−(r+1)λE,m+1y. (6.60)

Hence, if WMAX−IP
m = Wmax

B,R V max
R,E , using (6.59), (6.60) and [72, eq. (3.324.1)], CDF of

WMAX−IP
m is exactly computed as

FWMAX−IP
m

(v) =
∫︂ +∞

0
FWmax

B,R

(︃
v

y

)︃
fV max

R,E
(y) dy

= 1 +
N∑︂
t=1

N−1∑︂
r=0

(−1)t+rN
(︄
N

t

)︄(︄
N − 1
r

)︄√︄
t

r + 1ϕ7,m
√
vK1

(︃√︂
t (r + 1)ϕ7,m

√
v

)︃
.

(6.61)
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Combining (6.46), (6.58) and (6.61), SOPMAX−IP
m is bounded by a closed-form formula as

SOPMAX−IP
m ≥ 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1+

ϕ5,me
−λD,mϕ1

N∑︂
t=1

N−1∑︂
r=0

(−1)t+rN
(︄
N

t

)︄(︄
N − 1
r

)︄√︄
t

r + 1ϕ7,m

+∞∫︂
0

√
vK1

(︂√︁
t (r + 1)ϕ7,m

√
v
)︂

(ϕ6,m + v)2 dv

≥ 1 − ϕ6,m − ϕ5,m
ϕ6,m

e−λD,mϕ1+

ϕ5,m(ϕ7,m)2

4 e−λD,mϕ1
N∑︂
t=1

N−1∑︂
r=0

(−1)t+rNt
(︄
N

t

)︄(︄
N − 1
r

)︄
G3,1

1,3

(︄
t (r + 1)ϕ6,m(ϕ7,m)2

4

⃓⃓⃓⃓
⃓ −1 − −

−1 0 0

)︄
.

(6.62)

6.2.3.5 ALL-CJ method
In this method, it is impossible to find exact closed-form expression of SOPALL−CJ

m , which
motivates us to find a lower-bound closed-form one. At first, we use the following inequality:

V ALL−CJ
m ≤ max

n=1,2,...,N

(︁
γB,Rm,n

)︁ N∑︂
n=1

γRm,n,E = Wmax
B,R W sum

R,E⏞ ⏟⏟ ⏞
WALL−CJ
m

, (6.63)

where W sum
R,E =

N∑︁
n=1

γRm,n,E and WALL−CJ
m = Wmax

B,R W sum
R,E . Moreover, because W sum

R,E is a summa-

tion of independent and identical exponential RVs, its PDF can be obtained by using [144, eq.
(382)]:

fW sum
R,E

(y) =
λNE,m+1

(N − 1)!y
N−1 exp (−λE,m+1y) . (6.64)

Using (6.59) and (6.64), we can write CDF of WALL−CJ
m as

FWALL−CJ
m

(v) =
+∞∫︂
0

FWmax
B,R

(︃
v

y

)︃
fW sum

R,E
(y) dy

= 1 +
N∑︂
t=1

(−1)t
(︁N
t

)︁
(N − 1)! λ

N
E,m+1

+∞∫︂
0

yN−1e−tλB,m
v
y e−λE,m+1ydy. (6.65)

Applying [72, eq. (3.471.9)] for the integral in (6.65), which yields

FWALL−CJ
m

(v) = 1 +
N∑︂
t=1

(−1)t
(︁N
t

)︁
(N − 1)!

t
N
2

2N−1 (ϕ7,m)Nv
N
2 KN

(︂√
tϕ7,m

√
v
)︂
. (6.66)
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Combining (6.46), (6.63) and (6.66), SOPALL−CJ
m can be bounded by a closed-form expression

as

SOPALL−CJ
m ≥ 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1

− ϕ5,me
−λD,mϕ1

N∑︂
t=1

(−1)t
(︁N
t

)︁
(N − 1)!

t
N
2

2N−1 (ϕ7,m)N
+∞∫︂
0

v
N
2 KN

(︂√
tϕ7,m

√
v
)︂

(ϕ6,m + v)2 dv

≥ 1 − ϕ6,m − ϕ5,m
ϕ6,m

e−λD,mϕ1

− ϕ5,m(ϕ7,m)N

2N−2 e−λD,mϕ1
N∑︂
t=1

(−1)t
(︁N
t

)︁
t
N
2

(N − 1)!

+∞∫︂
0

xN+1KN

(︂√
tϕ7,mx

)︂
(ϕ6,m + x2)2 dx. (6.67)

Again, using [72, eq. (6.565.7)] and [72, eq. (9.34.6)] for (6.67), we obtain

SOPALL−CJ
m ≥ 1 − ϕ6,m − ϕ5,m

ϕ6,m
e−λD,mϕ1 − ϕ5,m

2N+1 (ϕ6,m)
N−1

2 (ϕ7,m)N+1e−λD,mϕ1

×
N∑︂
t=1

(−1)t
(︁N
t

)︁
(N − 1)! t

N+1
2 G3,1

1,3

(︄
tϕ6,m(ϕ7,m)2

4 |
−N+1

2 − −
−N+1

2
N−1

2
1−N

2

)︄
. (6.68)

Remark 6.5 By substituting (6.51), (6.55), (6.57), (6.62), (6.68) into (6.37), we obtain exact
or lower-bound closed-form expressions of the e2e SOP of the proposed protocols.

6.2.4 Simulation Results

This part provides Monte-Carlo simulations to validate the expressions derived above, and to
compare the e2e SOP performance of the considered methods. Both simulation and analysis of
theoretical results are carried out in MATLAB. In each simulation, 5∗105−106 trials are realized,
where Rayleigh fading channel coefficients of the links are generated. For the theoretical results,
the derived formulas are used to illustrate.

In the simulation environment, the nodes in the mth cluster are assumed to locate at the same
co-ordinate, i.e., (m/M, 0). Hence, the positions of the source and the destination are (0,0) and
(1,0), respectively, and the link distance between two adjacent clusters is dTm−1,Tm = 1/M , where
m = 0, 1, ...,M . For the nodes B and E, their positions are (xB, yB) and (xE, yE), respectively.
To focus on the impact of the system parameters, i.e., the number of hops (M), EH time-
switching factor (α), the number of nodes in each cluster (N), on the e2e secrecy performance,
we fix the energy conversion efficiency (η) by 0.2, the total delay time (L) by 1, the path-loss
exponential (θ) by 3, the target rate (Cth) by 1, the co-ordinates of B by xB = 0.5, yB = −0.2.
Moreover, the transmit SNRs ∆ and Λ are set to be identical in the simulations, i.e., ∆ = Λ. It is
worth noting that the derived expressions in part 6.2.3 can be used for any values of the system
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Figure 6.7: E2e SOP as a function of ∆ (dB) when M = 3, α = 0.25, xE = yE = 0.5.
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Figure 6.8: E2e SOP as a function of number of hops and number of nodes in a cluster when ∆
= 20 (dB), M = 3, α = 0.2, xE = yE = 0.5.

parameters. Moreover, it can be expected that the system performance is better with higher
energy conversion efficiency, lower target rate or shorter distance between B and the nodes in
the clusters.

In Fig. 6.7, we compare the e2e SOP of WO-CJ, RAND, MAX-EH, MAX-IP, and ALL-CJ
when M = 3, α = 0.25, and xE = yE = 0.5. As we can see, the secrecy performance of RAND,
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Figure 6.9: E2e SOP as a function of α and location of eavesdropper.

MAX-EH is much better than that of WO-CJ due to the usage of the CJ technique. It can be
observed that the e2e SOP of RAND and MAX-EH decreases with the increasing of ∆, while
the e2e SOP of WO-CJ converges to a constant as ∆ is high enough. Indeed, from (6.35), we
can obtain

SCWO−CJ
m

∆→+∞→
[︄
τ log2

(︄
γTm−1,Tm
γTm−1,E

)︄]︄+

. (6.69)

We can observe from (6.69) that at high ∆ values, SCWO−CJ
m does not depend on ∆, and this

is the reason why the e2e SOP of WO-CJ does not depend on ∆ when ∆ → +∞. We also see
from Fig. 6.7a that the e2e SOP of MAX-EH is lower than that of RAND for all N values. It is
worth noting that because of the random jammer selection, the secrecy performance of RAND
does not depend on N . For MAX-EH, the value of SOP is lower with high number of cluster
node (N). Fig. 6.7b presents the e2e SOP of MAX-EH, MAX-IP and ALL-CJ as a function of
∆ in dB when M = 3, N = 4, α = 0.25, and xE = yE = 0.5. This figure shows that ALL-CJ
obtains the best performance, while the performance of MAX-IP is between those of ALL-CJ
and MAX-EH. However, as discussed above, the implementation of ALL-CJ is very complex
because it requires a lot of overhead, energy and delay time.

Fig. 6.8 studies the impact of the number of hops (M) and number of nodes in a cluster
(N) on the e2e SOP of all of the considered methods when ∆ = 25 (dB), N = 3, α = 0.3, and
xE = yE = 0.5. As seen in Fig. 6.8a, the e2e SOP of WO-CJ is very high, and increases with
the increasing of M . We can see that the e2e SOP of WO-CJ almost equals to 1 as M ≥ 4.
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For the proposed CJ methods, the e2e SOP obtains the lowest value when M = 3, and rapidly
increase when M (M > 3) increases. In Fig. 6.8b, we see that the values of N does not affect on
the secrecy performance of WO-CJ and RAND. As expected, we can see from Fig. 6.8b that the
secrecy performance of MAX-EH, MAX-IP and ALL-CJ is better when increasing the number
of nodes in each cluster. It is also seen that the performance gap between MAP-IP (ALL-CJ)
and MAX-EH increases with higher value of N .

In Fig. 6.9a, we study the impact of the fraction α on the e2e SOP of the proposed methods
when ∆ = 25 (dB), M = 3, N = 5, and xE = yE = 0.5. As we can see from Fig. 6.9a, there
exist an optimal value of α so that the e2e SOP of RAND, MAX-EH, MAX-IP and ALL-CJ is
lowest. Hence, α is important parameter which should be designed appropriately to optimize
the system performance. In Fig. 6.9b, we change position of the eavesdropper by fixing yE = 0.3,
and changing xE from 0.1 to 0.9. The remaining parameters are set by ∆ = 20 (dB), M = 3,
N = 7, and α = 0.3. As observed, the e2e SOP of all of the methods vary, follows the position of
the E nodes. We also see that when xE is about 0.5, the secrecy performance of the considered
methods is highest.

Finally, we see that in all figures the simulation results (Simu) match very well with the
theoretical ones (Exact), which validates our derived expressions of the e2e SOP of WO-CJ,
RAND and MAX-EH.

6.2.5 Conclusion

In this section, we proposed EH based jammer selection methods where the selected jammer(s)
has to harvest wireless energy from a power beacon to generate jamming noises. The secrecy
performance of the proposed methods was evaluated via both simulations and analyzes, in terms
of the e2e SOP. The results showed that the proposed methods outperform the corresponding
method without using the cooperative jamming technique and the random jammer selection
technique. Moreover, the number of hops, the number of cluster nodes, and the fraction of
time used for the EH operation significantly affect the secrecy performance, and should be
appropriately designed to optimize the system performance.
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7 Integrate energy harvesting together with other advanced tech-
niques to further strengthen network security and reliability

To complete the third goal of the dissertation, I plan to recommend an advanced model that
combine PLS and RF EH protocol. In particular, I introduce a two-way HD relaying network
that employ hybrid TPSR EH protocol at relay nodes in the presence of eavesdroppers near one
of the sources. To enhance both security and reliability, I integrate relay selection technique in
this system and exploit the help of friendly jammers.

In recent years, PLS has been considered as an effective method to enhance the information
security beside the cryptographic techniques that are used in upper layers. In this section, we
provide the security analysis for a two-way HD relay network, where the two sources can only
communicate through the intermediate relay nodes. In particular, we consider the scenario that
there is an eavesdropper in the vicinity of one source node. Both reliability and security aspects
are taken into consideration in our work. To enhance the reliability of communication, the
intermediate relays are supplied with the energy harvested from the sources’ RF signals using
hybrid TPSR protocol. Also, we apply the relay selection technique to select the best relay for
the information exchange between two sources. Regarding security, the secrecy of information
is improved with the help of friendly jammers nearby the eavesdropper. [HDH01], [HDH05],
[HDH13].

7.1 Introduction

Secrecy is always a critical issue in wireless communications because of the information leakage
resulting from the broadcast nature of the wireless medium. It leaves unprotected information
vulnerable. Besides conventional cryptographic techniques to improve the security, the pioneer-
ing work by Wyner [58] on the wiretap channel and subsequent works [59], [60] show that the
secrecy can also be guaranteed along with reliability by introducing randomness in coding or
signaling to confuse the eavesdropper at the physical layer. This is known as physical layer
security (PLS). During the last decade, PLS has experienced a resurgence of interest from a lot
of scientists [61] due to its potential to enhance the quality of communication to satisfy the vast
demand of mobile users. PLS has been applied in relay networks [172], cellular networks [173],
[174], cognitive radio networks [138], IoT networks [175], and massive MIMO networks [176].
In multi-user networks, PLS can be improved by node cooperation. Relay nodes can actively
relay the source signal - cooperative relay (CR) or passively jam the eavesdropper - cooperative
jamming (CJ).

In CR scheme, relay not only listens and forwards messages from the source to the destina-
tion, but also prevent the information from leaking to eavesdroppers [25], [172]. For example, in
[172], the authors proposed a generalized multi-relay selection scheme to improve the security
in a cooperative relay network. They derived a semi-closed-form expression of the SOP and
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jointly optimize the power allocation factor and the number of relay to minimize the SOP. On
the other hand, relays in the CJ scheme do not only forward the messages from the source to
the destinations, but also generate signals to interfere with the eavesdroppers. CJ scheme in-
cludes artificial-noise (AN) and noise forwarding (NF) schemes. In AN scheme, the cooperative
jammers generate Gaussian AN to interfere with the eavesdropper such as in [177], [178]. In
[178], the authors conceived an AN aided two-way opportunistic relay selection scheme for en-
hancing the security of a two-way multiple-relay network. For NF scheme, the helpers can send
dummy codewords which are independent of the source messages and can be decoded reliably at
the destination [179]. Later, Chiang and Lehnert [180] jointly designed the optimal co-variance
matrices of the multiple-antenna signals at the source and helper to maximize the secrecy rate
of the NF scheme. Recently, Lee and Khisti [181] exploited a NF scheme to establish the secure
degrees of-freedom of the Gaussian diamond-wiretap channel with rate-limited relay coopera-
tion, where the eavesdropper not only listens the relay transmission but also wiretaps some of
communication links among relays.

The concept of EH, that represents the direct using of available energy in the surroundings
through energy conversion from a given physical domain into electricity, has been raised a
decade ago and is now an intensive research and application field [182]. In fact, the main
focus for wireless networks has been shifted from spectral efficiency and QoS constraints to
energy efficiency and green communication [183], especially in the fifth generation (5G) and
sixth generation (6G) networks to reduce the power consumption [184]. EH from RF signals
has emerged as a promising solution and attracted a lot of attention in recent years, especially
because RF signals can be utilized for both energy and information transmission simultaneously.
This idea was first raised in the seminal paper of Varshney in 2008 [12]. Nasir [6], [14] has
significantly contributed to the development of RF EH. He introduced two practical protocol for
RF EH in relay networks, namely TSR and PSR protocols and derived the analytical expression
for key performance factors of these protocols. Later, the hybrid time-switching and power-
splitting (TPSR) protocol was introduced and its performance was evaluated in [127]. In 2020,
Ngo et al. [185] analyzed a two-hop single-relay networks using hybrid TPSR EH protocol in the
presence of an eavesdropper near the relay. The authors have derived the closed-form expressions
of OP and intercept probability in their model.

Two-way relay channel (TWRC), in which two users exchange their messages with each
other, has long been a typical model to study the performance of novel communication methods,
protocols, or algorithms, including the wireless EH technique, for several decades. The classical
two-way communication channel was first presented in the seminal paper of Shannon [186] in
1961. During the fist decade of this century, research on TWRC has been resurged by the paper
of [187] and since then has drawn much research attention again. In 2006, Katti et al. [188]
proposed the digital network coding scheme for TWRC, in which the relay decodes the packets
from different sources separately and broadcasts the XOR-ed version of them to both sources
and saves one transmission time slot. Then in 2007, Katti et al. [189] again presented and
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analog network coding, in which the relays can receives signals from both source simultaneously
and then broadcasts the sum of two signals back to the sources. This method even improve
the throughput of TWRC compared to digital network coding by saving one more time slot of
the communication. These two network coding techniques have been the main focus of TWRC
for last decade. With the advance research of TWRC, the PLS in spectrally-efficient TWR
networks has been extensively researched in the literature [173], [174]. In particular, Shukla
[174] and Pandey [173] investigated the secrecy outage performance of a FD cellular multi-
user two-way AF relay network, where a multi-antenna base station using transmit antennas
selection communicates with one of the several users by the assistance of a relay in the presence
of a passive eavesdropper that employs maximal ratio combining.

Naturally, the application of wireless EH via RF signals in TWCN have been well studied.
In 2015, the authors in [190] proposed and analyzed the EH transmission strategies for TWRC
to maximize the sum-throughput of the system. In [191], the authors analyzed the performance
of a wireless-powered communication network, in which a multiple-antenna two-way AF relay
transfers power to multi-pair of single antenna users and then helps the users exchange their data.
Zhou and Li [97] provided a jointly optimal design of relay precoding matrices and PS ration
to maximize the energy efficiency for SWIPT in MIMO two-way AF relay networks, where the
relay harvests energy from both sources to forward sources messages. An adaptive EH protocol
for two-way AF relay network over the Rician fading environment was also introduced in [78].
On the other hand, partial relay selection (PRS) has been selected as a simple but effective
method to enhance the reliability of data transmission at the cooperative phase in EH-based
two-way relay networks, such as in [74].

To the best of our knowledge, the study of PLS in RF EH-based networks have not been
investigated much in literature. The most recent results of PLS in EH-based networks [185],
which was published in early 2020, only considered a simple relay network with single relay.
Motivated by these above facts, in this chapter I provide a thorough analysis on the reliability
and security performance of a two-way relay networks using the hybrid TPSR EH protocol and
PRS in the presence of an eavesdropper near one of the source nodes.

The main contributions of this chapter are summarized as follows:

• We derive the closed-form and semi-closed form expressions of key performance factors
for our proposed model, including the OP of the legitimate communications, the intercept
probability of the eavesdropper (IP), the secrecy outage probability of the system (SOP),
and the average secrecy capacity (ASC). In fact, this is a challenging problem because the
probability analysis involves a lot of RVs, which makes the derivation more complicated.

• This work also provides an insightful analysis of the effect of various system parameters on
the reliability and security performance. It is worth to notice that there should be optimal
values of the EH parameters like time-switching factor and PS factor for each relay and
jammer configuration. It’s also concluded from the analysis that increasing the number
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of available relay nodes can improve the overall performance better than increasing the
number of jammer, except for very high values of transmit power.

• Finally, the Monte Carlo simulations are also conducted to verify the correctness of our
analysis and the effectiveness of the proposed scheme. From numerical results, we provide
the recommendation on selecting the configurations and appropriate values of system pa-
rameters to obtain the reliable and secure transmission without paying too much for the
complexity of the system.

7.2 System Model

7.2.1 Energy harvesting and scheduling protocols

R1

Rb

RM

A BE1

J1

Jk

JK

E2

J′1

J′K

Energy transfer

Jamming signals

Information transfer (phase 1 & 2)

Information transfer (phase 3)

Figure 7.1: System model of the proposed EH scheme.

Our proposed system model is illustrated by Fig. 7.1. Here, we consider a multiple-relay
(M relay nodes) two-way relay networks, in which the relay nodes are equipped with RF EH
capability and help two sources A and B exchange their information. The relay nodes are
assumed to be located in a cluster, that means the distances from every available relay nodes to
a source node are approximately the same. This assumption is reasonable in practice, especially
for IoT device networks or wireless sensor networks. PRS is applied in our model, where only the
relay with best channel to the source (without loss of generality, we consider the best channel
gain to the source A) is selected. All nodes in this model are single-antenna devices and operates
on HD mode. For EH protocol, we apply the hybrid time-switching and power-splitting (TPSR)
protocol [127], [192], [193] (see Fig. 7.2). In this protocol, the information exchange between
two source nodes is accomplished after three distinct phases using DF relaying strategy. For
the first two phases, the sources A and B take turns to broadcast their messages, say x1 and
x2, respectively, to the relay and the other source. The relay node uses a power divider to split
the received signal in each source into two portions: the first portion is used to extracted the
energy and stored at the relay, whereas the second portion of the signal is used for decoding the
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information message. We denote β, with 0 < β < 1, as the PS factor. Then in the final phase,
the relay combines two message (using XOR operator) and broadcasts this XOR-ed message
x⊕ = x1 ⊕ x2 to both sources. Now, each source, with knowledge about its own message, can
retrieve the desired message sent to it. We assume that the direct link between two sources
is not available for communicating due to long distance and obstacles in surroundings such as
buildings or mountains. For simplicity but without loss of practicality, the PS factors for both
sources’ signals are set to be equal to each other. In addition, the duration of Phase 1 and Phase
2 are assumed to be the same, which is equal to αT , where T is the total duration of a single
transmission block and 0 < α < 0.5 is the TS factor.

EH at R
βPA

EH at R
βPB

Signal detection
A→ R

(1− β)PA

Signal detection
B→ R

(1− β)PB

Information transfer
R→ A,B

αT αT (1− 2α)T

Figure 7.2: EH and scheduling protocol for the proposed model.

Regarding the eavesdropping strategy, we intend to adopt a single eavesdropper near each
source to retrieve the information transmitted by that source, i.e. an eavesdropper E1 in the
vicinity of the source A and an eavesdropper E2 in the vicinity of the source B. In fact, eaves-
dropping strategy may involve multiple eavesdroppers, however, more eavesdroppers require
higher cost and higher probability of being detected. Regarding the position of eavesdropper,
many scenarios may be employed in practice: near the source(s) [194] or in the middle of the
communication link [195]. For two-way communications, the analysis in [196] confirmed that
the eavesdropper has a better chance to eavesdrop the message when it is close to one of the
transmitters. Furthermore, in practical applications such as in military or IoT sensor networks,
the relay node is not fixed, but can be changed among available nodes between source and
destination. Therefore, locating the eavesdropper near one relay node may not be reasonable.
To conclude, our eavesdropping strategy are totally applicable in practice, especially in military
communications, where the eavesdropper is usually put near each command center.

The eavesdropper E1 tries to retrieves the information sent from A to any other node.
Because E is close to A, it is assumed that the direct link from the source B to E is not available
either. Therefore, even if it can receive the signal from a relay node, it cannot remove the
message sent by B from the received signal. That means the signal received from the relay
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node is not useful for the eavesdropper. Similarly, the eavesdropper E1 tries to retrieves the
information sent by B. To enhance the security of communications, many friendly jammers are
used to suppress the received signal at the eavesdropper. In particulars, when A broadcasts its
message, the jammers also transmits the artificial noise to the eavesdropper. This artificial noise
is known by the relay nodes, so we can ignore any negative effect caused by this signal to the
relay nodes. [HDH01].

Now we are going through the mathematical representation of the entire process. First, the
source A uses the first time slot to send its packet to both relay and the second source B. The
received signal at the relay R and the source S2 can be expressed, respectively, as

yA,Ri = hA,RixA + n(1)
ri , (7.1)

where E{|xA|2} = PA (PA represents the average transmit power at A), n(1)
ri denotes the zero-

mean AWGN with variances N0.
In the second time slot, B transmits x2 to the relay nodes Ri. Therefore, the received signals

at the relay Ri can be expressed as

yB,Ri = hB,RixA + n(2)
ri , (7.2)

where E{|x2|2} = P2 is the average transmit power at the S2, n(2)
ri is zero-mean AWGN with

variance N0.
Using the same approach as in (2.9) in Section 4.2, the average transmit power of the relay

node during the third time slot can be given as

PRi = ER
T (1 − 2α) =

ηβαTP
(︂
|hARi |

2 + |hBRi |
2
)︂

T (1 − 2α) = κP
(︂
|hARi |

2 + |hBRi |
2
)︂
, (7.3)

where κ ≜ ηβα
1−2α , 0 < η ≤ 1 is the effective energy conversion efficiency (which takes into

account the energy loss by harvesting circuits and also by decoding and processing circuits). For
simplicity, we assume that the average transmit powers from sources S1 and S2 are both equal
to P .

The signals received at Ri from A and B will be decoded and re-encoded by using the network
coding scheme [197]. Let x̂A and x̂B denote the decoded messages from A and B, respectively.
Then during the third time slot, the relay uses its power PRi to broadcast the exclusive-OR of
the decoded message xRi = x̂A ⊕ x̂B to both sources A and B. The received signals at A and B
can be expressed, respectively, as

yA = hRiAxRi + nA,

yB = hRiBxRi + nB, (7.4)
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where E
{︂

|xRi |
2
}︂

= PRi ; nA and nB are i.i.d. AWGN noise terms, which have zero mean and
variance of N0.

From (7.1) and (7.2), the received SNRs at the relay for decoding the messages xA and xB

can be obtained respectively as

γARi = (1 − β)|hARi |
2P

N0
= (1 − β)|hARi |

2Ψ, (7.5)

γBRi = (1 − β)|hBRi |
2P

N0
= (1 − β)|hBRi |

2Ψ, (7.6)

where Ψ ≜ P
N0

is the transmit-signal-power-to-noise-ratio. In this section, we assume that the
channels are reciprocal, so hBRi = hRiB and hARi = hRiA.

During the third phase, the source nodes A and B need to decode successfully the received
signal from the relay Ri, then with the knowledge on its transmitted message, it can recover the
message sent by the other source. Without loss of generality, we can only consider the decoding
performance at the source B. The SNR at this node during the third time-slot can be calculated
as

γRiB = |hRiB|2PR
N0

=
κP

(︂
|hARi |

2 + |hBRi |
2
)︂

|hRiB|2

N0
= κΨ

(︂
|hARi |

2 + |hBRi |
2
)︂

|hRiB|2. (7.7)

For the DF relaying strategy at the relay, there is a minor modification from the traditional
protocol because digital network coding is used in this case. Specifically, the transmit message
from the relay node during the third phase of transmission block should depend on the decoding
results of x1 and x2 in the previous two phases. There are three possible situations as follows:

(1) The relay successfully decodes both x1 and x2 in the first two phases, then it will broadcast
the message x1 ⊕ x2 during the third phase.

(2) The relay decodes x2 successfully but not x1. In this case, it only broadcasts x1 during
the third phase without applying XOR operation.

(3) the relay cannot decode neither x1 nor x2, then no message is broadcasted in the third
phase and the communication fails.

For both cases (1) and (2), both links from A to R and from R to B must be good to ensure
the communication by the relayed path. Therefore, the equivalent signal-to-noise ratio (SNR)
computed at the source B can be obtained as

γDF = min {γARi , γRiB} = Ψ min
{︂

(1 − β)|hARi |
2, κ

(︂
|hARi |

2 + |hBRi |
2
)︂

|hRiB|2
}︂
. (7.8)

Now, let’s consider the received signal at the eavesdroppers. For simplicity, we only consider
the eavesdropper at A because of two reasons: (1) two eavesdroppers at A and B cannot com-
municate together due to the long distance, so their operations are independent; (2) the roles of
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these two eavesdroppers are similar, so the intercept probability analysis for one eavesdropper
can be found by exchanging A and B in the analysis for the other. The eavesdropper E1 tries
to overhear the signals transmitted by A during the first phase of our communication protocol.
However, during this phase, it also receives the artificial noises from the K jammers (Jk, for
k = 1, 2, ...,K). It should be noted that we don’t consider the overhearing of signal from the
relay during the broadcasting phase (third time slot) because the message sent by the relay is a
combination of messages from A and B. Without knowledge of the message from B (it’s too far
to eavesdrop from B), the information from relay is just useless to the eavesdropper (the signal
from the relay nodes during phase 3 is only useful for retrieving the message from B, but for
that purpose, the eavesdropper near B, i.e. E2, should do better). As a result, the eavesdropper
must rely on the received signal during phase 1, which can be expressed as

yE = hAExs +
K∑︂
k=1

hJkExk + nE , (7.9)

where xs is the message transmitted by A; xk is the artificial noise transmitted by the jammer
Jk, which satisfies E(|xk|2) = PJ is the transmit power of each jammer; and nE is the AWGN
noise at E, which has zero mean and variance of N0.

From (7.9), it is easy to derive the received signal-to-interference-and-noise ratio SINR at
the eavesdropper:

γE = Ps|hAE |2
K∑︁
k=0

|hJkE |2PJ +N0

= Ψ|hAE |2
K∑︁
k=1

|hJkE |2ΨJ + 1
, (7.10)

where ΨJ ≜ PJ
N0

.
Assume that the channels between two arbitrary nodes are block Rayleigh fading [6], [14],

[191], [198], where channel coefficients remain constant during one transmission block and change
independently across different transmission blocks. Therefore, the channel power gains Xi =
|hARi |

2 = |hRiA|2, Yi = |hBRi |
2 = |hRiB|2, Z = |hAE |2, and T = |hJkE |2 are independent

exponential RVs whose PDF and CDFs has the following form:

fU (u) =

⎧⎨⎩λe
−λuu if x ≥ 0

0 if x < 0
(7.11)

FU (u) = 1 − e−λuu, (7.12)

where U ∈ {Xi, Yi, Z, T} and λu ∈ {λ1, λ2, λ3, λ4}, correspondingly (λu is the mean of the
exponential RV U). To take path-loss into account, we can model these parameters as λ1 = dθARi ,
λ2 = dθBRi , λ3 = dθAE , and λ4 = dθJkE . Here, dARi , dBRi , dAE and dJkE are the link distances of
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the A → Ri,B → Ri,A → E and E → Jk, respectively, and θ is the path-loss exponent whose
value may range from 2 to 6. For simplicity, we assume that all jammers are at approximately
equal distance to the eavesdropper. Similarly, all relay nodes belong to a cluster such that the
distances from each source to all relay nodes are approximately the same.

7.2.2 Partial relay selection

In our system, we apply the partial relay selection (PRS) method1 to enhance the quality of
communication. It means that the cooperative relay can be selected among M relay nodes by
the following criterion:

Rb = arg max
{Ri:i=1,M}

|hARi |
2. (7.13)

In other words, the relay which provides the highest channel gain between itself and A in the
third time slot is selected for the cooperative communications.

Remark 7.1 In PRS protocol, it will require the channel sate information (CSI) between A
and the relay nodes. In practice, A can estimate CSI via local control message and hence it can
be easily determine the best candidate as in (7.13). Moreover, it is worth noting that without
loss of generality, we assume d1 > d2, so the relay selection should be performed based on the
quality of the first-hop links to enhance the overall performance.

According to the result from the paper [112], the CDF and PDF of X = |hARb |2 can be given
by

FX(x) =
M∑︂
j=0

(−1)j
(︄
M

j

)︄
e−jλ1x (7.14)

and

fX(x) = λ1

M−1∑︂
j=0

(−1)j
(︄
M − 1
j

)︄
e−(j+1)λ1x. (7.15)

7.3 Performance Analysis

In this part, we derive the key performance factors of our proposed system, including OP, IP,
SOP and the average secrecy capacity (ASC) of the system.

1Another selection method is optimal relay selection (ORS), in which the relay that maximizes the secrecy
capacity is selected. ORS can provide better performance, but we consider PRS here because its simplicity to
implement.
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7.3.1 Outage probability

First, we have the achievable data rate of the legitimate communication link A → B and the
eavesdropper link given respectively as

CB = (1 − α)log2 (1 + γDF ) , (7.16)

CE = (1 − α)log2 (1 + γE) , (7.17)

where γDF is given by (7.8).
Assume that the relay node Rb is selected for the cooperative communications and let X =

|hARb |2, Y = |hBRi |2, then we can rewrite the equivalent SNR at the receiver B as

γDF = min {(1 − β)XΨ, κΨ (X + Y )Y } . (7.18)

The OP occurs when the data rate of the system exceeds the achievable data rate of the
link, i.e. CB < R, where R is the data transmission rate. Therefore, it can be expressed as

OP = Pr {CB < R} = Pr {min {(1 − β)ΨX, κΨ (X + Y) Y} < γth} (7.19)

where γth ≜ 2
R

(1−α) − 1 is the SNR threshold of B, which is the solution of the equation CB = R.
Now we can state the Theorem 7.1 on the OP of our proposed system as follows.

Theorem 7.1 The OP of the proposed two-way relay networks with partial relay selection and
power-splitting EH at relay nodes can be found as

OP = 1 +
M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

−jλ1
γth

(1−β)Ψ −λ2ξ +
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n(jλ1γth)n+1λ2

n! (κΨ)n+1

(︄
M

j

)︄

× Γ
(︃

−n− 1, jλ1γth
κΨξ

)︃
. (7.20)

where M is the number of available relay nodes, γth is the SNR threshold of receiver, κ ≜ ηβα
1−2α ,

Ψ ≜ P
N0

, ξ = 1
2

[︄√︃
γ2
th

(1−β)2Ψ2 + 4γth
κΨ − γth

(1−β)Ψ

]︄
, and Γ(s, x) ≜

∞∫︁
x
ts−1e( − t)dt is the incomplete

Gamma function.
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Proof We can rewrite the equation (7.19) as

OP = Pr {min {(1 − β)ΨX,κΨ (X + Y )Y } < γth} = 1 − Pr {(1 − β)ΨX ≥ γth, κΨ (X + Y )Y ≥ γth}

= 1 − Pr
{︃
X ≥ γth

(1 − β)Ψ , X ≥ γth
κΨY − Y

}︃
= 1 − Pr

(︃
γth
κΨY − Y ≥ γ̃th, X ≥ γth

κΨY − Y

)︃
⏞ ⏟⏟ ⏞

P1

− Pr
(︃
γth
κΨY − Y ≤ γ̃th, X ≥ γ̃th

)︃
⏞ ⏟⏟ ⏞

P2

. (7.21)

where γ̃th ≜ γth
(1−β)Ψ .

Let ξ = 1
2

(︃√︂
(γ̃th)2 + 4γth

κΨ − γ̃th

)︃
be the positive solution of the equation γth

κΨy − y = γ̃th,
the probability terms in (7.21) can be rewritten as

P1 =
ξ∫︂

0

Pr
(︃
X ≥ γth

κΨy − y

)︃
fY (y)dy =

ξ∫︂
0

[︃
1 − FX

(︃
γth
κΨy − y

)︃]︃
fY (y)dy

= −
ξ∫︂

0

⎧⎨⎩
M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

−jλ1
(︁ γth
κΨy−y

)︁⎫⎬⎭fY (y)dy = −
M∑︂
j=1

(−1)j
(︄
M

j

)︄
λ2

ξ∫︂
0

ey(jλ1−λ2)e− jλ1γth
κΨy dy,

(7.22)

P2 =
∞∫︂
ξ

Pr (X ≥ γ̃th) fY (y)dy =
∞∫︂
ξ

[1 − FX (γ̃th)] fY (y)dy =
M∑︂
j=1

(−1)j+1
(︄
M

j

)︄
.e−jλ1γ̃th

∞∫︂
ξ

fY (y)dy

=
M∑︂
j=1

(−1)j+1
(︄
M

j

)︄
e−jλ1γ̃th−λ2ξ. (7.23)

The integral in P1 can be solved by changing variable t = 1/y and applying Taylor’s series
expansion ex =

∞∑︁
n=0

xn

n! for x = jλ1−λ2
t :

P1 = −
M∑︂
j=1

(−1)j
(︄
M

j

)︄
λ2

∞∫︂
1/ξ

t−2e
(jλ1−λ2)

t e−j λ1γtht
κΨ dt

= −
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)nλ2
n!

(︄
M

j

)︄ ∞∫︂
1/ξ

e−jλ1γtht

κΨtn+2 dt

=
∞∑︂
n=0

M∑︂
j=1

(−1)j+1(jλ1 − λ2)n(jλ1γth)n+1λ2

n!(κΨ)n+1

(︄
M

j

)︄
× Γ

(︃
−n− 1, jλ1γth

κΨξ

)︃
. (7.24)

where the last equality comes from [72, p. 3.462.16].
By substituting (7.15), (7.23) and (7.24) into (7.21), we finally get (7.20).
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7.3.2 Intercept probability (IP)

The IP at the eavesdropper E is defined as the probability that capacity of the legitimate link
falls below the wiretap link’s capacity, i.e. CE > CB. By using the result of the OP analysis,
we obtain the Theorem 7.2.

Theorem 7.2 The IP at the eavesdropper E in the proposed two-way relay networks with jam-
ming by artificial noise is given by (7.25), as shown at the bottom of the page, where K is the
number of jammers, Ψ ≜ P

N0
, and ΨJ ≜ PJ

N0
, and ξ̃x = 1

2

[︂√︂
x2

(1−β)2 + 4x
κ − x

(1−β)

]︂
.

Proof By definition and using (7.8) and (7.10), the IP by the eavesdropper E can be found as

IP = 1 +
∞∫︂

0

⎧⎨⎩
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n[jλ1x]n+1λ2

n!(κ)n+1

(︄
M

j

)︄
Γ
(︄

−n− 1, jλ1x

κξ̃x

)︄⎫⎬⎭
×
e−λ3x

[︂
(λ3)2 ΨJ

λ4
x+ λ3 + λ3ΨJK

λ4

]︂
(︂
1 + λ3ΨJx

λ4

)︂K+1 dx

+
∞∫︂

0

⎧⎨⎩
M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

− jλ1(x)
(1−β) −λ2ξ̃x

⎫⎬⎭ e−λ3x
[︂
(λ3)2 ΨJ

λ4
x+ λ3 + λ3ΨJK

λ4

]︂
(︂
1 + λ3ΨJx

λ4

)︂K+1 dx. (7.25)

IP = Pr (CE ≥ CB) = Pr (γE ≥ γDF ) = Pr
(︃

Z

ΨJT + 1 ≥ min {(1 − β)XΨ, κΨ (X + Y )Y }
)︃
.

(7.26)

where ΨJ ≜ PJ/N0, Z = |hAE |2, T =
K∑︁
k=1

|hJkE |2.

Let’s denote V = min {(1 − β)X,κ (X + Y )Y } and U = Z
ΨJT+1 . Then (7.26) can be rewrit-

ten as

IP = Pr (U ≥ V ) =
∞∫︂

0

fU (u)du
u∫︂

0

fV (v)dv =
∞∫︂

0

fU (u).FV (u)du. (7.27)

By using (7.10), the CDF of U can be written as

FU (u) = Pr {U ≤ u} = Pr
{︃

Z

ΨJT + 1 ≤ u

}︃
= Pr {Z < u (TΨJ + 1)} =

∞∫︂
0

FZ (u (tΨJ + 1)) fT (t)dt,

(7.28)

where FZ(·) and fT (·) are the CDF of Z and PDF of T , respectively.
As mentioned in the previous section, Z is an exponential RV with parameter λ3, while T is

the sum of K i.i.d. exponential RV with parameter λ4. As a result, the CDF of Z is given by
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(7.12) and T is a gamma RV with the parameters K and λ4, whose PDF is given by [144]

fT (t) = λK4
(K − 1)! t

K−1e−λ4t. (7.29)

By substituting (7.12) and (7.33) into (7.28), we can rewrite FU (u) as

FU (u) =
∞∫︂

0

FZ (u (tΨJ + 1)) fT (t)dt =
∞∫︂

0

fT (t)dt− λK4 e
−λ3u

(K − 1)!

∞∫︂
0

tK−1e−t(λ4+λ3uΨJ )dt

= 1 − λK4 Γ (K) e−λ3u

(K − 1)!(λ4 + λ3uΨJ)K
= 1 − λK4 e

−λ3u

(λ4 + λ3uΨJ)K
, (7.30)

where the second last equality is obtained by using [72, p. 3.381.4] and the last equality is
obtained by replacing Γ(K) = (K − 1)!.

By taking the derivative of (7.34), we obtain the PDF of U as

fU (u) =
e−λ3u

[︂
(λ3)2 ΨJ

λ4
u+ λ3 + λ3ΨJK

λ4

]︂
(︂
1 + λ3uΨJ

λ4

)︂K+1 . (7.31)

On the other hand, the CDF of V is obtained by using the result of Theorem 7.1 (substituting
γth by vΨ in (7.20)):

FV (v) = Pr (V ≤ v) = Pr
(︃
γDF
Ψ ≤ v

)︃
= 1 +

M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

− jλ1v
(1−β) −λ2ξ̃v

+
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n(jλ1v)n+1λ2

n! (κ)n+1

(︄
M

j

)︄
Γ
(︄

−n− 1, jλ1v

κξ̃v

)︄
. (7.32)

where ξ̃v = 1
2

[︂√︂
v2

(1−β)2 + 4v
κ − v

(1−β)

]︂
. By substituting (7.31) and (7.32) into (7.27), we obtain

(7.25). The proof is complete.

Remark 7.2 It can be seen from (7.25) that the IP does not depend on Ψ.

Remark 7.3 It is worth noting that our analytical results in this section can be easily extended
to the general case when there exist hardware noise terms at both relay and primary transmitters.
In fact, each SINR formula for the hardware imperfection case is a one-to-one mapping of the
corresponding SINR for perfect hardware case presented above. For example, the received signal
at relay and its corresponding SINR in hardware imperfection case can be rewritten respectively
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as

yA,Ri = hA,Ri(xA + ηt
A) + ηr

Ri + n(1)
ri ,

γHIARi = (1 − β)|hARi |
2P

|hARi |2k2
ARi

P +N0
= (1 − β)
k2

ARi
+ 1

|hARi |
2Ψ

= 1
k2

ARi
1−β + 1

γARi

.

where ηt
A ∼ CN (0, (kt

A)2P ) and ηr
Ri

∼ CN (0, (kr
Ri

)2PRi) are HI noise terms caused by the
transmitter impairment at A and receiver impairment at Ri, respectively; k2

ARi
= (kt

A)2 + (kr
Ri

)2

denotes the aggregated HI level at both transmitter A (kt
A) and receiver Ri (kr

Ri
) [199].

Then, to derive P (γHIARi < γth), we can use:

P (γHIARi < γth) = P

⎛⎜⎝ 1
k2

ARi
1−β + 1

γARi

< γth

⎞⎟⎠ = P

(︄
γARi <

1 − β − k2
ARi

(1 − β)γth

)︄

By replacing γth in our original analysis by
1−β−k2

ARi
(1−β)γth , we can obtain the result for hardware

imperfection case.

7.3.3 Secrecy outage probability (SOP)

In the literature on PLS, such as [180], the researchers are interested in the possibility of con-
veying confidential messages at a positive rate, termed secrecy rate, between a source and a
legitimate destination while keeping an eavesdropper ignorant if the source-destination channel
is better than the source-eavesdropper channel. In addition, the larger the difference of the
channel strengths between the two channels, the higher the achieved secrecy rate. This secrecy
rate is defined as

Csec = max{CB − CE , 0}, (7.33)

where CB = (1 − α)log2(1 + γDF ) is the achievable data rate at the node B.
The secrecy rate must be maintained above certain threshold to guarantee the confidentiality

of the message. An secrecy outage occurs if the achievable secrecy rate falls below the threshold:

SOP = Pr {Csec < R} = Pr
{︃1 + γDF

1 + γE
< γsc,th

}︃
, (7.34)

where R is the threshold of the secrecy rate, and γsc,th ≜ 2
R

(1−α) .
The closed-form expression of this SOP can be found in the following theorem.

Theorem 7.3 The SOP (SOP) of the proposed two-way wireless relay networks with partial
relay selection, EH at relay nodes, and friendly jammers is given by (7.35) on the next page,
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where a = jλ1γsc,th
(1−β)Ψ + λ3

Ψ , b = λ3ΨJ
λ4Ψ , γ̃th ≜ 2

3R
αT − 1 is the SNR threshold at E, and Γ (s, x) ∆=

∞∫︁
x
ts−1e−tdt is the incomplete gamma function.

Proof To begin, we can rewrite (7.34) as

SOP = 1 +
∞∫︂

0

⎧⎨⎩
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n[jλ1(γ̃ + γsc,thx)]n+1λ2

n!(κΨ)n+1

(︄
M

j

)︄
Γ
(︃

−n− 1, jλ1(γ̃ + γsc,thx)
κΨΞx

)︃⎫⎬⎭
×
e−λ3x

Ψ

[︃(︂
λ3
Ψ

)︂2 ΨJ
λ4
x+ λ3

Ψ + λ3ΨJK
Ψλ4

]︃
(︂
1 + λ3ΨJx

Ψλ4

)︂K+1 dx

+
∞∫︂

0

⎧⎨⎩
M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

−
jλ1(γ̃+γsc,thx)

(1−β)Ψ −λ2Ξx

⎫⎬⎭
e−λ3x

Ψ

[︃(︂
λ3
Ψ

)︂2 ΨJ
λ4
x+ λ3

Ψ + λ3ΨJK
Ψλ4

]︃
(︂
1 + λ3ΨJx

Ψλ4

)︂K+1 dx. (7.35)

SOP = Pr
{︃1 + γDF

1 + γE
< γsc,th

}︃
= Pr {γDF < (1 + γE)γsc,th − 1} =

∞∫︂
0

FγDF ((1 + x)γsc,th − 1) fγE (x)dx

(7.36)

where FγDF (·) and fγE (·) are the CDF of γDF and PDF of γE , respectively.
By applying the result of Theorem 7.2 (just substitute u by x

Ψ in (7.34)), the CDF and the
PDF of γE can be found by

FγE (x) = Pr {γE < x} = 1 − e
−λ3x

Ψ(︂
1 + λ3ΨJx

Ψλ4

)︂K (7.37)

and

fγE (x) = dfγE
dx

=
e−λ3x

Ψ

[︃(︂
λ3
Ψ

)︂2 ΨJ
λ4
x+ λ3

Ψ + λ3ΨJK
Ψλ4

]︃
(︂
1 + λ3ΨJx

Ψλ4

)︂K+1 . (7.38)

On the other hand, the CDF of γDF is obtained by using the result of Theorem 7.1 (substi-
tuting γth by y in (7.20)).

FγDF (y) = 1 +
M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

−jλ1
y

(1−β)Ψ −λ2ξ +
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n(jλ1y)n+1λ2

n! (κΨ)n+1

(︄
M

j

)︄

× Γ
(︄

−n− 1, jλ1y

κΨξy

)︄
. (7.39)

where ξy = 1
2

[︂√︂
y2

(1−β)2Ψ2 + 4y
κΨ − y

(1−β)Ψ

]︂
.
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Let’s denote γ̃ ≜ γsc,th − 1 and Ξx = ξγsc,th(1+x)−1 =
√︃

(xγsc,th+γ̃)2

4(1−β)2Ψ2 + (xγsc,th+γ̃)
κΨ − (xγsc,th+γ̃)

2(1−β)Ψ .
Now, by substituting (7.39) with y = xγsc,th + γ̃ into (7.36), we have (7.40) below. Finally,

by substituting (7.38) into (7.40), we get (7.35).

SOP =
∞∫︂

0

⎧⎨⎩
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n[jλ1(γ̃ + γsc,thx)]n+1λ2

n!(κΨ)n+1

(︄
M

j

)︄
Γ
(︃

−n− 1, jλ1(γ̃ + γsc,thx)
κΨΞx

)︃⎫⎬⎭
× fγE (x)dx+ 1 +

∞∫︂
0

⎧⎨⎩
M∑︂
j=1

(−1)j
(︄
M

j

)︄
e

−
jλ1(γ̃+γsc,thx)

(1−β)Ψ −λ2Ξx

⎫⎬⎭ fγE (x)dx. (7.40)

7.3.4 Average secrecy capacity (ASC)

The secrecy capacity of the proposed system depends on the SNRs of the legitimate link and the
wire-tap link, which are RVs. The ASC is defined as the expected value of the secrecy capacity
[200]:

Cavg = E [CSec] = (1 − α)
∫︂∫︂

x,y>0
y≥x

log2

(︃1 + y

1 + x

)︃
fγDF (y)fγE (x)dxdy

= (1 − α)
∞∫︂

0

fγE (x)dx
∞∫︂
x

log2

(︃1 + y

1 + x

)︃
fγDF (y)dy. (7.41)

where fγE (·) and fγDF (·) are the PDF of γE and γDF , respectively.
We now state the following theorem on the ASC of the proposed system.

Theorem 7.4 The average secrecy capacity Cavg of the proposed two-way relay network with
PRS, EH at relay nodes, and friendly jammers is given by (7.42).

Cavg = (1 − α)
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)nλ2
n!

(︄
M

j

)︄ ∞∫︂
0

(n+ 1)e−λ3x
Ψ Λx(︂

1 + λ3ΨJx
Ψλ4

)︂K+1dx

∞∫︂
x

log2

(︃1 + y

1 + x

)︃

×
[︄
yn(jλ1)n+1

(κΨ)n+1 Γ
(︄

−n− 1, jλ1y

κΨξy

)︄]︄
dy − (1 − α)

∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)nλ2
n!

(︄
M

j

)︄

×
∞∫︂

0

e−λ3x
Ψ Λx(︂

1 + λ3ΨJx
Ψλ4

)︂K+1dx

∞∫︂
x

log2

(︃1 + y

1 + x

)︃[︄
e

−jλ1y
κΨξy ξn+1

y

(︄
1
y

− Υy

ξy

)︄]︄
dy

+ (1 − α)
M∑︂
j=1

(︄
M

j

)︄ ∞∫︂
0

(−1)j+1e−λ3x
Ψ Λx(︂

1 + λ3ΨJx
Ψλ4

)︂K+1 dx

∞∫︂
x

log2

(︃1 + y

1 + x

)︃
e

−
[︁

jλ1y
(1−β)Ψ +λ2ξy

]︁ [︃
jλ1

(1 − β)Ψ + λ2Υy

]︃
dy

(7.42)
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where Λx
∆=
(︂
λ3
Ψ

)︂2 ΨJ
λ4
x+ λ3

Ψ + λ3ΨJK
Ψλ4

and Υy ≜
y

{(1−β)Ψ}2 + 2
κΨ

2
√︂(︁

y
(1−β)Ψ

)︁2
+ 4y
κΨ

− 1
2(1−β)Ψ .

Proof The CDF of γDF has been given in (7.39). By taking the derivative of (7.39), we get the
PDF of γDF as

fγDF (y) = ∂FγDF (y)
∂y

=
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)n(jλ1)n+1λ2

n!(κΨ)n+1

(︄
M

j

)︄
∂

∂y

[︄
yn+1Γ

(︄
−n− 1, jλ1y

κΨξy

)︄]︄

+
M∑︂
j=1

(−1)j
(︄
M

j

)︄
∂

∂y

[︃
e

−jλ1y
(1−β)Ψ −λ2ξy

]︃

=
∞∑︂
n=0

M∑︂
j=1

(−1)j(jλ1 − λ2)nλ2
n!

(︄
M

j

)︄[︄
(n+ 1)yn(jλ1)n+1

(κΨ)n+1 Γ
(︄

−n− 1, jλ1y

κΨξy

)︄
− e

−jλ1y
κΨξy ξn+1

y

(︄
1
y

− Υy

ξy

)︄]︄

+
M∑︂
j=1

(−1)j+1
(︄
M

j

)︄
e

−
[︁

jλ1y
(1−β)Ψ +λ2ξy

]︁ [︃
jλ1

(1 − β)Ψ + λ2Υy

]︃
. (7.43)

where Υy ≜
y

{(1−β)Ψ}2 + 2
κΨ

2
√︂(︁

y
(1−β)Ψ

)︁2
+ 4y
κΨ

− 1
2(1−β)Ψ , and the last equality is obtained by using [201, p. 8.8.13].

By substituting (7.43) and (7.38) into (7.41) we obtain (7.42).

7.4 Numerical Results and Discussion

In this part, some Monte Carlo simulations are presented to validate the derived expressions of
OP, IP, SOP, and ASC. Moreover, the effect of various system parameters, such as transmit-
power-to-noise-ratio, TS factor, PS factor, number of relay nodes, number of jammers, and
spectrum efficiency, on the system performance is investigated through these simulation results.
All Monte Carlo simulations are generated using 105 samples of each channel gain. The settings
of simulation parameters are listed in Table 7.1. Regarding to the channel settings, we adopt
a simplified path loss model, i.e., λi = dθi , for i ∈ {1, 2, 3, 4}, where d1, d2, d3, d4 are the
distances between A and the relay cluster, between B and the relay cluster, between A and the
eavesdropper, and between the eavesdropper and the jamming cluster, respectively; θ denotes
the path loss exponent, respectively. For illustrative purpose, we set d1 = 0.85, d2 = 0.5,
d3 = d4 = 2, and θ = 2, which leads to the values of λi, i ∈ {1, 2, 3, 4} as in Table 7.1.

Firstly, we examine the reliability and security performance of the proposed model in terms
of OP and IP. Fig. 7.3 plots OP and IP versus the ratio between transmission power of the
source A and the noise power density N0, which is denoted by Ψ, for four different cluster size
of the relay cluster and jamming clusters. It can be seen from these figures that the analytical
results and the simulation results exactly match together. As expected, OP decreases with Ψ,
while the IP does not depend on Ψ as stated in the Remark 7.2. It can also be observed that
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Table 7.1: Simulation parameters.

Symbol Parameter name Fixed value Varying range
R Spectrum efficiency 0.25 bps/Hz 0.1 to 1 (bps/Hz)
η EH efficiency 0.8 none
α Time division factor 0.3 0 to 0.5
β Power splitting factor 0.5 0 to 1
λ1 Mean of |hARi |2 0.7225 none
λ2 Mean of |hBRi |2 0.258 none
λ3 Mean of |hAE |2 4 none
λ4 Mean of |hJkE |2 4 none

Ψ Transmit-power-to-noise-
ratio 15 dB 0 to 30 (dB)

ΨJ Jammer-power-to-noise-ratio 15 dB 0 to 30 (dB)
M No. of relay nodes 1; 3; 5; 7 none
K No. of jamming nodes 1; 3; 5; 7 none

(a) OP for different number of relays. (b) IP for different number of jammers and jammer power
levels.

Figure 7.3: OP and IP versus transmit-power-to-noise-ratio.

both reliability and security performance can be improved by increasing the number of relay
nodes and jammer nodes. However, when the number of relay nodes is sufficient, adding more
nodes to the relay cluster does not significantly improve the outage performance (we can see
the gaps among the cases M = 3,M = 5, and M = 7 are small). This can be explained as
follows. Because the relays are located in a cluster, they are closed to each others. With PRS,
the more relays added to the cluster, the less likely that the newly added relay has best channel
gain. After a certain number of relays, keep increasing the number of relays does not improve
much. So it is recommended that we use a moderate number of relays, let’s say M = 3, and use
cooperative jammers, for example K = 2, to obtain a desired performance.

The effect of the EH TS factor on the outage and security performance is shown in Fig. 7.4.
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(a) OP for different number of relays. (b) IP for different number of jammers and jammer power
levels.

Figure 7.4: OP and IP versus versus time-switching factor.

I consider again four cluster sizes of the relay and jammer clusters, i.e., M ∈ {1, 3, 5, 7},K ∈
{1, 2, 3}. As observed from Fig. 7.4a, OP decreases with α. This can be explained as follows.
For small α, the EH time is limited, so the relay nodes do not harvest much energy for their
transmission. Therefore, increasing α would improve the quality of transmission. Again, it can
be seen that increasing the number of relays M ≥ 3 does not improve much on performance.
On other aspect, Fig. 7.4b shows that IP decreases with α. It is obvious because increasing α
means increasing the duration of EH time by the relay, which results in the better legitimate
link condition, while the wire-tap link condition is not improved by increasing α. From these
two figures, it is recommended that we choose α large enough and choose a proper number of
jammers (for example, K = 2) and relays (for example, M = 3). Adding more jammers and
relays after these certain numbers cannot bring significant benefit. In addition, the transmit
power of jammer is not necessarily too large, with ΨJ = 5dB and with sufficient large α, we can
achieve an acceptable performance.

Fig. 7.5 plots the OP and IP versus the PS factor β. There is a trade-off between the energy
using to supply the relay nodes and to guarantee the transmission of the message from source
A. That means there exists an optimal β to minimize the OP or IP for each number of relay
nodes. From Fig. 7.5a, when the number of relay nodes is increased, the optimal value of β
tend to approach 1 (β = 0.46, 0.87, 0.95, and 0.97 for M = 1, 3, 5, and 7, respectively). This is
because when the number of relays increases, the quality of the link between A and the selected
relay nodes is improved so that we do not worry much about the transmit power for message
signal and can use more energy to supply the relay node. It is reasonable to see that there is
also an optimal value of β that minimize the IP for each scenario. This is because the wiretap-
link condition does not depend on β, while the OP of the main link from A → B get a single
minimum at shown in Fig. 7.5b. However, it is worth noting that the optimal value of β for
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(a) OP for different number of relays. (b) IP for different number of jammers and jammer power
levels.

Figure 7.5: OP and IP versus versus PS factor.

minimizing IP is different from the one that minimizing OP. In fact, the optimal β in this case
(minimizing IP should depend on the number of jammers, too, and also tend to increases when
the number of jammers increases. In particular, the optimal values of β∗ for K = {1, 2, 3} and
ΨJ = 5dB are 0.49, 0.53, and 0.56 respectively. For ΨJ = 15dB, the optimal values β∗ for
K = {1, 2, 3} are 0.56, 0.66, and 0.73, respectively. Here, because α is not large enough, the IP
is significantly impacted by ΨJ .

(a) Secrecy outage probability (b) Average secrecy capacity

Figure 7.6: SOP and ASC versus transmit-power-to-noise-ratio for different configurations of
relay and jammer nodes.

Fig. 7.6 depicts the impact of transmit-power-to-noise-ratio on the secrecy outage performance
of our proposed systems. In Fig. 7.6a, we can observe that SOP decreases when Ψ increases,
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(a) Secrecy outage probability (b) Average secrecy capacity

Figure 7.7: SOP and ASC versus TS factor for different configurations of relay and jammer
nodes.

(a) Secrecy outage probability (b) Average secrecy capacity

Figure 7.8: SOP and ASC versus PS factor for different configurations of relay and jammer
nodes.

similar to OP in Fig. 7.3a but faster. It is interesting to note that there always exists an outage
floor in each simulation case. That means when Ψ is large enough, the increasing of Ψ does
not result in notably change in SOP. This floor is lower when more relay nodes and jammer
nodes are considered for helping. In Fig. 7.6b we can see that ASC increases with the transmit-
power-to-noise ratio (SINR). It is obvious that the secrecy capacity is improved if we add more
available-to-help relay nodes and more jammers. It seems that adding more available relay can
bring more improvement that adding jammers, except for sufficiently high SINR regime, which
makes the source-relay communications good enough.

Fig. 7.7 shows the effect of TS factor α on the secrecy performance. First, the SOP tends
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to decreases when α increases. Please note that the secrecy rate in this case is defined as
difference in capacity between the source-relay link and the source-eavesdropper link. When
α increases, the outage performance of source-relay link is slightly degraded because the SINR
threshold increases, while the performance of relay-destination link is significantly improved due
to higher harvested energy and smaller transmission time (so, transmit power becomes larger).
On the other hand, increasing α does not improve the capacity of the source-eavesdropper link.
That’s why SOP decreases with α. It is shown in Fig. 7.7a that K = 2, M = 3 should be an
appropriate choice for the numbers of relays and jammers, respectively. Secondly, the ASC is a
concave function with respect to the time-switching factor α, which can be explained as follows.
For small α, the transmission duration is large enough, while the SOP decreases with α as we
explained in Fig. 7.7a, so the ASC increases with α. However, when α passed some certain
threshold, the transmission time becomes smaller and has bad impact on the overall capacity.
So the ASC starts to decrease. As seen from Fig. 7.7b, the optimal α for 4 considered cases are
very close together (around 0.17). Again, adding more available relays or adding more jammers
can improve the ASC, where the former is better because here we have Ψ = 15dB.

As expected, there exists an optimal value of PS factor β that minimizes SOP, as shown in
Fig. 7.8a. This can be explained by the same argument as in Fig. 7.5b. We can also observe
that the optimal value of β increases from the scheme with less relays and jammers to the
scheme with larger number of relays and jammers. Specifically, the optimal values of β for the
cases K = M = 1, K = 2, M = 1, K = 1, M = 3, and K = 2, M = 3 are 0.375, 0.4, 0.55,
and 0.65 respectively. It’s difficult to derive the closed-form formula for the optimal value of β,
which is the solution of the equation ∂(SOP)

∂β = 0 because the integral form of SOP. However,
because the SOP is a single-minimum function with respect to β, it is easy to develop an iterative
algorithm to find the optimal β numerically, for example, using Golden section search algorithm
[75]. On the other hand, it is easily to see that larger β results in smaller ASC because in (7.42),
increasing β leads to decreasing of the exponential terms and then the decreasing of ASC. By
intuition, increasing β makes the chance of successful decoding the message at relay reduced, so
the overall capacity is reduced. Fig. 7.8b confirms this argument, as we see that ASC falls to
zero when β approaches 1.

The 3-D plot of SOP function versus α and β for the case that K = 2 and M = 3 is shown
in Fig. 7.9. We can find the global minimum of SOP, which is equal to 0.00168, obtained as α
approaches 0.5 and β = 0.342. It’s worth noting that in all above figures, all analytical curves
match perfectly with the corresponding simulation curves, which validate the correctness of our
analysis. In Fig. 7.6a, Fig. 7.7a, and Fig. 7.8a, the SOP for optimal relay selection (ORS) is also
given by simulation as a benchmark to compare with the partial relay selection (PRS) strategy.
However, in this section, we prefer PRS because its simplicity to implement.

2An adaptive TPSR protocol, in which α and β are regularly and optimally updated according to the channel
states, can be implemented, with the trade-off on complexity and cost.

136



Figure 7.9: 3-D graph of SOP of A → B link versus α and β.

7.4.1 Conclusion

In this section, we propose a two-way HD wireless relay networks in Rayleigh fading environment
with partial relay selection and hybrid-TPSR-based EH at relay node, in which there is an
eavesdropper in the vicinity of one source node. To enhance the security of the networks, some
friendly jammers are employed to degrade the received signals at eavesdropper. We derive the
closed-form expression of OP at the legitimate destination node, the intercept probability at
eavesdropper, the SOP, and the ASC of the system. All analytical results are verified by Monte
Carlo simulations. From the numerical results, we show that adding more available-to-help
relay nodes or adding more jammers can improve the reliability and security performance of the
system significantly, in which the former method can provide larger improvement in average-
to-high SINR regime. For very high SINR, adding more jammers would be more beneficial.
Secondly, there exists a unique optimal value for either time-switching or PS factor to minimize
the OP, while the intercept probability increases with time-switching factor but does not depend
on PS factor. For the SOP, there may exist an outage floor if M and K is small. Therefore, it’s
recommended that we select α around 0.3 with M = 3 relay nodes and K = 5 or 7 jammers to
obtain the desired performance but not to complicate the system. The results of this paper can
find good applications in military communications as well as in IoT networks for smart cities,
where the security of the messages is utmost important. For future work, we can extend the
analysis to the case that multiple antennas are equipped at source nodes or eavesdroppers.
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8 Conclusions and future work

This section is divided in two parts. In the first one, I summarize outcomes of this dissertation
and the second is devoted to the future plans.

8.1 Summary of results and insights

In this dissertation, I study advanced EH protocols and various physical layer security strategies,
and then propose some new communication schemes that integrate these two techniques together
with other attracting techniques, with the ultimate goal to enhance both security and reliability
of wireless relay networks in the presence of eavesdroppers. My wireless networks model consists
of single or multiple sources, single or multiple destinations, and single or multiple intermediate
relay nodes to help forwarding information from the sources to the destinations. There also exist
some eavesdroppers in the surrounding environment, who may also want to receive the informa-
tion from the sources illegally. To enhance the security of the networks, in this dissertation, I
recommend to integrate many techniques to design a new physical layer security protocols based
on RF EH. These techniques include relay selection, user selection, NOMA, multi-hop com-
munications, FD communications, and cooperative jamming. This PhD dissertation thesis has
introduced the framework for the design, analysis, and simulation of various EH-based physical
layer security (PLS) schemes in wireless relay networks. To summary, the methodology to do
the following works were demonstrated during this dissertation thesis in order to carry out the
goals of the dissertation:

• The most important contribution of my dissertation is the proposal of two novel EH-based
physical layer security network models: the first one is using friendly jammers together with
hybrid TPSR protocol and partial relay selection and the second one is using cooperative
jamming with jammer selection and multi-hop relaying.

• Closed-form or at least integral-form formulas of the key performance factors on security
and reliability, including OP, throughput, symbol-error-rate, secrecy capacity, SOP, inter-
cept probability, etc. have been derived rigorously for each EH or PLS or EH-PLS scheme
that has been proposed in this dissertation. Beside the basic relaying model such as HD
and FD relaying, some advanced relaying models has been proposed to serve specific ap-
plications, for example, the two-way relaying, multi-source relaying, or multi-hop relaying
schemes for wireless sensor networks or wireless ad hoc networks.

• The effect of channel, transceiver, and attacker’s parameters on the system performance
is also an important contribution of this project. By taking into account the co-channel
interference and hardware impairment, I investigate the robustness and the secure of the
proposed network model to evaluate the possibility for their practical implementation.
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• Finally, all analytical expressions of key performance factors as well as the impact of
channel conditions, hardware noise, jammer and eavesdroppers configurations are verified
carefully through Monte Carlo simulation. From the numerical results, the beast feasible
configurations of the proposed network model can be recommended for practical applica-
tions.

To conclude, I confirm that my purpose is to provide a thorough analysis of EH and physical
layer security combining solution for wireless relay networks from multiple perspectives: the-
oretical framework, simulation results, practical consideration, the variety of the strategies to
serve for different applications, as well as the variety of the channel and transceiver conditions
to be studied.

8.2 Future work

In the future, this work can also be extended to more complicated network models, for example,
multi-hop relaying, multiple eavesdroppers, or correlation channels, as well as more advanced
techniques such as massive MIMO. In addition, more specific applications can be investigated,
for example, unmanned aerial vehicle (UAV) communication or underwater communications,
which is out of the current scope of my dissertation.
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